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1   Introduction 
This contribution analyzes how to setup X2 between eNB and HeNB with the presence of the X2-GW.
2   Detailed analysis 
How to perform routing of X2 Setup Req
It seems that the basic property of any solution is the way how routing of X2 Setup Req messages across the X2-GW is performed.

-
Option 1: TNL adr based routing: 

The most obvious method is to attach to the X2 Setup Req the signalling TNL (IP) address of the peer (H)eNB and send it to the X2-GW that would need to act more or less as a IP router, with the essential difference that the targets IP address is carried in the application layer. 

However, using the IP adr based routing might cause problem for multi-homing. The IP adr included in the X2 msg forces the X2-GW to use a specific path of the SCTP association which might be not operable when forward the X2 msg to target (H)eNB. The message needs to wait for a timer-out before re-transmitting via another path of the same SCTP association. The TNL adr based routing overrides the multi-homing function in the transportation layer.    
Also, A HeNB may be turned on/off more frequent than a macro eNB. When a HeNB is turned on again, it may get a different IP address, but other parameters (e.g. PCI. ECGI) may not be changed. In this case, the eNB may not know that it needs to initiate the TNL address discovery procedure once more to get the new IP address of the HeNB. If the eNB initiates any X2 procedures to the HeNB, the X2-GW cannot correctly route the X2 message to target HeNB.

In addition, the macro system and HeNBs may belong to separate operators. The HeNBs’ operator may not want to expose the IP topology of the HeNBs. 

-
Option 2: RNL ID based routing

Another possibility would be to perform routing along RNL node identifier (the (H)eNB identity), in which case the X2-GW would need to translate an RNL node identifier into a signalling TNL address. The RNL node identifier may be explicitly included in the X2 Setup Req message. 

Using the RNL node identifier does not have the issues as mentioned above for using the TNL address. Using the RNL node identifier is also more clean, since X2AP does not need to care the IP addresses used for transportation layer routing. Just like the normal X2 or S1, it is up to the SCTP layer to determine which path to use in case multi-homing is available.  Using RNL node identifier would require an additional mapping function in the X2-GW able to map the indicated RNL node identifier to a signalling TNL address. 
Proposal 1: RNL ID is used in X2-GW for routing.
SCTP availability information
In current X2 interface, the X2AP shall be notified if the signalling connection breaks. If the SCTP with the X2-GW breaks, the eNB (or HeNB) can consider all X2 interfaces with neighbouring HeNB (or eNB) as broken. In case of  HeNB power off, the X2-GW can detect the SCTP with the HeNB breaks, however the neighbouring eNBs are not informed. Without knowing this information, the neighbouring eNBs may unnecessarily initiate the X2 procedures towards the affected HeNB. One method is to introduce an X2 procedure, e.g. X2 Signalling Bear Update procedure, to inform the eNB that the SCTP association with the HeNB is unavailable. The X2 msg can contains the RNL ID of the target HeNB (or eNB), and the status of the SCTP association towards target HeNB (or eNB), i.e. available, or unavailable. 

This procedure can also be used to build the mapping information in X2-GW, as required in Section 2.1 for routing purpose. After the eNB/HeNB establish the SCTP with the X2-GW, the eNB/HeNB can initiate the X2 Signalling Bearer Update procedure to inform the X2-GW that the SCTP with the specified eNB/HeNB is ready. With this, the X2-GW can know the mapping between the (H)eNB’s RNL ID and its IP adr. This is similar to the Registration procedure in 3GPP, which provides the X2-GW with the information that this very (H)eNB is available for X2 signalling via this X2-GW to any other peer (H)eNB connected to the same X2-GW. 

In addition, since X2-GW maps the target’s RNL ID into the TNL address, there is no need for the (H)eNB to know the peer (H)eNB’s IP address. We would regard this as quite an advantage and would therefore propose to allow the overall concept to work without TNL address discovery via the CN. Any node being configured with an X2-GW address should first register with the X2-GW.

A possible call flow for X2 Setup and maintenance is shown as below:
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Figure 2 – X2 Setup example
1. The (H)eNB initiates the SCTP establishment with the X2-GW

2. The (H)eNB informs the X2-GW that the SCTP is available for the related (H)eNB.

3. eNB1 detects HeNB1.

4. eNB1 initiates the X2 Setup towards HeNB1. The X2 Setup Req msg includes the ID of HeNB1. Upon the reception of this message, the X2-GW checks whether the SCTP with HeNB1 is ready. Since the SCTP is available, the X2-GW forward the X2 Setup Req msg to HeNB1. 

5. HeNB1 accept the X2 Setup Req, and replies with the X2 Setup Rsp msg.

6. HeNB2 detects eNB1. 

7. HeNB initiates the X2 Setup procedure. The msg includes the ID of eNB1. X2-GW know the SCTP with eNB1 is available, the X2-GW forward the X2 Setup Req msg to eNB1.

8. eNB1 accept the X2 Setup Req, and replies with the X2 Setup Rsp msg.

9. HeNB1 power off.

10. X2-GW detects the SCTP with HeNB1 breaks.

11. X2-GW informs the neighbouring eNB that SCTP is not available with HeNB1. So eNB1 will not initiate any X2 procedure towards HeNB1. 

Proposal 2: introduce a new X2 procedure to inform the node about the status of the X2 signalling bearer (SCTP) with an eNB/HeNB.
3   Conclusion and Proposals
This contribution analyzed the scenarios and possible issues for using X2-GW for HeNB-HeNB. Our proposals are:
Proposal 1: RNL ID is used in X2-GW for routing.
Proposal 2: introduce a new X2 procedure to inform the node about the status of the X2 signalling bearer (SCTP) with an eNB/HeNB.
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