3GPP TSG RAN WG3 #78 meeting 











   


R3-122494
New Orleans, USA, November 12 - 16, 2012
Title: 
HeNB membership verification during Path Switch Request procedure
Source: 
Nokia Siemens Networks 
Agenda item:
12.1.3
Document for:
Discussion and Approval
1   Introduction 
The last RAN3 meeting agreed using Path Switch Request procedure for HeNB MV, but did not agree on the Stage-3 CR, especially when the IE is included in the message. This contribution summarizes the two options discussed during the e-mail discussion, and proposes a way forward.
2   Detailed analysis 
During the e-mail discussion, there is no objection for hybrid HeNB always include the CSG membership Status IE in the PATH SWTICH REQUEST message, but there are different opinions on when the MME include the CSG membership Status IE in the PATH SWTICH REQUEST ACKNOWLEDGE message. There are two options:

· Option A: The MME always include the CSG Membership Status IE in the PATH SWITCH REQUEST ACKNOWLEDGE message 
· Option B: The MME only include the CSG Membership Status IE in the PATH SWITCH REQUEST ACKNOWLEDGE message, when the value of the CSG Membership Status IE in the received PATH SWITCH REQUEST message is incorrect
There is no much difference on the savings regarding to the signaling overhead and processing in HeNB/MME. The main argument is whether the HeNB should do an addition check and whether the HeNB should consider the absence of the CSG membership Status IE as an abnormal condition.

In Option A, the HeNB considers it as an abnormal condition if the ACK message does not include the CSG membership status IE during inter-CSG to hybrid HeNB. This can guarantee that both HeNB and MME are synchronized on the UE’s CSG membership status. This can also support the scenario when an abnormal Rel-11 MME forgot including the IE in the Ack message. When the HeNB receive the CSG membership status IE, the HeNB check whether the value of the received CSG membership status IE is the same as the stored one. If not, source HeNB use it. This may be argued as a duplicated check. Or the HeNB always use the received CSG membership Status IE, no matter whether it is different to the stored one. 

· Pros: 
· Robust to handle the abnormal Rel-11 MME

· Cons: 

· May require additional check in the HeNB

In Option B, if the HeNB did not receive the CSG membership status IE in the PATH SWITCH REQUEST ACKNOWLEDGE message, it considers no changes to the UE’s CSG membership. One merit of Option B is HeNB does not need to take any action in most of the time, since the UE’s CSG membership status report is correct for most of the time. However, it may be difficult to draft the appropriate Stage-3 CR since RAN3 once agreed the best practice is to define the behavior from the receiver side. Also, Option B cannot support the scenario when an abnormal Rel-11 MME forgot including the IE in the Ack msg. 
· Pros: 
· simplified HeNB implementation
· Cons: 

· may be difficult to draft the appropriate Stage-3 CR in considering the RAN3 best practice. 

· cannot support the scenario when the Rel-11 MME forget including the IE in the Ack msg
There are pros/cons for both solutions, two version CRs ([2] and [3]) are prepared. RAN3 is asked to debate the merits of these two options and select one of them.

Proposal 1: RAN3 is asked to select between Option A ([2]) and Option B ([3]).
3   Conclusion and Proposals
This contribution analyzed the Stage-3 implementation for HeNB MV. Our proposals are:
Proposal 1: RAN3 is asked to select between Option A ([2]) and Option B ([3]).
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