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1   Introduction 

RAN#56 approved a WID “Further enhancements for H(e)NB mobility-Part 2” containing  the work on the X2-Gateway. The “objective” section follows agreements from RAN3#76 as follows:
Stage 2 and stage 3 specification work shall be performed for the introduction of an X2-Gateway entity with the following properties

1.
The X2-GW shall be explicitly defined but optional to deploy.

2.
The X2 interface to the X2-GW shall reuse SCTP without any changes.

3. 
The S1-GW shall be decoupled from the X2-GW.

4.
Priority should be given to minimize implementation impact on the eNB and HeNB, thus minimizing the standard impact.

 5.   Minimize the complexity of the X2-GW,  

5.1
The  X2-GW shall not terminate UE-dedicated procedures (only route in a similar way as e.g. the S1 HeNB GW)

5.2
The  X2-GW may terminate the non-UE dedicated procedures when appropriate.

This document tries to structure the discussion and to provide further detailed analysis.
2   Discussion
2.1   Provision of the X2-GW IP address to the (H)eNB

In order to enable a (H)eNB to perform X2 signalling with their peer nodes indicated by IP addresses, those (H)eNBs would need to be aware of the X2-GW IP address the peer node is attached to. Each HeNB and eNB involved in connectivity via an X2-Gateway should be preconfigured with the IP address of the X2-GW. This follows the approach for S1 connectivity, where each (H)eNB is configured with the address of the MME/HeNB-GW to be contacted first. Note: it may be possible to only preconfigure the IP address of the X2-GW in HeNB, then HeNB provide it to eNB during the eNB initiated TNL address discovery procedure. 
Observation 1: the (H)eNB should be preconfigured with the IP address of the X2-GW. 
2.2   How to perform routing of X2AP PDUs?

It seems that the basic property of any solution is the way how routing of X2-AP messages across the X2-GW is performed.

-
The most obvious method is to attach to each X2AP PDU the signalling TNL (IP) address of the peer (H)eNB and send it to the X2-GW that would need to act more or less as a IP router. 
However, A HeNB may be turned on/off more frequent than a macro eNB. When a HeNB is turned on again, it may get a different IP address, but other parameters (e.g. PCI. ECGI) may not be changed. In this case, the eNB may not know that it needs to initiate the TNL address discovery procedure to get the new IP address of the HeNB. If the eNB initiates any X2 procedures to the HeNB, the X2-GW cannot correctly route the X2 message to target HeNB.
-
Another possibility would be to perform routing along RNL node identifier (the (H)eNB identity), in which case the X2-GW would need to translate an RNL node identifier into a signalling TNL address. The RNL node identifier may be explicitly included in every X2 message, or maybe based on the target cell ID in the X2 message. In the later case, the X2-GW need to memorize some other information, e.g. X2AP ID, measurement ID, etc in case the target cell ID is absent. 
Using the RNL node identifier does not have the issue as mentioned above for using the TNL address. Using RNL node identifier would require an additional mapping function in the X2-GW able to map the indicated RNL node identifier to a signalling TNL address. This may require additional RNL signalling.

Anyway, the X2-GW cannot be regarded as a pure IP routing machine, as it would need to interpret the RNL level information and route the X2AP PDU via the respective SCTP association/stream to the peer node.

2.3   How should the X2-GW being made aware of the mapping RNL-ID(TNL-address

In X2-Proxy, the X2-Proxy terminates the X2 Setup procedure initiated by the (H)eNB. So the X2-Proxy can know the (H)eNB’s ID and IP address. 

 Another possible approach would be to follow the 3G approach and define an (H)eNB-X2-Registration procedure with the X2-GW which provides the X2-GW with the information that this very (H)eNB is available for X2 signalling via this X2-GW to any other peer (H)eNB connected to the same X2-GW.

It should be possible that the Registration function is part of the enhanced X2 Setup procedure, but this would overload the X2 Setup procedure with additional (and not originally intended) functionality and would introduce too many exceptions for IE handling, e.g. separated IEs would need to indicate ignore content of mandatory IEs. As a conceptual choice, we would like to see that Registration at the X2-GW is preferable to be decoupled from the X2-Setup procedure protocol-wise.

If availability of the peer node is made discoverable (either by explicitly requesting the GW or implicitly via X2 Setup), then no TNL address discovery procedure is necessary as for the RNL ID based approach. In addition, since X2-GW maps the target’s RNL ID into the TNL address, there is no need for the (H)eNB to know the peer (H)eNB’s IP address. We would regard this as quite an advantage and would therefore propose to allow the overall concept to work without TNL address discovery via the CN. Any node being configured with an X2-GW address should first register with the X2-GW.
Observation 2: The TNL address discovery procedure may not need to be enhanced to provide both IP addresses, i.e. the peer node, and the X2-GW.

2.4   How to inform an (H)eNB about availability of X2 connectivity via a certain X2-GW ? 

The (H)eNB that has discovered a yet unconnected node could either start an e2e X2 Setup and see whether the X2-GW is able to route the X2 Setup towards the peer node or request the X2-GW to provide an explicit indication about the availability of the peer node for X2 connectivity.

Change of IP address would only affect the (H)eNB that has changed its IP address and the X2-GW that needs to update the mapping table, but not all potential peer (H)eNB.

2.5   Indicating the source node within X2AP PDUs
As stated in the agreed way forward, “the  X2-GW shall not terminate UE-dedicated procedures (only route in a similar way as e.g. the S1 HeNB GW)”, one possibility is to let the X2-GW memorize connection identifiers for UE-associated X2 signalling connections between two peer nodes via the X2-GW as done for UE-associated S1 connections via the HeNB-GW. Further, for some non-UE-associated signalling the receiving node should have a clue from which node the X2AP PDU was sent. In case the sending node is not indicated in X2AP messages, a possible option is to add the source node information in the X2 message. Of course, another alternative is to include the source node information in every X2 message.
Therefore, another important property of any solution to be chosen is that all X2AP PDUs would need to include not only a target node information for routing at the X2-GW but may also a source node information in order to allow the target node have knowledge about the sender. 

2.6   Establish SCTP association between any (H)eNB and the X2-GW

Before any kind of X2 signalling can take place between two peer nodes, they need to have an established SCTP association towards the X2-GW. This is common for all solutions.
2.7   End-to-end setup of X2-connectivity between (H)eNBs

If using the 3G-like method, the X2 Setup may be performed end-to-end, i.e. w/o the X2-GW executing RNL functions as it acts as a routing entity only. If so, the X2-GW would only need to route the X2AP PDUs based on the routing information, which is either an RNL node ID or a signalling TNL address.

2.8   How to handle deployment of redundant/overlapping GWs

In case of multiple X2-GWs being deployed in a certain geographical area, it can be assumed that a macro eNB would connect to all available X2-GWs. The eNB (or HeNB) could know whether the target HeNB (or eNB) connect to same X2-GW during the TNL address discovery procedure. So there should not be any issue with this. 
3   Discussion on existing solutions
3.1   X2-Proxy

The open issue for X2-Proxy is “How to decouple X2-Proxy from S1-GW during the TNL address discovery and X2 setup”. During the (H)eNB initiated TNL address discovery procedure, the S1-GW fill in the IP adr of the X2-Proxy in order to notify the peer node about the IP address of the X2-Proxy. In order to decouple X2-Proxy from S1-GW, one possible solution is that the (H)eNB is preconfigured with the IP address of the X2-Proxy, thus the S1-GW does not need to change the eNB/MME Configuration Transfer message. Note: it may be possible to only configure the IP address of the X2-Proxy in HeNB, then HeNB provide it to eNB during the eNB initiated TNL address discovery procedure.

3.2   X2 Routing Proxy

·  How to inform nodes on availability of peer nodes
This feature is not intended for UE associated signalling, only for cell/node-related non-UE associated. By this one could avoid e.g. load information being requested from unavailable nodes before the requesting node might have deduced on its own that the peer node is unavailable.

· SCTP stream mapping

UE associated signalling on S1 and X2 should flow across the same pair of SCTP streams. This requirement should not be given up and should be possible to be supported if the X2-GW follows pre-configured/fixed mapping rules for streams on each X2-leg. So, each incoming signalling from/for a certain sending/receiving  (H)eNB should be mapped to a pre-defined stream.

4   Proposal

In this contribution, we discussed further detail of the X2-GW. We propose to first consider some common aspects, for example, the (H)eNB need to be preconfigured with the IP address of the X2-GW, and the  TNL address discovery procedure may not need to be initiated to retrieve the IP address of the X2-GW, and the IP address of the peer node. Further analysis is required after the common aspects are agreed. 
5   References

[1] TR37.803, Universal Mobile Telecommunications System (UMTS) and LTE; Mobility enhancements for Home Node B (HNB) and Home enhanced Node B (HeNB), v11.0.0

[2] R3-121414, Agreed way forward for standardizing an X2-GW (Nokia Siemens Networks, Qualcomm Incorporated, Huawei, LG Electronics Inc., ZTE, Samsung, NEC, Mitsubishi Electric, InterDigital Communications, New Postcom, Alcatel-Lucent, Ericsson)
PAGE  
1

