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1   Introduction
In RAN3#77 meeting, the participants made a wide discussion on Membership Verification (MV) for Macro to hybrid HeNB mobility, and agreed that the Working assumption to use solution 1d , i.e. Target HeNB triggers MV during handover, first accepting the UE according to its reported CSG membership status and later downgrading it if MV is not successful, for MV. 
However regarding this solution 1d, there are still several possible options to implement it.
In the document we give a discussion and comparison on the possible options to implement solution 1d for MV and also our preference.
2   Discussion
Solution 1d: Target HeNB triggers MV during handover, first accepting the UE according to its reported CSG membership status and later downgrading it if MV is not successful.
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Figure 1: Signaling flow for Solution 1d [1]
In this solution, MME performs MV after handover. MME checks UE subscriber data upon receiving PATH SWITCH REQUEST message to determine the UE’s membership status. The MME can then inform the target HeNB about the verified membership status of the UE via either the path switch procedure or the UE context modification procedure.
Alternatively, the target HeNB informs the MME about the CSG membership of the UE. The MME checks UE subscriber data upon receiving the PATH SWITCH REQUEST message to verify the UE membership status. If membership verification is not successful, the MME then provides the target HeNB with the correct information.
According to the above description for solution 1d in [1], four options to implement it are possible:

· Option 1: MME checks UE subscriber data upon receiving PATH SWITCH REQUEST message to determine the UE’s membership status. The MME can then inform the target HeNB about the verified membership status of the UE via the path switch procedure.
· Option 2: MME checks UE subscriber data upon receiving PATH SWITCH REQUEST message to determine the UE’s membership status. The MME can then inform the target HeNB about the verified membership status of the UE via the UE context modification procedure.
· Option 3: the target HeNB informs the MME about the CSG membership of the UE. The MME checks UE subscriber data upon receiving the PATH SWITCH REQUEST message to verify the UE membership status. If membership verification is not successful, the MME then provides the target HeNB with the correct information via the path switch procedure.
·  Option 4: the target HeNB informs the MME about the CSG membership of the UE. The MME checks UE subscriber data upon receiving the PATH SWITCH REQUEST message to verify the UE membership status. If membership verification is not successful, the MME then provides the target HeNB with the correct information via the UE context modification procedure.
The following comparison table gives a detailed analysis of these four options.
Table1: Comparison Table

	
	Option 1
	Option 2
	Option 3
	Option 4

	Standard impact
	(
One messages, i.e. PATH SWITCH REQUEST ACK message needs to be updated to add the MV result IE.
	(
No new IE needed.
	((
Two messages, i.e. PATH SWITCH REQUEST message and PATH SWITCH REQUEST ACK message needs to be updated to add the MV result IE.
	(
One messages, i.e. PATH SWITCH REQUEST message needs to be updated to add the MV result IE.

	Signaling load
	(
No more signaling needed comparing to existing X2 HO.
	(
UE context modification procedure will always be used.
	(
No more signaling needed comparing to existing X2 HO.
	(
If membership verification is not successful, UE context modification procedure will be used.

	Security threat
	(
In case of malicious UE, the target could get the correct information ASAP.
	(
In case of malicious UE, the target could NOT get the correct information ASAP.
	(
In case of malicious UE, the target could get the correct information ASAP.
	(
In case of malicious UE, the target could NOT get the correct information ASAP.

	
	
	
	
	


According to the comparison in Table 1, opiton 1 has the least standard impact and the best performance. 
3   Way forward
In this contribution, we share our views on comparison of the several options to implement the solution 1d for MV and according to the pros and cons analyzed above, we propose:
Proposal: Option 1, i.e. MME checks UE subscriber data upon receiving PATH SWITCH REQUEST message to determine the UE’s membership status, and the MME can then inform the target HeNB about the verified membership status of the UE via the path switch procedure, should be adopted as the mechanism for MV.
4   Reference

[1] 3GPP TR 37.803, Mobility enhancements for Home Node B (HNB) and Home enhanced Node B (HeNB)
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