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1. Introduction
During discussions in RAN3#76 meeting, the general method of using C-RNTI (and possible additional information) to identify the context in the last serving eNB was agreed. 

Two main solutions were discussed to identify the context in the source eNB for the last successful handover:
· C-RNTI via UE (in RLF report) and HO ID via target eNB (in HO Report)

· C-RNTI via UE (in RLF report) and C-RNTI via target eNB (in HO Report)
In this document, we compare these two solutions (and possible variants) and propose one solution.
2. Background
In [1], two approaches were described for context identification in the source eNB for the last successful handover. These two are:

1. Pre-configuring different groups of UEs and only identifying which group the UE belongs to. This may for example include grouping into different set of UEs using different MLB or CRE configurations or different estimated velocity.
2. Identifying specific UEs and store information for each UE, for example similar information as listed above (MLB, CRE, velocity), … 

The main difference between the solutions (previously named 2a and 3) is whether a Mobility Identity (containing either a HO type ID or an UE identity which can be used to identify a specific UE) is present in the HO request. Since the C-RNTI has a limited range and may therefore be re-assigned to another UE after the UE is handed over from the cell, it has been proposed to use additional information (like X2 AP ID) to enable identification even if the same C-RNTI is used.  
For low-cost implementations, it would be possible to use solution 2a for approach 1 (grouping) without requiring any storage of any context information.  If we would use solution 3 this would require storage of ~36 bits (16 bits C-RNTI, 12 bits X2 AP ID, ~8 bits group ID) per outgoing hand over from the cell.

Observation: Solution 2a has a slight advantage when using approach 1, since solution 3 requires the storage of ~36 bits per outgoing handover.
On the other hand, the drawback of using solution 2a for approach 2 (specific UEs) is that would require the inclusion of 28 redundant bits (16 bits C-RNTI, 12 bits X2 AP  ID) in the handover request message, since this information is already included  in the HO request. The X2 AP ID is included in the Old eNB UE X2 AP ID IE in the Handover Request and the C-RNTI is included in the AS-config which is included in the Handover Preparation Information (in TS 36.331) which is included in the RRC context IE in the Handover Request.
Observation: Solution 3 has a slight advantage when using approach 2, since solution 2a require ~28 redundant bits.
3. Comparison

As presented in [2], it is possible to use solution 2a to also identify specific UEs and not only groups (approach 2 above). Some examples of variants of solution 2a are:
2a1) Use a 28 bits Mobility Identity in the handover request and in the handover report, which can either carry the C-RNTI and X2 AP ID or a HO type ID depending on which of the two approaches are used.

2a2) Use a 16 bits Mobility Identity in the handover request and in the handover report which can either carry the C-RNTI or a HO type ID depending on which of the two approaches are used combined with the X2 AP ID in the handover report.

2a3) Use an optional 8 bits Mobility Indicator in the handover request and in the handover report which can contain the HO type ID (if the first approach is used) combined with the C-RNTI and the X2 AP ID in the handover report.
	
	Solution 3 
	Solution 2a1 
	Solution 2a2 
	Solution 2a3 

	HO REQUEST
	No change
	28 bits: 
(C-RNTI + X2 AP ID)  or HO type ID
	16 bits: 
C-RNTI or HO type ID
	8 bits (optional): 
HO type ID (optional)

	HO REPORT
	28 bits
C-RNTI + X2 AP ID
	28 bits
(C-RNTI + X2 AP ID)  or HO type ID
	28 bits 
(C-RNTI or HO type ID) + X2 AP ID
	28 bits + 8 bits (optional):
C-RNTI + X2 AP ID + HO type ID (optional)


In case approach 2 is used, solution 3 and solution 2a3 becomes equivalent from signaling perspective. This means that the redundancy in HO request message is minimized when approach 2 is used. When approach 1 is used, there is 8 additional bits used in the HO report message. It should be noted that from signaling point of view, HO report is (hopefully) transmitted less seldom than ho request message (since HO report is only sent after failure).

Observation: Solution 2a3 reduces the overall signaling overhead.
Another advantage of using 2a3 is that the source cell will have the flexibility to use the HO type ID if there is a risk that the memory will not be sufficient. If the context is not deleted, C-RNTI and X2 AP ID can be used for identifying a specific context, and in case it is deleted due to for example a large number of outgoing handovers the HO type ID can be used as a backup. 
Observation: Solution 2a3 provides some additional flexibility for the source cell.
4. Conclusion / Proposals
We propose adopting solution 2a3. The corresponding CRs for this can be found in [3][4].
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