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1   Introduction 
In last RAN3 meeting, the co-deployment with Rel-10 RN was briefly discussed. However, some aspects are missing during the discussion of how Rel-10 RN connects to Rel-11 DeNB. This contribution further analyzes the co-deployment with the focus on the S1 setup.
2   Detailed analysis 
To start the normal relay operation, the Relay Node needs to first setup the S1. In case the S1 is setup with the UE’s MME, the support of security association between eNB and EPC is required. The detail requirement from 3GPP TS33.401 ([2]) is copied as below:
--

Setting up and configuring eNBs shall be authenticated and authorized so that attackers shall not be able to modify the eNB settings and software configurations via local or remote access. 

1. The support of security associations is required between the Evolved Packet Core (EPC) and the eNB and between adjacent eNBs, connected via X2. These security association establishments shall be mutually authenticated and used for user and control plane communication between the entities. However, in cases when a DeNB acts as proxy for control or user plane messages to and from a RN, hop-by-hop security associations shall be used for user and control plane. The security associations shall be realized according to clauses 11 and 12 of the present document except for the Un interface between RN and DeNB. The decision on whether or not to use the certificate enrolment mechanism specified in TS 33.310 [6] for eNB is left to operators.
--

The following sections analyze how the Rel-10 setup S1 when it connects to Rel-11 DeNB in various architectures.

Alt.1

In Alt.1, the DeNB does not terminate the SCTP/S1. It is not possible to setup SCTP/S1 between the RN and the DeNB. Instead, the RN setup the SCTP/S1 with the UE’s MME. So when a Rel-10 RN connect to an Alt.1 DeNB, it is unknown on how to setup the SCTP/S1. It is obvious that the Rel-10 RN cannot setup the SCTP/S1 with the DeNB as in Rel-10. The only possible is to setup the SCTP/S1 with the UE’s MME just like an Alt.1 based RN. 

Upon the reception of the SCTP INIT chunk (or S1 Setup Request message) from the Rel-10 RN, the Alt.1 DeNB encapsulates it into a GTP-U packet and send it to the RN’s S/P-GW. If the Rel-10 RN fills the IP address of the UE’s MME as the destination IP address in the IP packet, the SCTP INIT chunk (or S1 Setup Request message) can be sent to the UE’s MME. So it may be possible for Rel-10 RN to setup SCTP/S1 with the UE’s MME via an Alt.1 DeNB.
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Figure 1 – Rel-10 RN connects to Alt.1 based DeNB

However, this still have some issues:
· Issue 1: The Rel-10 RN does not have the IP address of the UE’s MME. From the Rel-10 RN’s perspective, the S1 Setup is terminated at the DeNB, it does not need to know the IP address of the UE’s MME. 

· Issue 2: According to SA3 requirement, the support of security association between eNB and EPC is required. For an Alt.1 RN, it setup the security association with the UE’s EPC. But when a Rel-10 RN try to connect to Alt.1 DeNB, the Rel-10 RN does not initiate any security association setup. So it is unknown on how to meet the SA3 requirement.
· Issue 3: The Rel-10 RN only has one S1 with its MME, i.e. the DeNB in Rel-10. So the Rel-10 RN only setup the SCTP/S1 once. In case the UE’s operator deploys multiple MMEs, there is no way for Rel-10 RN to setup S1 with each MME.
· Issue 4: The Rel-10 RN does not have the NNSF. The Alt.1 DeNB does not perform NNSF for UEs connecting to the RN. So when a Rel-10 RN connects to an Alt.1 DeNB, there is no entity performs NNSF. The NNSF does not work at all.
In a summary, without setup the S1, the Rel-10 RN cannot start the normal operation. It is also not possible to setup SCTP/S1 with multiple UE’s MMEs. The NNSF does not work as well. So it is very difficult to support co-deployment in Alt.1 based MRn architecture. 
Alt.2, eAlt.2-1 and eAlt.2-2
Alt.2, eAlt.2-1 and eAlt.2-2 are common that the DeNB appears as MME to the RN. 
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Figure 2 – Rel-10 RN connects to Alt.2/eAlt.2-1/eAlt.2-2 based DeNB

Just like Rel-10, the S1 is setup between the RN and the DeNB. The DeNB setup the security association with the UE’s EPC. The RN continues to use the security mechanism introduced in Rel-10 to protect the S1-C over the Un air interface. The NNSF is performed in the DeNB. There is no issue for Rel-11 DeNB to support the co-deplolyment.
eAlt.2-3

In eAlt.2-3, the Mobility Anchor (MA) appears as the MME to the RN. It is unknown whether the security association is required between the RN and the MA. If security association is required, there is no way for Rel-10 RN to initiate the security association setup. The Rel-10 RN also does not have the IP address of the Mobility Anchor. It is unknown how the Rel-10 RN initiates the SCTP/S1 setup with the Mobility Anchor. So it is difficult to support co-deployment in eAlt.2-3.
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Figure 3 – Rel-10 RN connects to eAlt.2-3 based DeNB

Alt.4
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Figure 4 – Rel-10 RN connects to Alt.4 based DeNB

In Alt.4, the DeNB appears as MME to the RN. The S1 is setup between the RN and the DeNB. The DeNB setup the security association with the UE’s EPC. The RN may continue to use the security mechanism introduced in Rel-10 to protect the S1-C over the Un air interface. The NNSF is performed in the DeNB. There seems no issue for Rel-11 DeNB to support co-deployment.

3   Conclusion and Proposals
This contribution analyzed how to support the co-deployment of Rel-10 RN in various mobile relay architectures. Based on the analysis, we proposal to add the following analysis result in TR36.836 ([1]):

	Metric
	Mobile relay solutions
	Existing solutions

	
	Alt.1
	Alt.2
	eAlt.2-1
	eAlt.2-2
	eAlt.2-3
	Alt.4
	L1 repeater
	LTE as backhaul, Wi-fi as access

	
	Co-deployment with Rel-10 RN
	Very difficult to support the co-deployment with Rel-10 RN due to the issues to setup the security association, S1, and the lack of NNSF.
	Supported.
	Supported.
	Supported.
	Very difficult to support the co-deployment with Rel-10 RN due to the issues to setup the security association, S1, and the lack of NNSF (FFS).
	Supported.
	N/A
	N/A
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