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1. Introduction
In the last RAN3 meeting, it is agreed that CRNTI should be included in UE RLF report message for context identification in the last serving node[1]. However, about how to do context identification in the source cell which initiate the HO procedure, there is no agreement. This paper tries to make some analysis on the feasible solutions and give the proposal accordingly.
2. Discussion
2.1. Context Identification Solutions
In last meeting, five different mechanisms are proposed. Considering the conclusion that CRNTI is used to do identification, only the following three solutions are feasible 
Solution1: CRNTI via UE (in RLF report) and HO ID via target eNB (in HO Report).
Solution 2: CRNTI via UE (in RLF report) and CRNTI via target eNB (in HO Report).
Solution 3: CRNTI via UE (in RLF report) and HO configuration parameter are transmitted to the target eNB in HO request.
We make some comparison among the 3 solutions.

	
	Solution 1
	Solution 2
	Solution 3

	Whether UE context needs to be stored after HO succeed in the source eNB
	No
	Yes
	No

	The accuracy that the source eNB identify the UE 
	Medium(depending on the number of HO classification)
	high
	high

	Information need to be transferred in HO Request/HO Report message
	HO ID
	C-RNTI
	HO configuration parameter


From the above table, it can be seen that every solution has its pros and cons. Solution 1 doesn’t need source eNB store the UE context after successful handover, however, the accuracy of this solution depends on how elaborate the HO threshold is classified. Solution 2 may be more accuracy since it could clearly identify the failure UE, but it put more restrictions on the implementation of handover procedures i.e. the source eNB has to keep UE context for some time even after a successful handover.
For solution 3, from the accuracy and the impact on eNB implementation aspect, it is better than the other two solutions. However, there are so many configuration parameters that may affect HO trigger and it is hard to transfer them all on the X2 interface, so in our understanding it is hard to be realized and is not preferred.

In [2], it is indicated that by using solution 1, if the length of HO token ID is same as C-RNTI, then it could provide the same precision as using C-RNTI. Based on this, we propose a solution that combines solution 1 and solution 2:

When the target eNB receives  Handover Request  message from source eNB,  a Context ID IE should be included in this message. This IE could either be HO token in solution1 or be C-RNTI in solution 2.The target eNB need not to parse this parameter and would just store this Context ID IE in UE context. Then, if connection failure happens, the failure eNB would collect the UE RLF Report and transfer these information to source eNB together with the Context ID stored in UE context. Source eNB would use this information to make further judgement and optimization.

For example, normally, Context ID is enough for the source eNB to make the judgement and optimization.If the source eNB want to make the analysis and optimization based on more detailed UE related information and  also the source eNB could keep the UE context for longer time, the source eNB may choose to fill Context ID IE with C-RNTI. Otherwise, HO Token could be used instead. For the target, it doesn’t matter whether this IE is filled with C-RNTI or HO Token since only source node need to make use of  this parameter. When the target sends it back to the source, the source could recognize its meaning.
Based on above analysis, it could be seen that using this solution, more flexibility could be provided on eNB implementation and it could make best use of the advantages of solution 1 and solution 2 in different situation.
Proposal1: It is proposed to include a Context ID IE in HO REQUEST/HO REPORT message to make UE context identification. 
Proposal2: The Context ID IE could be either C-RNTI or HO Token and whether the IE should be C-RNTI or HO Token is only decided by source eNB.
3. Conclusion
According to the presentation in section 2, we propose:
Proposal1: It is proposed to include a UE identification IE in HO REQUEST/HO REPORT message
Proposal2: The Context ID IE could be either C-RNTI or HO Token and whether the IE should be C-RNTI or HO Token is only decided by source eNB.

The corresponding CR is provided in [3].
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