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1. Introduction
In [1] a few issues [sic] with membership verification solution 1d are listed, which are addressed below.
2. Discussion
Issue 1 – QoS degradation
It is claimed that the UE which pretends to be a member can get higher priority "compared to real members paying a premium depending on the ARP". However it must be noted that ARP only affects bearer establishment and pre-emption, it does not actually affect QoS as explained in TS 23.401 [2] "Once successfully established, a bearer's ARP shall not have any impact on the bearer level packet forwarding treatment (e.g. scheduling and rate control)". Malicious UE can cause a call being dropped, but it cannot affect member QoS so this issue is non-existent. 
Issue 2 – Handover to closed cell

We acknowledge that solution 1d cannot be used to optimize handover to closed cell, however intra-CSG handovers to closed cells are very rare and can be adequately address by S1 handover, which has similar delay to that of the solution 1b anyway.
Issue 3 – Dropped calls
It was noted that rogue UEs and rogue HeNBs can cause calls being dropped. Let's address both cases one by one. 

In order for the malicious UE to drop a call the HeNB has to be overloaded. Since there is no way for the UE to detect this situation, the success rate of such an attack would be extremely low. Moreover, if HeNB is overloaded the macro eNB would probably not initiate a handover to this HeNB at all. However, regardless of the attack being successful or not, the malicious UE would be blacklisted immediately. Using one-time "disposable" UEs to drop a random call of a random user with extremely low success rate is probably the least economically efficient hacking scenario known today.
Rogue HeNB can indeed cause DOS, however membership verification is not the only possible attack which rogue HeNB can deploy. Protecting each and every message against rogue HeNB is not feasible and other means should be used to address this issue. As with rogue UE this would be a one-time attack which can be easily detected and malicious HeNB blacklisted from the network.
3. Conclusions
All issues with solution 1d that were identified so far can be easily addressed.
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