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1
Introduction 
The addition of SHO between macro and HNB is proposed in [1], based on this agreement in [2]:
Conclusion: in R11 we will not explicitly focus on SHO support from Macro to hybrid/open HNB. If this functionality comes from free from the introduction of the Iur between Macro to open/hybrid HNB, then even better. Otherwise, if any limitation is found supporting companies can bring a focused WI proposal to introduce full SHO support in future releases.
In [3] there is contained a series of observations that purport to identify a limitations of SHO that do not apply to macro-HNB HHO. 

We consider these observations.
2
Discussion

Observation 1: The HNB GW is required to fully terminate, modify and re-generate RNSAP messages. This goes against the requirements currently existing on HNB GW node behaviour and is a limitation to support of RNC HNB SHO.

Response: The interworking functions needed for HHO are described in TR 37.803 6.1.2.1.2.  For SHO these will be similar, and no more than the HNB-GW needs to perform for RANAP messages.  There is no need to fully terminate and regenerate RNSAP messages to add SHO. Connectionless messages will be handled as in the TR.
Observation 2: Due to HNBs being non-trusted nodes, the Permanent NAS UE Identity shall not be sent to them as part of Radio Link Setup/Addition procedures in the case of DRNS HNBs. All functions depending on the presence of such IE, such as reserving HNB cells for operator use, shall be prevented.

Response: The HNB already receives the Permanent NAS UE Identity, in several RANAP message – ie. COMMON ID, and PAGING, and indeed the HNB can initiate an Identity Request procedure to ask for the IMSI for legacy UEs. Not clear what the issue with reserving cell for operator use is. 
Observation 3: Due to the need of secure Access Control/Membership Verification, radio link establishment with a closed/hybrid DRNS HNB would lead to changes to current protocols and node behaviours

Response: We have excluded SHO to closed from TR subsequent to comments at RAN3#75bis. Our contribution shows that no MV is needed for hybrid operation. This is the same as SHO between HNBs. It was a consensus that the drift HNB doesn’t need to know the exact membership when it performs the admission control for the RL, which is no membership status transmitting via RNSAP or RNA.
Observation 4: In SHO procedures the SRNS has control over allocation and de-allocation of resources used in the DRNS. Furthermore SRNS can also control the DL power used in the DRNS for the established radio links. Due to HNBs being non-trusted nodes it is unfeasible to let an HNB cover the role of an SRNS and potentially harm the correct functioning of a DRNS RNC.  

Response: Think we could assume that a RNC is sufficiently well protected to handle resource allocation correctly. HHO involves HNB requesting resources on the macro RNC, in a similar way. Rogue HNBs can do lots of harm anyway with interference, it doesn’t need SHO for that.
Observation 5: Current specifications mandate the SRNS to report neighbour cell information. Such information is used by the DRNS to configure UE measurements for further soft/softer handover establishments. However, if the neighbour cells reported by a DRNS HNB are other HNB cells, SRNS may be led to measurement configuration errors on cells that no longer exist (due to PSC changes) or that are powered off.

Response: This is difficult to understand. If the HNBs are powered off, why would the DRNS HNB report them? If the SRNS (macro RNC) can’t measure them, it can’t establish RLs to them. In addition, if the neighbour HNB powers off, the HNB should be informed about the change via OAM as well.
Observation 6: due to the unpredictable performance of the Iurh backhaul, some delay sensitive procedures used in SHO may be affected and cause anomalous behaviours.

Response: This was already discussed in Rel-10 for HNB-HNB SHO and therefore should not be an issue. To support SHO adequate backhaul is necessary, but this the operator will provide. It is the consensus that it is feasible and allowed in current spec to have a SHO between HNBs via a HNB-GW. As to the SHO between Macro and HNB, the backhaul between macro and HNB-GW is likely to be better, and should not be an issue.  

Observation 7: Lack of coordination in power control and radio link synchronisation algorithms between SRNS and DRNS may imply high interference levels and drop calls 

Response: This also applies to macro SHO, so it is not clear why this is a special problem for HNB to macro. Poor implementations can cause such issues on any network.  

3
Conclusion
There is no merit in the observations in R3-121294
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