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1 Introduction

During RAN3#75bis meeting, a mechanism was proposed that facilitates DL ICIC for carrier based HetNets, whereby peer nodes can communicate to each other to increase/decrease the threshold to be used for the RNTP report so that the information they receive is as relevant as possible [1]. This proposal was captured as one of the possible solutions for data channel enhancements for HetNet carrier based ICIC in the TR [2].

In this contribution, we describe the solution in more details and propose how existing messages could be extended to support it.
2 Discussion
The solution proposed in [1] enables eNBs to ask their neighbours to increase/decrease the threshold that is used to calculate the RNTP report they are receiving so that the information becomes more relevant to the requesting eNB. This is illustrated with the help of Figure 1. As shown in the figure, for RNTP reports coming from macro eNB1, a lower threshold is more relevant to pico eNB1 than for pico eNB2 (due to the differences in their proximity to the macro).  For the rest of this document, the eNB receiving the RNTP report is referred to as victim eNB while the one sending the report is referred to as aggressor eNB.
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Figure 1 Example of HetNet scenario to illustrate RNTP issues

If a victim eNB detects that its UEs are experiencing very high interference in the PRBs that are expected to be protected (i.e. those that have bitmap values of ‘0’ from the RNTP report received from the neighbour, which is a promise by the aggressor eNB not to use more than the threshold level of power in DL transmissions on those PRBs), this might be an indication that the threshold being used is not low enough. Thus, the victim eNB can request the aggressor eNB to reduce the threshold used, so that upcoming RNTP reports can mirror better which resources are interference protected. 
On the other hand, if the interference experienced by the UEs in the PRBs that are expected to be non-protected is indeed very low, it might be the case that some of the other PRBs that are expected to be non-protected (i.e. those that have bitmap values of ‘1’ in the RNTP report) might actually be used by the victim eNB without risking higher interference. As such, the victim eNB can request the aggressor eNB to increase the threshold in the upcoming RNTP reports, which will likely result in more PRBs being marked as protected, and hence increasing the scheduling possibilities for the victim eNB. 
The following options could be used to notify the requested changes of RNTP Thresholds between victim eNB and aggressor eNB: 
· new X2 message for RNTP threshold recommendation: This message could be dedicated to RNTP threshold negotiation and it could optionally include a requested Increase/Decrease Flag IE and/or an RNTP Threshold 

· Enhancements of already existing X2 message/IE: Include in the LOAD INDICATION message a new or multiple IEs indicating a requested Increase/Decrease Flag IE IE and/or an RNTP Threshold
An example of the message sequence chart is shown in Figure 2.
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Figure 2: Example message sequence chart to enable RNTP threshold negotiation.
Apart from the indication to increase/decrease the threshold, it might also be beneficial if the victim eNB reports the interference level experienced in the protected PRBs. This could be achieved by means of indicating e.g. what percentage of PRBs marked with a “0” are affected by high interference or equivalently it could be indicated by the percentage of UEs served in protected PRBs, which are still affected by interference. Such information may help the aggressor eNB to evaluate the severity of the interference experienced by the victim eNB on supposedly protected PRBs and to adjust the RNTP threshold accordingly.
The method described above consists of a preventive technique that does not need high levels of interference to occur before being activated. The procedures envisaged may run continuously and the adjustments can be done dynamically as the system conditions evolve. The technique allows victim eNBs to have tailored information concerning per PRB DL interference levels. 
Such information does not imply a change of behaviour in the way the aggressor eNB schedules or serves its UEs. The latter is an important aspect of any potential solution due to scalability reasons. In fact, it would be non-scalable to support a solution according to which the (Macro) aggressor eNB would have to change its behaviour at radio level depending on the needs/requests of every (Pico) victim eNB.

For the reasons described above the following is proposed:

Proopsal: It is proposed that a solution approach for the problem of DL interference mitigation in line with that described in this paper is followed, i.e. tailoring of RNTP information per victim eNB by means of increase/decrease of RNTP threshold

· It is proposed that RAN3 discusses further what procedure to adopt to achieve such functionality

· It is proposed that RAN3 discusses the benefits of enhancing the solution with extra information aimed at fine tuning the RNTP information 

3 Conclusion
In this paper a more detailed description of the solution presented in [1] is provided. The paper explains how this solution has the advantage of not mandating any change of behaviour at radio level for the aggressor eNB. The latter is important in terms of solution scalability.
The solution simply allows the availability of more reliable information at victim eNB for the purpose of avoiding DL data channel interference. The following is proposed:

Proopsal: It is proposed that a solution approach for the problem of DL interference mitigation in line with that described in this paper is followed, i.e. tailoring of RNTP information per victim eNB by means of increase/decrease of RNTP threshold

· It is proposed that RAN3 discusses further what procedure to adopt to achieve such functionality

· It is proposed that RAN3 discusses the benefits of enhancing the solution with extra information aimed at fine tuning the RNTP information 
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5: X2 LOAD INFORMATION


(including RNTP per PRB IE & RNTP threshold)





4: Macro eNB recalculates RNTP with a new threshold based on the recommendation from the pico





3: X2 LOAD INFORMATION


(including RNTP threshold increase/decrease indication)





2: Pico eNB evaluates the experienced Interference on the protected PRBs and estimates new RNTP threshold requirements
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