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1   Introduction 
This document provides a high-level analysis on the SCTP Concentrator in considering one typical scenario where the eNB detects successively two neighbouring HeNBs. 
2   Discussion
According to the SCTP Concentrator proposal ([4]), below is a possible call flow for the X2 setup procedure when eNB1 successively detects two neighbouring HeNBs. We analyze the issues for this scenario, and required changes in order to use SCTP Concentrator.
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Figure 1 – eNB1 detects two neighbouring HeNBs

2.1   Impact to SCTP
The SCTP Concentrator has following issues related to the IETF SCTP:
· Abuse the INIT Chunk (Step 6)
According to [1], all IP addresses contained in the SCTP INIT chunk are considered as valid IP addresses of the sending endpoint. A IETF standard compliant  SCTP stack includes in the INIT Chunk only the IP addresses used by the own SCTP endpoint, but not any other remote endpoints. Even the eNB is able to send it due to some local stack manipulation, the receiving IETF standard compliant SCTP stack cannot use an IP address received in the INIT chunk to establish an SCTP association to a third endpoint unless there is additional functionality specified, either as part of the SCTP stack (to be done by IETF) or by an application on top of SCTP (to be done by 3GPP RAN3). The SCTP concentrator abuses this principle in both sending endpoint and reception endpoint. 

· Abuse the multi-homing functionality of current SCTP

The SCTP concentrator functionality abuses the multihoming capability of SCTP. The IP addresses communicated over SCTP INIT chunks, according to the multihoming requirements in ([1]), are preferably in different IP sub-networks for resilience reasons, while are still required to give access to the same SCTP stack.  Without further configuration, the receiving side might have no information about the nature of the received IP addresses, which are considered to give access to the same SCTP endpoint. Furthermore, in multi-homing operation, the endpoint will typically monitor data timeouts and the number of retransmission to determine the suitability of each of the redundancy paths and when to send retransmitted data chunks on other paths in case one of the redundancy paths is suspected to not be reliable. The STCP concentrator will have to deviate from the current STCP specification and not follow that multi-homing behaviour, Similarly if there is a need for an actual multi-homing implementation,  the STCP concentrator will have to differentiate between the group of IP addresses being use for true multi-homing toward any given HeNB versus the ones being used to address different HeNBs being served by the SCTP concentrator.
· Requires new mechanism to negotiate the Stream ID

The key aspect of the SCTP concentrator is that the SCTP concentrator performs the routing towards the target (H)eNB based on the pre-negotiated set of stream IDs. The SCTP Concentrator and the (H)eNB need to negotiate a set of streams to be used for every eNB-HeNB pair. This may be possible for the first pair of eNB-HeNB by using the streams as negotiated in the INIT/INIT ACK chunk. But this is not possible after the SCTP association is setup. In the above example, when eNB1 detects HeNB4, using the INIT (Step 19) is not possible to negotiate a new set of stream IDs to be used for eNB1-HeNB4 pair. New mechanism for stream ID negotiation is then required in SCTP. A quick look into one of the widely used publically available SCTP stack implementations (LKSCTP, [5]) reveals that this implementation simply doesn’t allow to send the second INIT due to local checks. According to SCTP specification, the second INIT is either considered to be a “duplicate” INIT or an INIT trying to inform the remote endpoint about the addition of another IP address useable for the established association. Both interpretations result in SCTP internal error handling. In any case it could not be expected that one sending endpoint can send two or multiple INIT Chunks to the same endpoint to negotiate two or more set of stream IDs. 
Observation 1: The IETF standard compliant SCTP stack won't work for this proposed SCTP concentrator mechanism, and thus requires deviation from standard SCTP. Any modification of SCTP is required to be done by the appropriate IETF workgroup.
2.2   Impact to S1
In current S1 ([2]), the eNB/MME Configuration Transfer message includes the Transport Layer Addresses for X2 SCTP end-point. However, it does not have the capability to inform the receiver about the “nature” of the IP addresses (i.e. to allow differentiation between the one for the SCTP Concentrator and the other one for the remote node). Without this information, the eNB cannot know which IP address is for the SCTP Concentrator (i.e. Step 5 and 18 in above figure). Thus the eNB may incorrectly initiate the SCTP association setup towards the HeNB and bypass the SCTP Concentrator.  So the eNB/MME Configuration Transfer procedure needs to be changed to allow: 
· the originator (H)eNB including both IP addresses of the SCTP concentrator and the (H)eNB,
· the receiver (H)eNB distinguishing the IP address of the SCTP concentrator from the peer (H)eNB.

This does not take into account the fact that the HeNBs need to be preconfigured with the IP address of the SCTP Concentrator. With all these changes, the SCTP concentrator is not transparent to the (H)eNB. 

Observation 2: The SCTP Concentrator is not transparent to (H)eNB. Stage-3 changes are required to allow the eNB/MME Configuration Transfer procedure indicating the IP address of the SCTP Concentrator.

2.3   Impact to X2
In current X2 ([3]), there shall be only one SCTP association established for X2 between one eNB pair. Implicitly this sentence doesn’t allow running multiple X2 interfaces over one SCTP association. So further analysis is needed to evaluate the feasibility of multiple X2 interfaces over a single SCTP association. 
Observation 3: The SCTP concentrator requires multiple X2 interfaces over a single SCTP association. Further analysis is needed for feasibility and impact.

3   Conclusion and Proposals
It is proposed to include above analysis in the TR.
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