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1   Introduction
During RAN3#75bis a way forward on HetNetMRO was agreed [1]. Following the conclusions from this document, we will in this paper discuss which way to support context identification.

2   Background

The discussed solutions in [1] are: 
1)
Propagate UE RLF report in HO REPORT message

2 & 2A)
Token/HO identifier sent by the network to the UE or the HO target, and collected back by the network in the UE RLF Report, or retrieved from the UE context
2B)
Token/HO identifier sent by the network to the UE and collected back by the network in the UE RLF Report; the eNB retrieving the RLF Report performs the MRO analysis and based on the outcome informs directly the “guilty” eNB about the problem.

3)
Add CRNTI (and other required information if any) in UE RLF Report (and HO Report) to allow at the eNB matching of stored UE contexts to failure events

4 & 4A)
Add UE History IE in HO REPORT message

5)
Let UE report the root reason for the failure

6)
Add the indication whether the UE is configured with bias or not in UE RLF Report

7)
Use the UE mobility state

It can be seen that these solutions falls into two groups. Solution 2, 2A, 2B and 3 are related to how to support context identification and the remaining solutions address additional information to be included in the RLF report and HO report.

Further, the agreed principles in [1] were: 

· The decision on the eNB responsible for the failure is to be based on Tstore_ue_cntxt, as in Rel.9 and Rel.10.

· The RLF Report, provided from the UE needs to be updated with additional information.

· The HO REPORT message needs to be updated with additional information that is not available at the eNB responsible for the failure

· The information about failure context, available at the eNB responsible for the failure, is to be retrievable.

Note that based on the first of the agreed principles, solution 2B is not really relevant since this solution would require that the Tstore_ue_cntxt for the last serving cell is available in all cells receiving the RLF report. We will therefore exclude solution 2B from further comparison in this document.
.

3   Discussion
The purpose of using the context is to retrieve enough information as possible from the network to aid the detection of the MRO event. We could for example retrieve information on MLB or CRE configuration of mobility parameters, or estimated velocity of the UE.
One major difference between solution 2 and the others is that the handover token is configured to the UE and then reported back from the UE in the RLF report. The impact of this is that the HO token can only be used by one receiving eNB. In cases of for example HO to wrong cell, where the HO report is used, the analysis is first performed in one eNB (the one receiving the RLF indication) and then in the eNB receiving the HO report. Since this seems to be a very important requirement, we believe solution 2 should not be selected.
Observation: Solution 2 is not suitable for context identification.

Solution 2A and 3 are very similar. In both cases, the CRNTI in the last serving cell and the shortMAC-I are used to identify the context in the eNB receiving the RLF indication. The difference is how the context retrieval in the eNB receiving the HO report is achieved. Therefore, we suggest to first agree to the principle of using CRNTI and shortMAC-I to identify the context in the eNB receiving the RLF indication.
Proposal 1: Agree to use CRNTI and shortMAC-I to identify the context in the eNB receiving the RLF indication
In solution 2A, an additional identity (token) is provided in the HO request whereas in solution 3, the existing identities (CRNTI and possibly X2APID) are re-used. These identities are stored in the receiving eNB and retrieved before sending the HO report to enable context identification in the eNB receiving the HO report. 

Two different approaches have been suggested:

1. Pre-configuring different groups of UEs and only identifying which group the UE belongs to. This may for example include grouping into different set of UEs using different MLB or CRE configurations or different estimated velocity.

2. Identifying specific UEs and store certain information for each UE, for example similar information as listed above (MLB, CRE, velocity)

Both these approaches can be supported by the two solutions. 

· For approach 1, the token used in solution 2A would be preconfigured to map directly to the different groups of UEs. Solution 3 would need to store a table mapping each CRNTI+X2AP ID to a certain group.
· For approach 2, the address space of the token suggested in solution 2A could be defined large enough to enable identification of a specific UE. Solution 3 would re-use the existing CRNTI and X2AP ID to identify a specific UE.

Therefore, it seems like either solution 2A or 3 can be used. The difference seems to be the need for signaling of an additional token in the HO request (solution 2A) or the storage required for solution 3 in approach 1. 
Proposal 2: Agree that both approaches shall be supported and that solution 2A or 3 should be selected for context identification.
4   Conclusion / Proposals
We propose:
Proposal 1: Agree to use CRNTI and shortMAC-I to identify the context in the eNB receiving the RLF indication
Proposal 2: Agree that both approaches shall be supported and that solution 2A or 3 should be selected for context identification.
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