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1 Introduction 
The introduction of an X2 proxy between eNBs & HeNBs has been the subject of numerous discussions over the last few RAN3 meetings and there are currently two proposed solutions:
1. Adoption of a full X2 Proxy solution on the HeNB-GW as outlined in [1] & [2] similar to the one implemented in the DeNB for relay. 
2. Adoption of an SCTP Concentrator proxy function as outlined in [3]

However both proposals have issues which are summarized in section 2. Hence it is worthwhile looking to introduce an alternative solution which would not have those issues. This document outlines such an alternative. 
2 Discussion

2.1 Overview of the two existing proxy solutions
One of the current proposals to support an X2 interface between eNBs & HeNBs proposes the introduction of a full X2 proxy function on the HeNB-GW [1], resulting in the following network architecture.

[image: image1.emf]MME / S-GW

eNB1

S

1

E-UTRAN

HeNB3 HeNB4

HeNB GW

S

1

S

1 S

1

MME / S-GW

S

1

X2

X

2

X2

X

2


Figure 1 – EUTRAN HeNB Logical Architecture with X2 proxy function in HeNB-GW
An alternative solution [3] proposes the introduction of an SCTP Concentrator proxy function as shown in the following diagram.
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Figure 2 Logical network architecture for an SCTP concentrator.
As can be seen from the diagrams above, the two solutions are not complementary since one requires the deployment of an HeNB-GW, whereas the other does not. In addition there are a number of issues with both options as follows:
The full X2-Proxy function has a number of drawbacks including:

1. Mandating the deployment of an HeNB-GW regardless of whether the macro eNB is sufficiently dimensioned to be able to support X2 connections directly to neighbouring HeNBs.
2. Requiring the termination of X2 procedures in the HeNB-GW, which adds to the complexity of the HeNB-GW, effectively requiring it to be sufficiently dimensioned to be able to support X2 connections between all HeNBs that it “manages” and all macro eNBs that any of the HeNBs might need to exchange X2 messages with.

3. Utilising information from certain X2 messages incorrectly. For example in the X2 Setup Request message the HeNB-GW has to rely on the source eNB/HeNB populating the neighbour information IEs correctly, so that the HeNB-GW can use this information to determine the actual target eNB/HeNB. It can be argued that this is incorrectly using the neighbour information, as the intention is not to use this for routing purposes, but to allow the source & target eNBs/HeNBs to exchange information about their neighbouring cells.
4. Requiring the maintenance of a neighbour cell list in the HeNB-GW, to be able to determine which HeNBs need to be updated when an existing NCL changes.

5. Requiring the implementation of an X2AP ID management scheme in the HeNB-GW to allow new X2AP IDs to be allocated and tracked against HeNB & eNB Ids

The SCTP Concentrator proxy function also has a number of drawbacks including:

1. Relying on the maintenance of a 1-2-1 mapping between SCTP streams on either side of the concentrator. This limits flexibility, since in theory the source eNB could use a single SCTP stream for all “X2 traffic” towards HeNBs handled by the concentrator.
2. Implying that on creation of the SCTP association between eNB & concentrator, that the eNB would have to request enough streams for all HeNBs handled by the concentrator, which in theory would be the maximum possible, i.e. 2**16 for each association, even if the eNB only needs to communicate with a handful of HeNBs. This means a lot of streams to potentially be handled by the concentrator.
3. Requiring a non-standard SCTP implementation on both the source eNB/HeNB and the concentrator. Although the INIT chunk allows the sender to provide multiple IP Addresses, this is used to support multi-homing between the sender and receiver, and not to provide an additional IP Address to identify a “distant” peer. Therefore a proprietary implementation would have to be designed and implemented so that both the sender (eNB/HeNB) and receiver (concentrator) utilise the relevant chunk payload appropriately.
2.2 X2 Routing Proxy alternative
Given the drawbacks of both current proposals it is worth considering another alternative solution that would support X2 between eNBs & HeNBs independently of whether an HeNB-GW was present (or indeed needed) or not. Such a solution would provide flexibility to satisfy various deployment requirements. This would introduce the logical function, the X2 Routing Proxy.
The following diagram illustrates the applicable network architecture with the proposed solution.
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Figure 3 Logical network architecture 

The following sections provide more details of how such a solution would be implemented, highlighting certain key scenarios. 

2.2.1 X2 Setup
One of the key scenarios to consider is how an X2 connection could be established between eNB & HeNB. The following figure illustrates the “basic” X2 setup procedure, i.e. when an eNB detects (or is configured with information about) a neighbouring HeNB. 
The figure shows how the new proposal would work when the X2 Routing Proxy function is deployed.
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The steps shown in the above figure are as follows.

1. eNB#1 detects HeNB#2. 

2. eNB#1 then requests information about HeNB#2 via the S1AP eNB/MME Configuration Transfer procedures, which are sent via the MME to HeNB#2.
3. HeNB#2 provides two sets of TNL config. Info in the Configuration Transfer response, the first provides TNL info. of the X2 Routing Proxy, the second is TNL info. of HeNB#2 itself.

4. Once eNB#1 has received information about HeNB#2, it setups an SCTP Association to the X2 Routing Proxy using the TNL Configuration Information received. .

5. Once an SCTP association is established, eNB#1 sends an X2 Setup Request to the peer node. To avoid having to implement special behaviour with respect to populating neighbour cell information in the X2 message a new IE, the Receivers eNB TNL identity is introduced. This new IE allows the X2 Routing Proxy to determine where to send the X2 message to.

6. Once HeNB#2 receives the X2 Setup Request it response with an X2 Setup Response, and as for the Setup Request a new IE the Receivers eNB TNL identity is included (which is set to identify eNB#1)

The same scenario will be repeated if the eNB subsequently decides to establish an X2 to another HeNB. Similarly if the source is an HeNB and the target an eNB, the procedure is the same.

Similarly, the X2 Setup Failure message will require new IEs to identify both the source & target eNB/HeNB.

2.2.2 Other X2 procedures
In order to ensure in the case when an X2 Routing Proxy is deployed that the behaviour of the Proxy is kept simple & transparent, new “routing” IEs (to identify the source/target eNB) would also be introduced to other X2 messages that do not currently support such information. Whilst this would therefore require the addition of Source & Target eNB-ID TNL identity IEs to the X2 messages, it would result in a consistent & coherent implementation on the X2 Routing proxy.
An example being the Handover procedure shown below..
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2.2.3 Summary

As can be seen from the information above, the proposed new solution is simple, in that it only requires the addition of “routing” IEs in the X2 messages and some basic new functionality on the eNB/HeNB. The X2 Routing Proxy functionality is the ability to “route” messages based on received IEs. 
This solution has advantages over the existing proposals including:

· That it will work in various network architectures

· There is no need to implement additional functionality on the HeNB-GW to manage non-UE related X2 procedures

· There is no need to maintain neighbour cell mappings on the HeNB-GW

· There is no need to manage X2AP IDs on the HeNB-GW
· The solution does not require MME changes

· There is no need to implement non-standard SCTP

3 Conclusion and proposals
This paper highlights that an alternative solution is possible to support the introduction of an X2 proxy between eNBs & HeNBs. The solution provides a eNB/HeNB implementation that does not mandate the deployment of an HeNB-GW. In addition, the complexity of the X2 routing proxy function is as it’s name suggests merely a routing function. It also reduces the changes to be implemented in an eNB/HeNB compared to the two existing solutions.
It is proposed to capture this alternative proposal as solution 3.
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