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1
Introduction
At RAN3#75bis meeting, the following decisions were taken:

· Membership Verification will be performed in the MME,

· Solutions 1a and 1c are eliminated.  

Therefore we are left with the two solutions 1b and 1d.
The paper compares 1b and 1d by looking at commonalities for all following 6 inter-CSG scenarios:
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As seen above, one of the key questions to be solved is whether we want the same solution for MV and AC or different solutions. 
2
Description
The following section recalls the respective merits of solutions 1b and 1d, but also their drawbacks.

2.1
Solution 1b: Target HeNB triggers MV/AC before accepting the handover
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Figure 3: Access Control successful at target side

The target HeNB could set different criteria for access in a CSG cell for members and non-members, and if “member” is indicated in the IE, the target HeNB could allocate appropriate resources, e.g. with high access priority, to the UE and could perform the correct charging policy from the very beginning. 
Besides, selecting 1b avoids all 3 serious drawbacks of solution 1d as outlined below which we believe are much more severe.
The only drawback of 1b compared to 1d is a bit more delay due to the access query procedure, but is no performance degradation comparing with S1 HO and from CN point of view.

2.2
Solution 1d: Target HeNB triggers MV/AC during Handover first accepting the UE according to received Membership
1/ Solution 1d first degrades the quality of service:

· For hybrid HeNBs, the Admission Control is done before the MV. This means that if the UE pretends to be a member, 
· it will get higher priority compared to other UEs being non-members but also potentially compared to real members paying a premium depending on the ARP.

· it could even in case the target HeNB is “full” pre-empt a non-member having an ongoing call or even pre-empt a real member paying a premium having an ongoing call depending on the ARP. Drop call of Premium members cannot be accepted. Considering the fact that HeNBs are generally design to serve a relatively small number of users, if solution 1d is adopted, the probability of wrongly pre-empting real-member users or pre-empting non member users having an ongoing call is non-negligible. This issue is real and cannot be simply dismissed as a non issue or a corner case.
2/ Solution 1d cannot be reused for inter-CSG inbound handovers to closed cells because:

· For closed HeNBs, the UE could get a temporary access while it should not be allowed at all access into the closed HeNB. And if AC fails in MME the handover procedures have to go back to the initial steps in order to restart after the UE has already been accepted by the target, which will cause the HO delay to be very long. Solution 1d thus cannot be reused for the Access Control.
This means that if later (e.g. release 12) inter-CSG handovers are to be optimized, we will need additionally solution 1b anyway. This means that we will have in release 12 two redundant solutions: 1b and 1d to be maintained in the standards. 

3/ Solution 1d introduces a security breach
It was already commented that a rogue UE could unduly pre-empt resources of the target HeNB. It was answered that this UE would be then recognized as rogue by the MME and immediately released.
But the case of the rogue source HeNB needs also to be considered: If the source HeNB is misused by an attacker it can overflow the target HeNB with X2 Handover Request messages. Since the user identity is not contained in the X2 Handover Request message, all those handovers will first get accepted causing call drops of all other calls on the target HeNB. 
3
Conclusion and Proposals
This paper has compared the two remaining options 1b and 1d for the membership verification and the analysis concludes by the following proposal:

Proposal 1: in order to avoid degrading CSG Premium members, avoid redundant solutions in release 12 and avoid any security breach, RAN3 should select solution 1b: Target HeNB triggers Membership Verification before accepting the handover.
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