3GPP TSG-RAN WG3 Meeting #76


R3-120997
Prague, Czech, May 21st – 25th, 2012
Agenda item:
9.1
Source: 
Huawei

Title: 
Discussion on handover to a CSG cell with emergency call
Document for:
Discussion and Decision
1 Introduction
Regarding the inbound handover with emergency service to a CSG cell, it was agreed that if the UE is not a member of the target CSG cell, the emergency bearer is still allowed to handover to the CSG cell. The CN node will accept its handover and transfer a "non-member" indicator to the target CSG cell. The target HNB will reject the non-emergency bearers and accept the emergency bearer only [1]. But there is still an issue in case of the UE having concurrent CS and PS services. The issue was discussed in RAN3#75bis meeting in [2], there is no conclusion. The paper gives further discussion on it.
2 Discussion
2.1 Problem of current inbound mobility to a CSG cell with emergency call
If the UE has a CS emergency service + PS normal services and it is going to handover to a CSG cell without subscription, the handover will be failed because of the access control checking failure because the PS has no information about there is an emergency service ongoing in CS domain, and vice versa.  
The whole procedure is shown below:
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Figure 1 Inbound mobility to a CSG cell with emergency services

1.
The UE sends Measurement Report message to the source RNC with the CSG ID and the membership status.

2.
The source RNC will send Relocation Required message to both SGSN and MSC with the CSG ID and the cell access mode.

3.
The access control in SGSN and MSC will fail, but the MSC detects that the relocation include the emergency service.

4.
The SGSN will send Relocation Preparation Failure message to the source RNC because of the access control failure. When the source receives the failure message, the SRNC shall initiate the Relocation Cancel procedure on CS domain according to TS25.413.
5.
The MSC will send the Relocation Request message to the target HNB with the CSG ID and the "non-member" indicator.
6.
When the HNB detects that the Number of Iu Instances IE indicates two domain are involved, it will wait for the PS domain Relocation Request message. 
7.8.
If the handover cancel is not triggerred by the SRNC, but when the TRELOCalloc expiries, the MSC will send Relocation Preparation Failure message.
Observation: If the UE has a CS emergency service + PS normal services and it is going to handover to a  CSG cell without subscription, the handover will be failed because of the access control checking failure because the PS has no information about there is an emergency service ongoing in CS domain, and vice versa.

2.2 Solutions 
The issue will not disappear automatically; the failure of EMC in any case will be a disaster for the user and not be preferred from both operator and user’s point of view. It is necessary to resolve this issue to avoid further disaster to the EMC users which has already at need. To guarantee the successful handover to a CSG cell for emergency services, there are several solutions: 
Solution 1: The source RNC shall release all the non-emergency bearers before triggering the inbound mobility if the UE is not the member of the target CSG cell. But this reverses the current agreement in RAN3 and SA2 that the target will fail the non-emergency bearers if the UE is not a member of the CSG. 

Solution 2: The source RNC shall only handover the CS domain with emergency bearers and other bearers will failure after the handover. But this reverses current relocation principle in UTRAN that the handover should include at least the same set of RABs as existing for the UE before the relocation.
Solution 3: The non-emergency service domain should be notified via an explicit indication in RANAP that the other domain has an ongoing emergency service. The non-emergency domain shall continue the handover procedure by sending a Relocation Request to the target HNB though the access control is failure. Then the target HNB shall release all the RABs of this domain when it confirms that the UE has no right to access the cell and no emergency bearer in it.
Solution 4: The HNB can complete the inbound mobility procedure for CS domain without waiting for PS domain. After received the relocation request message from CS domain and confirmed that it is for the emergency service and the UE is the non-member, the HNB can generate and send RELOCATION REQUEST ACKNOWLEDGE messages.Also the source RNC’s behaviour shall be modified: it shall not execute the Relocation Cancel procedure to CS domain if it received the RELOCATION PREPARATION FAILURE message from PS domain in this situation.
3 Conclusion

Considering this issue starting from R9, solution1&2&4 will challenge some fundamental principle in RNC, then the straight forward solution3 “an explicit IE ” to inform the non-emergency domain would be preferred. This may violate the principle that the RAN node doesn’t need to know the EMC service. But anyway, the RNC can know there is an EMC via particular ARP value, From the analysis above, it is proposed RAN3.
Proposal 1:  To confirm the observation and select solution 3 to resolve the handover with an emergency service.
If a solution is selected, the source companies would like to draft the CRs.
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