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Introduction

At RAN3#73, in August 2011, RAN3 received the LS from SA2 on a new architecture to provide the local IP address from the SeGW to the MME/SGSN.
In that architecture, currently captured in TS23.139, the SeGW transfers the Local IP address downwards to the H(e)NB over a modified IKE V2 and the H(e)NB then forwards it upwards to the SGSN/MME via the HNB GW and HeNB GW (when present) over a modified RANAP/S1AP.

However, agreement on that architecture in SA2 is currently pending RAN3 approval (which is responsible for the H(e)NB subsystem architecture) and IETF approval (which is impacted) .

This was again captured in the meeting reports of last SA2 meeting where “existing mechanism” refers to that architecture:
It was anyway observed that the existing mechanism is pending RAN3 approval and is also dependent on the standardization of the necessary IKEv2 extensions in IETF.
RAN3 answer, which was already postponed last meeting, is thus highly expected and addressed below.

Discussion
The architecture currently “existing” in TS23.139 has a number of significant drawbacks which RAN3 cannot accept as responsible group for the H(e)NB subsystem architecture.

The drawbacks are the following and should be provided as feedback to SA2:
· extension of IKE V2 protocol (between H(e)NB and SeGW) impacts HNB, HeNB, SeGW and is therefore  not supported by currently deployed SeGWs,

· extension of IKE V2 protocol would need to wait for a Standards Track RFC to be available, 
· the transfer of the local IP address held in a secure node (the SeGW) should not go through an untrusted connection (the S1 from the HeNB): this actually seems to go against the H(e)NB and related identities verification mechanism agreed by SA3,
· SA2 solution involves the H(e)NB which should be avoided, 
· the SA2 solution might expose the femto network details to the core network.
Besides, according to our information, the IETF working group responsible for IKEv2 extension is itself objecting to the necessary additions of IKE V2. Indeed, since its initial submission, the Internet Draft [1] has been discussed on the mailing list of IP Security Maintenance and Extensions working group of IETF and was presented in the last IETF meeting in March 2012. Several showstoppers have been reported on the mailing list. In light of mailing list and meeting discussions the chair of IP Security Maintenance and Extensions working group requested authors of the draft to come up with additional use cases as the use case described in the current draft (H(e)NB use case) is questionable. This is to be discussed on the working group mailing list. As of now, additional more general uses cases have not been introduced in IETF community.
Moreover, because of all these elements, SA2 should be requested to look at an alternative architecture which would avoid all these drawbacks. 
Some alternatives seem to have already been proposed but not considered pending response from RAN3 per SA2 report quoted above. For example alternatives leveraging the recent decision from SA3 on the H(e)NB verification could be further investigated by SA2.
Indeed, the recent agreement from SA3 implies that the H(e)NB GW and the SeGW must exchange or share H(e)NB data such as HeNB Identity and related identity (e.g. inner IP address) obtained at the SeGW at authentication time. Since exchange or sharing of data is planned between the SeGW and HeNB GW by some mechanism, it seems possible to reuse it to also provide the Tunnel Information. 
It is proposed to request SA2 to investigate alternative solutions.
Conclusion

This paper provides the RAN3 feedback requested by SA2 on the architecture currently proposed to transfer the local IP address from the SeGW to the SGSN/MME.

It is proposed to liaise back SA2 accordingly in tdoc R3-121038 and request SA2 to investigate alternative solutions. Some have been mentioned in this paper.
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