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1 Introduction

In previous RAN3 meetings, the following solutions have been discussed thoroughly for MRO in intra-RAT HetNet scenario:  
· 2: Token/HO identifier sent by the network to the UE and collected back by the network in the UE RLF report
· 2A: Token/HO identifier sent in the HO preparation and stored in the UE context in the target cell 
· 2B: Token/HO identifier sent by the network to the UE and collected back by the network in the UE RLF Report; the eNB retrieving the RLF Report performs the MRO analysis and based on the outcome informs directly the “guilty” eNB about the problem.
· 3: Add CRNTI (and other required information if any) in UE RLF report (and HO report) to allow at the eNB matching of stored UE contexts to failure events.
In this paper, we will further analyze those solutions from the perspective of UE context identification. 
2  Discussion
For Solution 2B, depending on the vendor’s implementation, the settings of Token/HO identifier may be different for different eNBs. Thus, the eNB retrieving the RLF report may not understand or misinterpret the received Token/HO identifier which is assigned by the eNB of another vendor.  Thus, such solution may not be applicable in the scenarios where eNBs belonging to different vendors. 
For other solutions (Solution 2&2A and Solution 3), the UE context is identified through Token/HO identifier or C-RNTI (and other required information if any). 
To compare those solutions, we first analyze the information in the UE context, which may be useful for the MRO correction:

· Measurement configuration (cell individual offset, hysteresis and/or event offset/threshold; TTT; L3 filtering parameter k; number of frequencies to measure/measurement gap configuration): apparently, such configuration has the direct relationship with the HO performance. Thus, deriving such configuration when connection failure occurs is necessary for MRO correction.  
· Measurement results: In the RLF report, the measurement results can be used to determine the coverage hole or too late HO. However, it reflects the DL status only. Through the measurement results in the UE context, the eNB can further derives the UL condition before connection failure, which can be used to judge whether or not the failure is related to the UL link status. 
· UE history information: with the history information, the eNB can estimate the UE’s speed. Hence, the MRO correction can be made based on the UE’s mobility state. 
· DRX setting: In study item of HetNet mobility enhancements in RAN2, several contributions studied the influence of DRX on the HO performance, and one observation is that the long DRX setting will increase the failure rate, especially for the UE with high speed [1][2]. Thus, the DRX setting in the UE context can be used to make MRO correction.  
· Interference mitigation methods applied: to mitigate the interference in HetNet scenario, eICIC is introduced to protect UEs in the CRE. However, if the UE in the CRE has the low SINR level and the ABS is not configured to it, the high interference may result in the connection failure. Likewise, some contributions in RAN2 indicated that eICIC configuration has the impact on the connection failure [3]. Thus, the eNB can analyze whether or not the failure can be overcome through adjusting eICIC configuration according to the UE context.   
· UL power control: the UL power control is used to regulate average UL inter-cell interference. Thus, the connection failure may be caused by the high UL interference or low UL signal strength, which is determined by the UL power control [4]. Thus, the eNB can make the MRO correction according to the UL power control configuration in the UE context. 
· RACH parameter setting: the connection failure can be caused by the failed RA procedure. Thus, the eNB can judge whether or not the RA failure is due to the improper RACH parameter setting according to the UE context.  
· Other context: as in [5], the connection failure may be due to the failed HO preparation. Thus, the eNB can exclude such case according to the UE context when performing the MRO correction.  
In summary, the UE context provides the complete information for the MRO correction. Hence, identifying UE’s context would be very useful. Therefore Solution 3 is an effective method. While for Solution 2&2A, the Token/HO identifier are used to identify the measurement configuration related to the HO trigger (i.e., both solutions can only identify partial information in the UE context). Thus, the eNB cannot make MRO correction based on other information. 
Furthermore, since the HO is the procedure determined by several factors, the eNB may not be able to differentiate the HO triggers through Token/HO identifier. Therefore, in order to make the MRO correction accurately, Solution 3 is better than Solution 2&2A. 
However, the drawback of Solution 3 is the requirement of storing the UE context. In our understanding, for the scenarios considered in intra-LTE mobility [6], the UE with failure connection would re-connect to the network shortly. Thus, the case that the eNB has deleted the UE context when receiving the C-RNTI would be a corner case. Hence, we proposed
Proposal: RAN3 is kindly asked to consider Solution 3 as the method of identifying UE context. 
3 Conclusion
In this paper, we further analyzed the way of UE context identification and proposed:

Proposal: RAN3 is kindly asked to consider Solution 3 as the method of identifying UE context. 
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