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Discussion
1 Introduction
At the RAN3 #75-bis meeting, it has been agreed to continue the work focusing on two main problems: 
· What information, as proposed in the solutions of [1], needs to be added to the RLF Report and to the HO REPORT (and how does it help in the problem scenarios defined for the use case).

· Which way, as proposed in the solutions of [1], to select for context identification.
In this paper the 2nd point is addressed. The “context” in the discussion was the circumstance of the failure: the set of conditions that led to the wrong HO. It can be the context of the lost UE, but can also be other information – though always available at the eNB that triggered the wrong HO. 

In the discussions it turned out relevant to enable, if needed, UE context retrieval. Though it has not been proved this is needed for the problem resolution, it is still believed that the agreed solution should not disable that option. In this paper, we show that the HO type ID method (in all variants) does enable retrieval of UE context. We also show the standardisation and signalling effort in case HO type ID is used for UE context retrieval is negligibly higher than with the C-RNTI solution, while the latter does not enable simplified MRO implementations.
2 Discussion
2.1 HO type ID
The solutions for failure context identification were discussed at RAN3 #75-bis meeting (and preceding email discussion). There were two variants: C-RNTI based method, where the UE context must be addressed, or more general HO type ID method, where the context is not defined, but left for the eNB implementation. In this chapter, the idea of the HO type ID and its possible implementations (solutions 2, 2a and 2b) are recalled.
The core idea of the three solutions is to map users onto semi-permanent HO classes. This is based on the fact that an eNB may have limited number of triggering points (though the list may be long) that are reused for UEs that fulfil certain criteria. For example, there may be “fast UEs” or “CRE UEs”. The information about the HO class used for a given UE, i.e. the HO ID, is then passed with the HO. If the connection later fails and the failure is identified as a too early HO or a HO to wrong cell, the HO ID is supposed to be returned to the eNB triggering the first HO together with the failure information (X2AP HO REPORT).
The biggest advantage of the HO ID is that the conditions that caused the wrong HO can be retrieved without expensive storing of UE context at source after each successful HO. However, the precision of the detection of the conditions is only up to the eNB implementation: if an eNB uses indeed a unique HO policy for each and every UE, the HO ID may even be used to identify a particular UE. This, however, is unlikely and very extravagant implementation – in typical scenarios a short list of HO policies is used.

The difference between the two variants of the solution is the way the HO ID is passed further: 

· Solution 2: it is sent to the UE, which then returns it to the network when the connection is setup after the failure. Then, the HO ID is passed, via the last serving eNB (where the MRO analysis is performed), back to the originating eNB.

· Solution 2a: it is sent to the target at the HO preparation phase (e.g. in the X2AP HO REQUEST). Then, it is stored together with the UE context. If the connection fails, the UE must provide the context ID after reconnection, which is passed to the last serving eNB. That eNB can then retrieve the HO ID and send it to the originating eNB.

· Solution 2b: it is sent to the UE, which then returns it to the network when the connection is setup after the failure. Then, the RLF Report is analysed and the HO ID is passed directly to the originating eNB.

The difference between solutions (for the case of a too early HO) is presented in figure 1. Solution 2b, in this exampleis similar to the 2, but the RLF INDICATION and HO REPORT need not to be exchanged.
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Figure 1: Passing of the HO type ID in the different solutions.

Overall comparison between the HO type ID methods that pass the ID via the UE context, or via the UE was presented in [2].
2.2 UE context identification

The main advantage of the HO type ID method, as compared to the C-RNTI method, is its flexibility: it does not mandate complicated implementation of eNB, if the MRO is to be simple. However, this method does not preclude that option, either. In this chapter, we compare the C-RNTI and HO type ID methods, assuming an implementation where the context of every single UE is to be retrievable. 
While a UE is served in a cell of an eNB, on the radio interface it is identified with C-RNTI. C-RNTI is also used to identify UE context in case of RRC re-establishment attempt (together with shortMAC-I). The C-RNTI method for HetNet MRO, as proposed in [3], also proposed to use the C-RNTI, but since the identifier may be reused for another UE, it assumes other ID must be used, too. That other ID may be X2AP ID, since it uniquely identifies a UE over an X2 interface. Other options were to use a timestamp or shortMAC-I. In the analysis below, we follow the method with X2AP ID. Therefore, the C-RNTI method to retrieve the UE context assumes every context stored after a HO is completed can be found using the C-RNTI and X2AP ID. Therefore, the same precision may be assumed for the HO type ID method.
The precision of C-RNTI and X2AP ID may be achieved with two approaches: combining the length of C-RNTI and X2AP ID into a single bit-string, or using HO type ID as a bit-string of the same length as the C-RNTI only, and using the X2AP separately, in the same way as in case of the C-RNTI. Obviously, the latter approach makes sense only if the UE context in the last serving cell is also retrieved (solution 2a). The table below compares the discussed approaches to identify UE context (it is also assumed that all the new information that needs to be reported from the UE is added to the RLF Report):
	
	C-RNTI method 
(solution 3)
	HO type ID method
(solution 2a)
	HO type ID method
(solutions 2 and 2b)

	X2AP: 
HO REQUEST
	No change
	16 bits: 
HO type ID added
28 bits: 
HO type ID combined with X2AP ID added
	No change
(RRC HO command must be extended with 28 bits HO type ID)

	X2AP: HO REPORT
	28 bits
C-RNTI (16 bit) and X2AP ID (12 bit) added
	28 bits 
HO type ID (16 bit) and X2AP (12 bit) added or
HO type ID (28 bit) added
	Solution 2: 28 bit 
HO type ID added
Solution 2b: No change

	RLF Report
	32 bits
C-RNTI (16 bit) and shortMAC-I (16 bit) of the last serving cell added
	32 bits
C-RNTI (16 bit) and shortMAC-I (16 bit) of the last serving cell added
	28 bits
HO type ID added

	UE Context content (when serving the UE)
	28 bits
CRNTI (16 bit) and X2AP ID (12 bit) of the previous serving cell added
	28 bits 
HO type ID (16 bit) and X2AP (12 bit) of the previous serving cell added or
HO type ID (28 bit) of the previous serving cell added
	No change


Therefore, the above proves any variant of the HO type ID method makes it possible to implement UE context retrieval. If we focus on the solution 2a, which is the most similar to the C-RNTI method, the cost of the flexibility offered with HO type ID is adding the HO type ID (new IE) to the HO REQUEST (16 or 28 bits). The HO type ID methods do not require even more processing at the eNB, because internally, in the analysed case, the HO type ID is simply filled with C-RNTI content (or C-RNTI and X2AP ID combined). 
2.3 Standardisation effort

The effort needed to standardise the C-RNTI and HO type ID methods depends on the variant of the latter. The table below summarises the effort:

	
	C-RNTI method 
(solution 3)
	HO type ID method
(solution 2a)
	HO type ID method
(solution 2 and 2b)

	Stage-2
	MRO description
	MRO description
	MRO description

	Stage-3 (X2AP)
	HO REPORT
	HO REQUEST
HO REPORT
	HO REPORT or 
RLF INDICATION

	Stage-3 (RRC)
	RLF Report
	RLF Report
	HO command
RLF Report


3 Summary
In this paper the HO type ID concept was analysed with the assumption that it should be possible to implement MRO so that UE context is to be retrievable, as precisely as it was proposed in [3]. It has been shown it is possible and the difference in terms of needed signalling is small and non-existent, depending on the chosen method of HO type ID. Also the standardisation effort is very comparable. 
However, the C-RNTI method does not allow for simplified implementation of MRO: irrespectively from the precision of HO algorithm and complication of MRO algorithm implemented in eNBs, all or part of the UE context must always be stored after successful completion of each HO – otherwise MRO enhancements of Rel.11 will not work. And even though this paper discussed UE context retrieval, we believe at the end much simpler MRO implementation will be successful in resolving intra-LTE (including HetNet) mobility issues. Considering this, and the fact that the effort needed to specify the HO type ID solution, it is proposed:
1) to agree the HO type ID method is to be used to retrieve the failure context information; and
2) to discuss and to select the most appropriate variant of the HO type ID method.

In order to facilitate the progress, a baseline stage-2 CR, without much details yet, is proposed to be agreed, too [4].
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