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1. Introduction
In the last RAN3 meeting, the solution with LTE backhaul and Wi-Fi access was captured in the TR as an existing solution [1]. In this contribution, we analyze the LTE backhaul and Wi-Fi access solution in detail and give our observations and proposals.
2. Discussion
2.1. Solution description
The LTE backhaul and Wi-Fi access solution is described in [1] as following:
This solution addresses Wi-Fi-capable UEs, arguably the vast majority in the near future. The wireless node mounted on board the train connects as an LTE UE to the eNB, and provides coverage on board as a Wi-Fi AP. All UEs on board can use this node for data connections or VoIP calls, while continuing to use the existing 2G RAT for voice. This solution can be built with currently available technology and requires no changes to specifications, so it is likely to be less complex and to cost less than a mobile relay. An optimized outdoor antenna (e.g. a smart antenna mounted on the train roof) can be envisaged to enhance the performance of the backhaul link.

The same captive portals, authentication and payment systems, etc. commonly deployed at stations, airports, and other public Wi-Fi hotspots can also be made available on board, in order to give customers the same experience. An added benefit of Wi-Fi access is also the possibility to locally terminate on-board services (entertainment, meal ordering/reservations, navigation, on-board webcams, etc.). All such services can be offered directly to user terminals without going through the CN or having to set up a local breakout (e.g. LIPA/SIPTO), as required with other solutions.

This solution also enables any Wi-Fi-only devices to use the LTE network as backhaul for their data connections. The wireless coverage on board is unaffected by the train movement because the UE part of the node handles mobility with the eNB, transferring the bundle of all data connections at every handover.
2.2. Analysis
Wi-Fi services are widely used in the real life, and anyone can setup a local network with Wi-Fi access point, e.g. Wi-Fi service for big conferences, hotel rooms, cafes, personal use at home, etc. There are also some mobile operators deployed Wi-Fi coverage for public wireless internet access services, mainly to offload internet traffic for hotspot, e.g. operator may deploy Wi-Fi access points in some public places with high capacity demand, like airports, trains etc. Backhauling can be seen as isolated with Wi-Fi access, which means any type of backhaul can be used for Wi-Fi transportation, e.g. wired backhaul popularly used, satellite backhaul for Thalys high speed line between Paris and Brussels, etc. In a word, Wi-Fi is a way to provide wireless communication irrelated the type of backhaul, so does LTE backhaul and Wi-Fi access solution. 

In this section, we analyze some aspects of the LTE backhaul and Wi-Fi access solution, and observe that LTE backhaul and Wi-Fi access solution should be seen as a complement to mobile relays for the high speed train scenario, which can be deployed together with mobile relays. For simplicity, in the following analysis, LTE backhaul and Wi-Fi access solution is referred as “Wi-Fi solution”.
2.2.1 Quality of Service
The QoS of telecommunication services for UEs on board with Wi-Fi solution is not ensured, for the following reasons:

a. The resource usage of Wi-Fi access link is basing on a contention based manner. The more users connected to one Wi-Fi access point, the higher collision probability can be expected.  In a carriage of a high speed train with high density of users, the collision probability will be very high, and the high collision probability will make the capacity and delay of Wi-Fi solution unexpected. 
b. Since Wi-Fi access point works on unlicensed spectrum, the interference suffered by Wi-Fi access link is hardly to be managed. For example, a UE working on ad-hoc mode may block an entire access point. The stability of the Wi-Fi access link is uncertain.

c. Different QoS attributes are already defined for various types of service in 3GPP. However, Wi-Fi access points cannot sense the QoS requirements of the services transmitted through it. Hence, it can only treat all the user packets in the same way, i.e. best effort.  
Observation1: The QoS of telecommunication services for UEs on board with Wi-Fi solution is not ensured, which is treated with best effort. 
2.2.2 Network deployment 

Even with Wi-Fi solution, operators still need to deploy 2G/3G/LTE network along the railways because the voice and data service through these RATs should be provided anyway, especially for the newly deployed high speed railways. That means the Wi-Fi solution can not benefit the CAPEX and OPEX for operators. Considering the longer and longer high speed railways in the world, it is becoming a significant challenge for the operators to deploy and optimize a multiple-RATs network along the railways. 
Observation2: It’s necessary for operators to deploy all type of networks, LTE/2G/3G even with Wi-Fi solution.  The CAPEX and OPEX of operators cannot be reduced.
2.2.3 UE working mode
In the Wi-Fi solution description, all UEs on board can use Wi-Fi node for data connections or VoIP calls, while continuing to use the existing 2G RAT for voice. However, this is not totally true. For example, for LTE/2G/3G with Wi-Fi capable UEs on board trains, it’s hardly to make those UEs always use the 2G/Wi-Fi and not accessing the LTE cells at all. Assuming there is no in-carriage deployed LTE cells(like mobile relay cells) in Wi-Fi solution, even with high penetration loss, some UEs will keep searching the poor LTE signal from the eNB along the railway and try to camp on LTE cells (just like the 2G case), although the LTE signal is not stable. In case of an MT VoIP call coming from the LTE RAN, the user on the train has to response the call using the poor LTE link. It’s equivalent for the UEs to just access to the on-land LTE cell and no improvement to the coverage inside the trains.
Observation3: Even with the Wi-Fi solution, onboard UEs may access to on-land LTE cells, which means no improvement to the coverage inside the trains.
2.2.4 Security
Compared with 2G/3G/LTE, the security provided by Wi-Fi is very weak. When accessing to a Wi-Fi access point, few of the current UEs validate the creditability of the access point. An attacker can easily deploy a fake Wi-Fi access point, broadcasting an operator SSID, with LTE backhaul on a high speed train. When victim users connect to the access point, their privacy may be divulged.  

Observation4: The security of Wi-Fi solution cannot be guaranteed.
2.2.5 Usage of LTE Spectrum
With Wi-Fi solution, there is only poor LTE signal from eNB along the railways in the carriages.  The precious LTE spectrum owned by operators cannot be fully re-used in the train carriages, which prevents further improvement on the capacity of the access link. 

Observation5: The Wi-Fi solution will lead the LTE spectrum waste.
2.3. Summary and proposals
Based on the above analysis, Wi-Fi solution itself for high speed train scenario cannot work in the optimized way on QoS of UEs, network deployment for operators, UE working modes, security and usage of LTE spectrum aspects, all of which can be seen as important aspects and available in 3GPP networks. Hence, the Wi-Fi solution itself cannot be used as primary alternative solution for high speed train scenarios. And then Wi-Fi solution should not be taken as justification of not doing the further work on mobile relays.

Wi-Fi solution as an implementation solution with the big merit on low cost of Wi-Fi node and easy availability, is still possible to be deployed together with mobile relays in the high speed train scenario, just like nowadays, when the mobile operators provide 2G/3G services, they may still provide Wi-Fi coverage for offloading. 
Proposal1: Note in the TR that Wi-Fi solution is not competitive solution to mobile relays, can work together with mobile relays.
Proposal 2: Note in the TR that Wi-Fi solution is not part of the comparison and remove Wi-Fi solution from the comparison matrix.
3. Conclusion
In this contribution, further analysis is made on the LTE backhaul and Wi-Fi access solution with following observations and proposals:

Observation1: The QoS of telecommunication services for UEs on board with Wi-Fi solution is not ensured, which is treated with best effort.

Observation2: It’s necessary for operators to deploy all type of networks, LTE/2G/3G even with Wi-Fi solution.  The CAPEX and OPEX of operators cannot be reduced.
Observation3: Even with the Wi-Fi solution, onboard UEs may access to on-land LTE cells, which means no improvement to the coverage inside the trains.
Observation4: The security of Wi-Fi solution cannot be guaranteed.
Observation5: The Wi-Fi solution will lead the LTE spectrum waste.
Proposal1: Note in the TR that Wi-Fi solution is not competitive solution to mobile relays, can work together with mobile relays.
Proposal 2: Note in the TR that Wi-Fi solution is not part of the comparison and remove Wi-Fi solution from the comparison matrix.
4. References
[1] R3-120915, “TR 36.836”,  CATT, RAN3#76
PAGE  
2
R3-121081

