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1. Introduction
In the last RAN3 meeting, the way forward concerning HetNet MRO solutions was approved [1]. And it was agreed that the solution selection for context identification will be discussed with the highest priority at this meeting.  In this contribution, we analyze the context identification solutions and give our preference.
2. Discussion
2.1. Context Identification Solutions
To solve the HetNet MRO problems defined in [2], the “guilty eNB” which is responsible for the failure should be informed about the situation of the failure UE while the eNB sending the handover command. The situation information includes the UE CRE configuration, the UE speed, HO cause and so on.
Two groups of context identification solutions are proposed for the “guilty eNB” to obtain the failure UE information [1][2]:

Solution 2: Token/HO identifier sent by the network to the UE and collected back by the network in the UE RLF Report
Solution 2a: Token/HO identifier sent in the HO preparation and stored in the UE context in the target cell

Solution 2b: Token/HO identifier sent by the network to the UE and collected back by the network in the UE RLF Report; the eNB retrieving the RLF Report performs the MRO analysis and based on the outcome informs directly the “guilty” eNB about the problem.

Solution 3: Add CRNTI (and other required information if any) in UE RLF Report (and HO Report) to allow at the eNB matching of stored UE contexts to failure events
We make some comparison among the above 4 solutions.

	
	Solution 2
	Solution 2a
	Solution 2b
	Solution 3

	Whether UE context needs to be stored after HO succeed in the source eNB
	No
	No
	No
	Yes

	Whether UE context needs to be stored in the RLF eNB until RRC connection setup is completed in another eNB 
	No
	Yes
	No
	Yes

	Impact on UE
	Medium Token/HO identifier should be included in Ho CMD and RLF Report
	Small

C-RNTI in last serving cell should be included in RLF Report
	Medium Token/HO identifier should be included in Ho CMD and RLF Report
	Small

C-RNTI in last serving cell should be included in RLF Report


From the above table, it can be observed that only the solution 3 needs the source eNB to keep the UE context after a successful HO. However, in current handover procedure, when the HO procedure succeeds, the source eNB may immediately delete the handover UE’s context after it receive UE CONTEXT RELEASE REQUEST message. This means a new timer for UE context reservation should be standardized for solution 3. And the OAM providing the configuration for the new timer can be foreseen. Hence, in our opinion, solution 3 impacts the eNB implementation and configuration too much. 

Among the remaining three solutions, only the solution 2a requires the last serving eNB to keep the UE context after RLF happens. In our view, this requirement has already been fulfilled by the legacy eNB implementation for the serving eNB always keeps the RLF UE’s context for a short time for possible RRC Re-establishment. Therefore, the requirement causes no impact to eNBs.
When considering the impact to UE, both the HO Command and RLF Report messages need to be enhanced in solution2/2b while only the RLF Report message needs to be enhanced in solution2a. It seems that the solution2/2b cause a little big impact on UE than solution 2a.

We think anyone of solution2/2a/2b is suitable for context identification. And we have a slightly preference for solution2a for it causes small impact on UE.  
Proposal: Solution2a can be selected for context identification.

3. Conclusion
According to the presentation in section 2, we propose:
Proposal: Solution2a can be selected for context identification.
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