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1 Introduction

In this contribution we formulate some principles and a possible way forward for down-selection of enhanced mobility solutions within the Rel-11 LTE macro-femto enhanced mobility SI [1]. In all 4 methods referred to as “Sol. 1x” in [2], membership verification (MV) is performed in the core network, and these solutions differ in how this MV is triggered and in the strategy of the target HeNB for accepting incoming UEs. More in detail, the 4 solutions are currently as follows:

Solution 1a: Source eNB triggers MV before initiating handover.

Solution 1b: Target eNB triggers MV before accepting handover.

Solution 1c: Target HeNB triggers MV during handover, first accepting the UE as a non-CSG-member, later upgrading it if MV is successful.

Solution 1d: Target HeNB triggers MV during handover, first accepting the UE according to its reported CSG membership status, later downgrading it if MV is not successful.

An additional solution, Solution 2, requires the CSG membership information to be sent from the core network to the RAN in order for the RAN nodes to perform MV. Of all the solutions, this one departs drastically from current assumptions about functionality and architecture, as it requires MV to be performed in the RAN instead of in the CN.
2 Previous Analysis
The solutions above have already been compared in [3], [4] and [5], using different approaches.

The analysis in [4] prioritizes reusability of a single solution also for down-prioritized scenarios and avoidance of possible quality degradation of CSG users, while arguing that MV and access control (AC) shall be performed in the MME. By following this logic, the solution of choice should be Sol. 1b.
The analysis in [3] focuses on the foreseen improvements in handover performance by the various Sol. 1x alternatives. Document [3] argues that the performance of Sols. 1a and 1b does not seem to be much better than the current solution (S1 HO)
; Sol. 1d would improve handover performance considerably, while its potential drawbacks are relevant only in corner cases. The conclusion is that for best reusability RAN3 should adopt Sol. 1b, but for best performance improvements it should adopt Sol. 1d. It is also concluded that Sol. 2 should be down-prioritized, in agreement with [4].
Another, more detailed, look at selection criteria is provided in [5]. A qualitative analysis of the various solutions is performed, showing that among other things Sols. 1a and 2 offer the lowest reusability across the different scenarios, Sol. 1b offers the highest, and Sols. 1c and 1d are in the middle in this respect. Concerning handover performance, it is argued that Sols. 1a and 1b use half the S1 messages with respect to S1 HO from the CN point of view and twice as many with respect X2 HO from the eNB point of view. Sols. 1c, 1d and 2 are equivalent to X2 HO as they do not introduce additional messages. The conclusion is that RAN3 should either adopt Sol. 1b to support all handover scenarios in [2] (including down-prioritized ones), or adopt Sol. 1c/d for macro-hybrid HO and use S1 for all other scenarios.
It seems to us that the key question to be addressed is whether to be concerned about applicability of the same solution across the board, or to be concerned about maximizing handover performance improvement in prioritized scenarios. We should keep in mind that Sol. 1b, even if adopted for the down-prioritized scenarios, seems not to offer any performance improvement over S1 HO, so for the down-prioritized scenarios it will not make any difference whether the choice is “Sol. 1b across the board” or “Sol. 1d for macro-hybrid + S1 HO elsewhere”.

In terms of possible drawbacks of Sol. 1d (arguably more optimized with respect to Sol. 1c), the possible attack by a malicious UE faking CSG membership can be mitigated by appropriate security policies (blacklisting of the UE, temporarily or even indefinitely). Pre-empting other UEs by a malicious fake CSG member is probably going to be an issue only if the target HeNB is already at full capacity with non-members, and only once (the malicious UE will get blacklisted after its true membership is reported by the MME). Therefore, there would not be a lot to gain for an attacker in this case. For these reasons, we believe these issues are not a relevant threat.
3 Conclusions and Proposal
We have briefly summarized the analyses of the various solutions for macro-hybrid enhanced mobility in Rel-11. The strategic issue on this topic, can be summarized as follows. “The key question is whether the extra scenarios solved by Solution 1b justify the use of a less efficient solution...” [5]
Proposal 1: RAN3 should decide whether to prioritize reuse or maximum performance improvement. Given the scope of the Rel-11 enhanced mobility SI, we would favor giving priority to performance improvement.
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� With Sol. 1b, the RAN has to wait for messages over S1 before completing the X2 part. Therefore, especially with a congested S1, its performance is not better than S1 HO. This is true in all scenarios.





