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1.
Introduction
The text proposal for Macro to HeNB enhanced mobility was adopted for the TR in the RAN plenary meeting. For the membership verification, solutions focus on the following use cases with highest priorities, 
a.) The mobility from Macro eNB to open/hybrid HeNB; 
b.) The mobility from open/hybrid HeNB to Macro eNB; 
c.) The mobility from open/hybrid HeNB to hybrid HeNB. 
In this paper, the solutions for membership verification are further analyzed and the preference is given based on that. 
2.
Discussion
2.1 Principles of original motivation introducing X2 interface
Membership verification is an important technical point, which is necessary for the mobility from macro to hybrid HeNB, from open HeNB to hybrid HeNB, and from hybrid HeNB to hybrid HeNB (inter-CSG) cases. The solutions were proposed and currently adopted in TR [1]. In this paper, we will consider them from the original mobility enhancement point of view. 
The objective of Rel-10 and Rel-11 is to introduce X2 interface in order to enhance the handover processing speed and also to reduce the involvement of MME. One reason is that there may have a lot of HeNBs under a HeNB GW, which could be a big burden to MME if every time the handover messages have to be processed by it. That is also the reason that the X2 interface was introduced, which means that we need to use the S1 messages as less as possible. 
· Principle 1: Enhancing the handover processing speed by using X2 interface

· Principle 2: MME involvement should be as less as possible

Based on the principles above, the solutions are considered. 
For solution 1a, two totally new S1 (CSG Query) messages have to be made and involved before the source HeNB makes the decision, which would violate principle 1, that is, delay the X2 handover procedure a lot.  The other problem is that the MME has to be bothered. That violates the other principle, that is, excessive messages have to be processed by MME. 
For solution 1b, similar two totally new messages have to be made. The only difference is that it happens on the target HeNB side.  From the two principle points of view, this solution has the same violation. 
Solution 1c and 1d seems better compared with solution 1a and 1b. The existing legacy X2 handover procedure would be performed as it is even though there exist some new behaviour in the target HeNB and MME. That is, the existing messages and procedure order are enough to compete the handover. Basically MME does not need to handle additional new S1 messages. Therefore the principles listed above are not violated.
For solution 2, since the UE CSG membership information is sent to the source HeNB when the UE is in connected mode, additional S1 message involving is necessary. The other problem is the impact to MME functionality, which originally has the UE context. Compared with solution 1a and 1b, it is better from the two principles point of view. However, compared with 1c and 1d, the drawback of this solution is also very clear. 
Based on the analysis above, the following proposal is suggested to RAN3: 
Proposal 1) For membership verification, it is suggested to consider the original motivation of introducing X2 interface as the most important factor when we decide the final solution.
· Principle 1: Enhancing the handover processing speed by using X2 interface

· Principle 2:  MME involvement should be as less as possible
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Fig.1 Signalling flow for Solution 1d
2.2 Notifying CSG Membership Status from MME to target HeNB
About the response message from MME in solution 1c and 1d, there exist two possible messages as shown above in Fig.1. One of them is to use the PATH SWITCH REQUEST ACK message corresponding to the PATH SWITCH REQUEST message. The other is to utilize an additional message, named UE CONTEXT MODIFICATION REQUEST, to tell target HeNB about the true membership status. The solutions are also considered based on the principles listed in section 2.1.  
For solution 1, the existing X2 handover procedure can be used without any additional S1 message.  That does not violate the principles listed above. The only change is that a new CSG Membership Status IE needs to be added in order to tell the exact status information to target HeNB. This is not a burden to MME.
However, for solution 2, the existing X2 handover procedure has to be revised with two more additional S1 messages inserted. Even though the existing S1 message can be used, it has considerable burden to MME when the X2 handover happens very often in the situation that a lot of HeNB exist in the shopping more area. That is not what we expect. 
Based on the analysis above, the following proposal is suggested to RAN3:

Proposal 2) For notifying CSG Membership Status from MME to target HeNB, it is suggested to use the existing PATH SWITCH REQUEST ACK message.

3. Conclusions
In this paper, further consideration on membership verification are discussed based on the original motivation of introducing X2 interface for HeNB mobility enhancement. The following proposals are suggested to RAN3:
Proposal 1) For membership verification, it is suggested to consider the original motivation of introducing X2 interface as the most important factor when we decide the final solution.

· Principle 1: Enhancing the handover processing speed by using X2 interface

· Principle 2:  MME involvement should be as less as possible

Proposal 2) For notifying CSG Membership Status from MME to target HeNB, it is suggested to use the existing PATH SWITCH REQUEST ACK message.
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