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1   Introduction 
The contribution analyzes how to support mobile relay (MR) based on various options described in ([1]).
2   Detailed analysis 
2.1   Alt-1 based Mobile Relay

In Alt-1 based architecture, the DeNB is unaware of the UEs connecting to the Mobile Relay. The DeNB just treats the MR as a normal UE. 
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Figure 1 – Alt-1 based mobile relay architecture

· Non-backwards compatible: In case Alt-1 is adopted for Rel-11 Mobile Relay, it introduces a non-backwards compatible solution. Even in case it is argued that this is only used for Mobile Relay, the coexistence with Rel-10 Relay will be an issue. New mechanism is required for DeNB and MME to differentiate between Rel-11 Mobile Relay (Alt-1), and Rel-10 Relay (Alt-2). This also requires new work in other working groups, e.g. SA2 and SA3.  The operator may already deploy the Rel-10 RNs in the station. The Rel-11 DeNB need to support both Rel-10 RN and Rel-11 MR.
· Security issue: The current security mechanism defined by SA3 is based on Alt-2. There is no analysis of  the security issues for Alt-1 and consequently no security solution is described for Alt-1. While it may be arguable that Alt-1 based mobile relay requires less changes to RAN3, but it requires the more work in other working groups, e. g. start the security analysis in SA3 from scratch. 

· According to TS33.401, the S1/X2 control interface shall be integrity, confidentially and replay-protected from unauthorized parties. The Un interface has been enhanced in REL-10 to apply integrity protection for selected DRBs especially those carrying control traffic. As in an ALT-1 based solution, the DeNB is not acting as S1/X2 proxy, is has no immediate information about which DRB carries control traffic, consequently  it cannot reuse the enhancement introduced for the Rel-10 Un interface in a simple flexible way. 

· There is yet another issue for Alt-1 based solution. Currently, before the MR is authenticated for normal relay operation, the MR can only send traffic to/from the O&M server (and Registration Authority for certificate enrolment. For simplicity reason, let’s call them O&M server). It is unclear how this can be guaranteed for Alt-1 based architecture. Alt-1 may use the same Phase I as Rel-10 that “HSS operator to ensure that the MR subscription includes an APN configuration that ensures that the MR subscription cannot be used for other purposes, e.g. only a single APN is configured for the use of MRs in phase I, and, that this APN is reserved for MRs only.” If so, there is another question on how the MME selects a PGW in Phase II that does not have this restriction but allow sending the UE’s S1-C/U to the UE’s MME/SGW. If using current PGW selection method defined for regular UE, the MME will select the same PGW as used in Phase I that does have the traffic restriction. So it is unknown how to make sure that the MME does not select the same P-GW as the one used in Phase I. 

· Long transmission delay: It is well known for the long transmission delay in Alt-1. According to TS23.203, the average delay between the PCEF and the radio base station is 20ms. Alt-1 adds more delay for the UE’s traffic than a normal eNB. It is unknown whether the delay budget can still be met without changes to existing QoS mechanism. The long transmission delay is mainly caused by the additional data forwarding from the UE’s SGW – RN’s PGW – RN’s SGW. The long delay is more obvious in case that the UE’s SGW is far from the RN’s SGW, after the train travelled a long distance. This long delay can also be caused when RN and UE belongs to different operators. 
· Impact to the existing network: It was concluded in previous Rel-10 analysis ([3]) that even in the case of static bearer configuration, mapping the QoS Control row of the comparison table shows that Alternative 1 requires a reconfiguration of DSCP values, which may incur in more complex reconfigurations given that DSCP values are already currently used by operators for traffic differentiation. That is, at least the DSCP mapping tables in all the gateways in the S/P-GWs in the network have to be updated. 

· Support for 2G/3G: Just like the LTE, the DeNB does not know the 2G/3G UEs connecting to the Mobile Relay. The 2G/3G traffic is treated as part of the RN’s traffic. The 2G/3G traffic may share the PDN connection with the LTE traffic, or use a separate PDN connection. 
2.2   Alt-2 based Mobile Relay

This solution can reuse the Rel-10 relay for Mobile Relay, e.g. power-up procedure, S/PGW selection, integrity protection, etc. This solution only requires small enhancements to Rel-10 to support the MR’s mobility as the PGW/SGW (RN) in the “Anchor” DeNB needs to be accessible also from another DeNB after HO.
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Figure 2 – Alt-2 with Relay GW and PGW/SGW collocated with initial DeNB

· Long Transmission delay: The UE’s S1-C/U is forwarded between the Anchor DeNB and the Target DeNB. This adds additional transmission delay, especially when the target DeNB is far away from the Initial (Anchor) DeNB. Further enhancement may be needed, for example, investigation possible method to relocate the Initial DeNB to the target DeNB, when it is far away from the Initial DeNB. 
· Network sharing: In case of only share the RN, the DeNB still need connect to all related MMEs, even the DeNB itself is not shared.

· Support for 2G/3G: The 2G/3G traffic is transparent to the DeNB. It is treated as part of the RN’s traffic. The 2G/3G traffic may share the PDN connection with the LTE traffic, or use a separate PDN connection. 
2.3   eAlt.2-1: Alt.2 with dual mobile relays for HO
This solution can reuse the Rel-10 relay for Mobile Relay, e.g. power-up procedure, S/PGW selection, integrity protection, etc. This solution only requires enhancements to Rel-10 to support the MR’s mobility.
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Figure 3 – Alt.2 with dual mobile relays for HO

· All UEs performs HO from one RN to the other RN. Group HO procedure is needed. 

· It is unclear on how to support 2G/3G. Assume that the RN1 also initiates the HO procedure to RN2 for 2G/3G UEs. If the 2G/3G traffic is transparent to the DeNB, then it is unclear how to route the Forward Relocation Request message to target DeNB. The routing of the S1 HO message to target DeNB is based on RN2’s cell ID, which shares the 20-bit eNB ID as its DeNB, but this does not apply to 2G/3G. 

2.4   eAlt.2-2: Alt.2 + PMIP 
This solution can reuse the Rel-10 relay for Mobile Relay, e.g. power-up procedure, S/PGW selection, integrity protection, etc. This solution only requires enhancements to Rel-10 to support the MR’s mobility.
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Figure 4 – Alt2+PMIP: applying the idea of PMIP in Alt2
This solution has the same issues as Alt-2. (Section 2.2 ) , In addition, this solution requires to implemet new Mobile IP functions in the DeNB. But this solution is unclear on following aspects: 

· How can MR get the Care of Address (CoA) from the target DeNB? Does the target DeNB has PGW to assign the IP address, or use DHCP to assign it? If using PGW, then it likes the MR has to relocate the SGW to target, then setup a new PDN connection.

2.5   eAlt.2-3: Alt.2 with Relay GW and PGW/SGW separated from initial DeNB

This is considered as a further optimization to Alt-2. But it is unclear on the functionalities in the Relay-GW, and how it works. When move the RN SGW/PGW and Relay-GW into a separate mobility anchor, does the DeNB still have the proxy function for the mobile relay? If it still has the proxy functionality in DeNB for mobile Relay, then what is the benefit to keep two proxy functionalities, i.e. one in DeNB and the other in Mobility Anchor? If Relay-GW is only kept in the mobility anchor, then does the DeNB still know the UEs connecting to the Mobile Relay, and how does it know the UE? 
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Figure 5 - Alt.2 with Relay GW and PGW/SGW separated from initial DeNB

In addition, the RN’s SGW/PGW resides in the Mobility Anchor (MA). How does the MR’s MME select the MA as the SGW/PGW for the MR? Neither the GW selection defined for Rel-10 RN, nor the one defined for regular UE works here. There may be two options; 

· The DeNB is configured with the IP address of the MA, then DeNB provide it to the MME during the MR’s attach procedure. But this requires the DeNB to know this is a MR via the air interface, which requires air interface changes. OR
· The MR’s MME performs special DNS query to get the SGW/PGW. The current DNS procedure for SGW uses the (D)eNB TAI. So this either requires the operator to construct a DNS database only for MR, or use additional parameter to find the Mobility Anchor.
· Support for 2G/3G: It is unclear on how 2G/3G is supported. 
So more detailed information is needed before performing further analysis on this solution. 
2.6   Alt-4
The Alt-4 is already analyzed in TR36.806. This solution requires more changes. For the UL/DL traffic related to the LTE UE, the DeNB send/receive it to/from the UE’s MME/SGW. 
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Figure 6 - Alternative 4 Relay Architecture
This solution has following issues:

· Non-backwards compatible: This is similar to the analysis provided for Alt-1 (Section 2.1)
· Air interface changes: It may require changes to the Un air interface, e.g. to support carrying S1AP over RRC instead of SCTP.

· It is unclear on how to support the MR’s mobility: When the RN is HO to target DeNB, how does the UE’s MME/SGW know that it needs to route the UE’s S1-C/U to the target DeNB? When target DeNB cannot connect to the UE’s MME, how to relocate the UE’s MME?

· Support for 2G/3G: Is the 2G/3G traffic sent directly from the 2G/3G network to DeNB? Or via the MR’s SGW/PGW? When the DeNB receive a UL DRB from the MR, how does it know whether it is 2G/3G traffic or LTE traffic?
· Network sharing: In case of only share the RN, the DeNB still need connect to all related MMEs, even the DeNB itself is not shared.

3   Conclusion and Proposals
It is proposed to consider above analysis during evaluation the solutions for Mobile Relay.
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