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1   Introduction 
The last RAN3 meeting fully discussed the various solutions for membership verification during the inter-CSG HO, and agreed the text added in the TR. This contribution further analyzes Solution 1d.
2   Detailed analysis 
As discussed in last meeting, Solution 1d has following benefits in comparison to other solutions:

· The required signaling is half than Solution 1a/1b. It is the same as the X2 HO. Since the main purpose of the SI is the mobility enhancement which is to reduce the signaling load to the core network, Solution 1d well meet the requirement of the SI.

· The handover is expedited. Solution 1a/1b adds addition delay to the HO procedure, due to the additional S1 procedure need to be executed before the HO is accepted. 
· It reuses existing S1 procedures, while Solution 1a/1b require a new S1 procedure. 
Some companies may be uncomfortable that Solution 1d that the UE is first accepted according to the UE’s CSG membership report. In detail, the concerns are:
· For hybrid HeNBs, the Admission Control is done before the MV/AC. This means that if the UE pretends to be a member, it will get higher priority compared to other UEs being non-members but also potentially compared to real members paying a premium depending on the ARP.

· For hybrid HeNBs, the Admission Control is done before the MV/AC. This means that if the UE pretends to be a member, it could even in case the target HeNB is “full” pre-empt a non-member having an ongoing call or even pre-empt a real member paying a premium having an ongoing call depending on the ARP.

· For closed HeNBs, the UE could get temporary access while not allowed. Solution 1d cannot be reused for the Access Control.

The following sections further analysis these arguments. 

UE

In Solution 1d, the target HeNB first treat the UE based on the membership status reported by the UE. When the UE pretends to be a member, it means that the UE is a malicious UE, or a normal UE but with out-of-date CSG membership information. According to TS22.220, the UE shall keep the list of allowed CSG IDs, and when the subscriber group is updated, the affected UE shall be informed accordingly. So it is very rare that a normal UE pretends to be a member. The malicious UE is also very rare. 
Observation 1: it is very rare that a UE pretends to be a member
Higher priority and pre-emption
For hybrid HeNB, every UE can access it even it is not a member. The HeNB know the UE’s CSG membership status upon the reception of the Path Switch Request Acknowledge message, or the UE Context Modification Request message. As described in Figure 6.2.2.4 in ([1]), the malicious UE is only treated as a member UE for a very short period. So it is questionable on the benefit for a UE to pretend to be a member UE in a hybrid HeNB, especially if considering the malicious UE is only treated as a member for a very short period. 
When the UE pretend to be a member, it can get higher priority compared to other UEs being non-members. If the HeNB is full with non-member UEs, the malicious UE may affect the existing services of the non-member UE. But please note that the non-member UEs only get service on “best-effort” basis. There is no guarantee for the non-member UEs. So this does not harm the non-member UEs if its resource is pre-empted. 
The other argument is that the malicious UE may affect the member UEs. But this depends whether the HeNB’s resource us fully used by the member UEs. If the HeNB is serving the non-member UEs, the HeNB should first release the resource for those non-member UEs. The member UE may be affected only when all following conditions are met:

· The HeNB is fully used by member UEs, or the resource used by the non-member UE is not enough to support the malicious UE.
· The malicious UE has higher priority than those member UEs. 

· Pre-emption is allowed/enabled by regulation/operator.

So the member UE can only be affected in a very corner case.
Observation 2: the member UE is only affected in extreme case.
Closed HeNB
The closed HeNB is lower priority scenarios in current SI. The prioritization is based on the operator’s interest, and vendors’ understanding. If there is an interest to re-prioritize it, a good justification is needed. Unless the closed HeNB is re-prioritized, RAN3 should first focus on higher priority use cases. 
So in a summary, the issues as described in ([3]) only happen very rare. Solution 1d is efficient for inter-CSG membership verification.
Proposal 1: RAN3 select Solution 1d for inter-CSG membership verification.

3   Conclusion and Proposals
The contribution analyzed the potential issues for Solution 1d. Based on the analysis, we propose:

Proposal 1: RAN3 select Solution 1d for inter-CSG membership verification.
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