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Discussion
1 Introduction
At the email discussion after RAN3 #75, several solutions have been identified for the problems remaining in intra-LTE scenario (solutions are listed in [1]). They assume different approaches, but in this paper we focus on the two involving usage of the HO type identifier (HO ID in the remaining text, called also HO token): passing the HO ID to the UE that may report it after a failure (solution 2), or passing it to the target and using C-RNTI that needs to be added to the RLF Report to identify the UE context in the last serving cell (solution 2a).
2 Discussion
2.1 Solutions 2 and 2a
The core idea of both of the solutions is to map users onto semi-permanent HO classes. This is based on the fact that an eNB may have limited number of triggering points (though the list may be long) that are reused for UEs that fulfil certain criteria. For example, there may be “fast UEs” or “CRE UEs”. The information about the HO class used for a given UE, i.e. the HO ID, is then passed with the HO. If the connection later fails and the failure is identified as a too early HO or a HO to wrong cell, the HO ID is supposed to be returned to the eNB triggering the first HO together with the failure information (X2AP HO REPORT).
The biggest advantage of the HO ID is that the conditions that caused the wrong HO can be retrieved without expensive storing of UE context at source after each successful HO. However, the precision of the detection of the conditions is only up to the eNB implementation: if an eNB uses indeed a unique HO policy for each and every UE, the HO may identify particular UE. This, however, is unlikely and very extravagant implementation – in typical scenarios a short list of HO policies is used.

The difference between the two variants of the solution is the way the HO ID is passed further: 

· Solution 2: it is sent to the UE, which then returns it to the network when the connection is setup after the failure. Then, the HO ID is passed via the last serving eNB back to the originating eNB.

· Solution 2a: it is sent to the target at the HO preparation phase (e.g. in the X2AP HO REQUEST). Then, it is stored together with the UE context. If the connection fails, the UE must provide the context ID after reconnection, which is passed to the last serving eNB. That eNB can then retrieve the HO ID and send it to the originating eNB.

The difference (for the case of a too early HO) is presented in figure 1.
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Figure 1: Passing of the HO type ID in solutions 2 and 2a.

2.2 Comparison
Both of the methods presented above achieve the main goal: they enable identification of the HO trigger that is set wrongly. They have different advantages, though. The following table compares them.
	
	Solution 2
	Solution 2a

	RRC impact
	RLF Report needs to be enhanced to carry the HO ID.

HO command needs to be enhanced to pass the HO ID to the UE (or a new procedure created).
	RLF Report needs to be enhanced to carry the C-RNTI of the last serving cell.

	X2AP impact
	RLF INDICATION needs to carry bigger RLF Report.

HO REPORT needs to be enhanced to carry the HO ID.
	RLF INDICATION needs to carry bigger RLF Report.

HO REPORT needs to be enhanced to carry the HO ID.

HO REQUEST needs to be enhanced to carry HO ID (or a new procedure created)

	New eNB requirements
	Creating and handling HO IDs
	Creating and handling HO IDs

The context of a failed UE shall not be deleted for a while needed to perform NAS recovery; it shall be retrieved once the RLF INDICATION is received

	Additional benefits
	(none)
	The problem of “double RLF IND” can be solved


The fact that solution 2a enables matching the two RLF INDICATIONs sent from the same event (if two are sent) is quite an important feature. This approach may therefore be better, though final decision may depend also on RAN2’s opinion.
3 Summary
In this paper the HO ID concept was presented again and two methods of its implementation discussed. Benefits of the concept, and further advantages of each of the two approaches were presented. It is proposed that:

1) RAN3 adopts the HO ID concept for intra-LTE MRO improvement;

2) RAN3 analyses the two possibilities and selects the most appropriate one (or asks RAN2 for an opinion).
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