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1 Introduction

RAN3 is currently discussing various methods to perform X2 handover between macro to a hybrid HeNB, within the Rel-11 enhanced mobility SI [1]. In all 4 methods referred to as “Sol. 1x” in [2], membership verification (MV) is performed in the core network, and these solutions differ in how this MV is triggered and in the strategy of the target HeNB for accepting incoming UEs. More in detail, the 4 solutions are currently as follows:

Solution 1a: Source eNB triggers MV before initiating handover.

Solution 1b: Target eNB triggers MV before accepting handover.

Solution 1c: Target HeNB triggers MV during handover, first accepting the UE as a non-CSG-member, later upgrading it if MV is successful.

Solution 1d: Target HeNB triggers MV during handover, first accepting the UE according to its reported CSG membership status, later downgrading it if MV is not successful.

An additional solution listed in [1], Solution 2, requires the CSG membership information to be sent from the core network to the RAN in order for the RAN nodes to perform MV.

This document tries to compare the solutions above with respect to their expected improvement with respect to the current baseline for the eNB-HeNB scenario in Rel-10: namely, the S1 handover.

2 Analysis
2.1 Solutions 1a/1b Vs. S1 Handover

Of all 4 Solutions 1x, Solutions 1a and 1b are the most “conservative” in their approach to MV: handover is not completed before the core network responds.

For Solution 1a, handover is not even initiated before the core network responds. For this reason, handover performance for these two is dominated by the backhaul link performance (speed and latency): in fact, there is very little difference between them and an S1 handover.
It has to be noted, though, that Solution 1b makes a step toward optimizing the signaling flow. It is the target node that triggers MV, so the impact on the source node is very limited (unlike in Solution 1a, that requires the source node to trigger MV).
2.2 Solutions 1c/1d Vs. S1 Handover

Solutions 1c and 1d work around this problem by “expediting” handover and leaving the signaling to the core network (the potential bottleneck) until the very end. In this way, the initial part of the procedure is the same as any X2 handover that does not require any membership check. Provided that the target node has enough resources to serve the UE until the core network reports MV results, the expected handover performance should indeed be very similar to an X2 handover. The two solutions differ, however, in the behavior of the target node while waiting for the core network to confirm the UE membership.

Solution 1c is “conservative”, as it requires the target node to consider all incoming UEs as non-members by default until confirmation is received. According to current discussions over [1], in many cases this can prevent a CSG member from pre-empting or “jumping the queue” over non-members, thereby negating the whole concept of CSG. This might be considered as a strong enough argument for discarding this solution altogether.

On the other hand, Solution 1d is “optimistic”, as it provisionally accepts each UE according to its reported membership until confirmation is received. This might not be totally immune from issues, according to current discussions over [1]: if the target node is overloaded with non-members, a “fake” member might prevent, at least in theory and for a limited amount of time only (the time it takes the core network to process MV), a real member from accessing the target cell. It is unclear, however, how often this issue might be encountered in reality. This disadvantage is therefore much less relevant than the benefit of the improved handover performance of Solution 1d.
The principle, for which the CSG membership reported by the UE is assumed to be correct, is in fact already used for mobility procedures, where the handover signaling is triggered only if the UE reports that it is a member of the target cell. Solution 1d does not deviate from this principle. Furthermore, it has already been discussed that a UE that “fakes” its CSG membership can be rejected and/or blacklisted, temporarily or indefinitely, by the cell or even by the network. We believe this to be a strong deterrent against this sort of attack.
2.3 Solution 2: a Radical Approach
Solution 2 requires sending the UE CSG membership information from the MME to the source eNB so that the source eNB will perform MV based on this information. In theory, this might be done preemptively, possibly on a per-UE basis, in order not to add overhead when handover is required. This is the most “radical” of all the methods being discussed here, as it breaks the current principles that access control or MV should always be performed in the core network, since it is always assumed to be more secure and trusted than the RAN. Completely new signaling between core network and RAN would probably have to be specified, with extremely high impact on the implementation of both core network and RAN. The source node, in particular, would need to perform a function that was always designed to be in the core network, and would need to keep a certain amount of UE subscription information locally cached (and synchronized with the core network) for further use. The only advantage of Sol. 2 is that when the X2 handover takes place, there is no additional signaling involved because the source eNB already made the membership verification decision beforehand: no additional information exchange is needed. Therefore the expected handover performance should be very similar to an X2 handover.
3 Conclusions, Proposals
In this document we tried to compare the various approaches to enhanced mobility in Rel-11, in terms of expected handover speed performance and membership verification strategy.

Solution 2 tries to shift the burden of MV from the core network to the RAN, in order to save explicit signaling at handover time. This has many drawbacks, from the more obvious one of breaking the architecture principle that assigns MV functionality to the core network, to having a much higher impact on RAN node implementation (and, ultimately, hardware cost for the operator due to the additional processing and memory requirements). We believe this solution to be the least attractive of all those studied so far.
Solutions 1a and 1b are the most conservative in their approach to UE membership verification. By having to wait for the core network to confirm membership before handover is completed (or even started, as in Solution 1a), the possible performance improvement is severely limited by the speed and latency of the backhaul link. The performance that we can expect from these solutions, therefore, is not better than the performance of S1 handover, especially in scenarios where the backhaul is congested. Solution 1b can be seen as an optimization that limits the impact of the procedure on the source node. Due to their conservative approach to MV, these two solutions are possibly the only ones that could be used for enhanced mobility to closed HeNBs or for inter-CSG enhanced mobility without making any compromises on authentication. It is to be noted though, that these latter scenarios have now lower priority in the SI activity (especially the inter-CSG scenarios).
Solutions 1c/1d, on the other hand, make a compromise in terms of their approach to UE membership verification by allowing a UE to access the target cell before waiting for confirmation. By piggy-backing the MV request and responses on top of the path switch signaling toward the end of the handover procedure, these solutions decouple handover performance from backhaul link load. Solution 1c is probably the more conservative of the two, allowing all UEs as non-members until CSG membership is confirmed, while Solution 1d trusts the UE’s reported status until confirmation is received.
Having seen the above considerations, we propose the following.

Proposal 1: Solution 2 should be down-prioritized.
Proposal 2: RAN3 should discuss the selection criteria for Rel-11 enhanced mobility MV solutions, i.e. whether to prioritize improved performance or solution reusability to down-prioritized mobility scenarios.
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