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1 Introduction 

This contribution analyses the application of solutions 1a-1d and 2 defined for enhanced mobility with the macro network in section 6.2.2 of TR 37.803 [1] to the other use cases defined in section 1.1 of the same TR and propose a way forward.
While the solutions addressed in section 6.2.2 of the TR are related to the handover to a hybrid HeNB, it is worth analysing these solutions in the context of how they support the other handover scenarios defined in section 1.1 of the TR. The goal of this analysis is to understand whether adopting one of these solutions will also solve the other handover scenarios or whether an additional solution is needed to solve these. 

Additionally, it is worth better understanding the performance improvement over S1 provided by the each solution in each handover scenario. In fact, Since S1 handover is already defined, the solution chosen should emphasize the performance improvement available for the majority of actual cases expected in practice as opposed to a solution which is less efficient but applies to more handover scenarios which may be less frequent.

2 Background
Contribution R3-113091 [2] captured five solutions (labelled 1a-1d and 2) for performing membership verification for handover from a macro – hybrid HeNB. 
-
Solution 1: Membership verification (MV) in CN.

-
Solution 1a: Source eNB triggers MV before initiating handover.

-
Solution 1b: Target HeNB triggers MV before accepting handover.
-
Solution 1c: Target HeNB triggers MV during handover, first accepting the UE as a non-member and later upgrading it if MV checks 

-
Solution 1d: Target HeNB triggers MV during handover, first accepting the UE according to its reported CSG membership status and later downgrading it if MV fails.

Solution 2: MV in the RAN.
As stated, these solutions apply in principle also to femto-femto scenarios, for handovers from open HeNB to hybrid HeNB, and from hybrid HeNB to hybrid HeNB with different CSG ID (inter-CSG case). It is therefore natural to favor adopting a solution that would cover most scenarios, while maximizing performance benefits of enhanced mobility: 

Principle 1: A single solution should be standardised which supports as many different handover scenarios as possible while maximizing the handover performance benefit that can be achieved compared to the existing S1 handover solution.
3 Evaluation methodology

3.1 Evaluation principles
In determining whether solutions 1 and 2 support mobility in different HO scenarios we need to first understand if there are any principles that should be adopted in determining whether a solution supports a scenario.

The first issue to consider is related to security and the level of trust possible between a source HeNB and a target HeNB of different CSGs. Since a HeNB is a user deployed device, it seems prudent that a solution should minimize the level of trust expected between HeNBs of different CSGs with regard to the CSG access control. 
As such our second principle is:

Principle 2: A source HeNB is not trusted by the target HeNB that does not have the same CSG with performing the CSG subscription verification.
NOTE: 
Principle 2 applies whether the source HeNB performs the subscription verification with the MME as in solution 1a or if it receives the subscription information from the MME and performs the subscription verification locally as defined in solution 2.
The second issue to consider is related to handover performance and security. As defined in Rel-9, the UE is rejected for handover to a CSG cell before the HO occurs since allowing the HO and then rejecting the UE will result in a poor user experience. Even though this is a corner case, it was decided that it was sufficiently important not to allow this behaviour and only define S1 HO at the time. 

As such our third principle is:

Principle 3: For handover to a closed target HeNB, the CSG access control needs to be performed before the HO is accepted, i.e., before the target HeNB sends the HANDOVER REQUEST ACKNOWLEDGE message.
NOTE: 
By combing Principles 2 and 3, it implies that access control to closed target HeNB must be performed by the CN at the target HeNB before accepting the HO.
3.2 Analysis of mobility support for the different handover scenarios to a hybrid/closed HeNB
3.2.1 Handover support
The following table analyses whether solutions 1 and 2 support mobility for each of the different use cases defined in section 1.1 of TR 37.803:

	Handover scenario
	Solution 1a: Source eNB triggers MV before handover
	Solution 1b: Target HeNB triggers MV before handover
	Solution 1c: Target HeNB accepts the UE as a non-member and later upgrading it if MV checks
	Solution 1d: Target HeNB accepts the UE according to its reported CSG membership status and later downgrading it if MV fails
	Solution 2:
MV in the RAN

	Macro ( hybrid HeNB 
	Supported
	Supported
	Supported
	Supported
	Supported

	Macro ( closed HeNB
	Supported
	Supported
	Not supported1
	Not supported2
	Supported 

	Open HeNB ( hybrid HeNB
	Not supported4
	Supported
	Supported
	Supported
	Not supported3

	Open HeNB ( closed HeNB
	Not supported4
	Supported
	Not supported1
	Not supported2
	Not supported3

	Hybrid HeNB ( hybrid HeNB (inter CSG)
	Not supported4
	Supported
	Supported
	Supported
	Not supported3

	Hybrid HeNB ( closed HeNB (inter CSG)
	Not supported4
	Supported
	Not supported1
	Not supported2
	Not supported3

	Closed HeNB ( hybrid HeNB (inter CSG)
	Not supported4
	Supported
	Supported
	Supported
	Not supported3

	Closed HeNB ( closed HeNB (inter CSG)
	Not supported4
	Supported
	Not supported1
	Not supported2
	Not supported3


1 
Solution 1c accepts a UE as a non-member which is not valid for a closed HeNB since only members are allowed at a closed HeNB

2
Access control is not performed until after the HO occurs so it is not suitable for hand-in to a closed cell as described in principle 3 above. 
NOTE: For closed HeNBs, it is assumed only UEs that report as members are accepted for handover in solution 1d.

3 
Assumes that a HeNB is not trusted to not tamper with the CSG subscription information of a UE as described in principle 2 above.
4 
Assumes that a source HeNB is not trusted by the target HeNB with performing the subscription verification as described in principle 2 above.

3.2.2 Mobility enhancement
The following table analyses the performance benefits for solutions 1 and 2 in terms of control plane signaling:

	Handover scenario
	Solution 1a: Source eNB triggers MV before handover
	Solution 1b: Target HeNB triggers MV before handover
	Solution 1c: Target HeNB accepts the UE as a non-member and later upgrading it if MV checks
	Solution 1d: Target HeNB accepts the UE according to its reported CSG membership status and later downgrading it if MV fails
	Solution 2:
MV in the RAN

	Macro ( hybrid HeNB 
	From CN perspective half the S1 messages used for S1 HO
From eNB perspective twice as many messages as X2 at source eNB
	From CN perspective half the S1 messages used for S1 HO

From eNB perspective twice as many messages as X2 at target eNB
	Equivalent to X2 HO 

(no additional messages introduced, only additional IEs)
	Equivalent to X2 HO 

(no additional messages introduced, only additional IEs)
	Equivalent to X2 HO 

(no additional messages introduced, only additional IEs)


3.3 Observations
Based on the table in section 3.2, we note the following observations

Handover support:

-
Solution 1a and 2 are only suitable to handover from the macro to a hybrid/closed HeNB, i.e., the solutions are not applicable to handover from a source HeNB.
-
Solutions 1c and 1d are only suitable to handover to a hybrid HeNB, i.e., the solutions are not applicable to handover to a closed HeNB.

-
Solutions 1b is suitable for all handover scenarios.

Mobility performance:

-
Solution 1c, 1d and 2 yield mobility performance equivalent to an X2 handover.

-
Solutions 1a and 1b are only slightly more efficient from the CN perspective than an S1 HO and require twice as many messages for HO preparation from the source and target eNB respectively.

Based on principle 1, the key question is whether the extra scenarios solved by solution 1b justify the use of a less efficient solution or whether it is sufficient to adopt solutions 1c or 1d.
4 Conclusion and proposal
This contribution has analysed the application of solutions 1 a-d and 2 defined for enhanced mobility with the macro network in section 6.2.2 of TR 37.803 to the other use cases defined in section 1.1 of the TR.
The decision on which solution to suggest is based on the following principle and assumptions:

-
Principle 1: A single solution should be standardised to support as many different handover scenarios as possible based on the level of enhanced mobility that can be achieved.
-
Principle 2: A source HeNB is not trusted by the target HeNB that does not have the same CSG with performing the CSG subscription verification.
-
Principle 3: For handover to a closed target HeNB, the CSG access control needs to be performed before the HO is accepted, i.e., before the target HeNB sends the HANDOVER REQUEST ACKNOWLEDGE message.
Based on the analysis in section 3 we propose to either:

· Adopt solution 1b as the solution to support all handover scenarios in section 1.1 of TR 37.803; or

· Adopt solution 1c or 1d as the solution to support the handover scenarios to a hybrid HeNB and use S1 to support handover scenarios to a closed HeNB in section 1.1 of TR 37.803 [1].
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