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8
RANAP Procedures

8.1
Elementary Procedures

In the following tables, all EPs are divided into Class 1, Class 2 and Class 3 EPs (see subclause 3.1 for explanation of the different classes):

Table 1: Class 1

	Elementary Procedure
	Initiating Message
	Successful Outcome
	Unsuccessful Outcome

	
	
	Response message
	Response message

	Iu Release
	IU RELEASE COMMAND
	IU RELEASE COMPLETE
	

	Relocation Preparation
	RELOCATION REQUIRED
	RELOCATION COMMAND
	RELOCATION PREPARATION FAILURE

	Relocation Resource Allocation
	RELOCATION REQUEST
	RELOCATION REQUEST ACKNOWLEDGE
	RELOCATION FAILURE

	Relocation Cancel
	RELOCATION CANCEL
	RELOCATION CANCEL ACKNOWLEDGE
	

	SRNS Context Transfer
	SRNS CONTEXT REQUEST
	SRNS CONTEXT RESPONSE
	

	Security Mode Control
	SECURITY MODE COMMAND
	SECURITY MODE COMPLETE
	SECURITY MODE REJECT

	Data Volume Report
	DATA VOLUME REPORT REQUEST
	DATA VOLUME REPORT
	

	Reset
	RESET
	RESET ACKNOWLEDGE
	

	Reset Resource
	RESET RESOURCE
	RESET RESOURCE ACKNOWLEDGE
	

	Location related Data
	LOCATION RELATED DATA REQUEST
	LOCATION RELATED DATA RESPONSE
	LOCATION RELATED DATA FAILURE

	Information Transfer
	INFORMATION TRANSFER INDICATION
	INFORMATION TRANSFER CONFIRMATION
	INFORMATION TRANSFER FAILURE

	Uplink Information Exchange
	UPLINK INFORMATION EXCHANGE REQUEST
	UPLINK INFORMATION EXCHANGE RESPONSE
	UPLINK INFORMATION EXCHANGE FAILURE

	MBMS Session Start
	MBMS SESSION START
	MBMS SESSION START RESPONSE
	MBMS SESSION START FAILURE

	MBMS Session Update
	MBMS SESSION UPDATE
	MBMS SESSION UPDATE RESPONSE
	MBMS SESSION UPDATE FAILURE

	MBMS Session Stop
	MBMS SESSION STOP REQUEST
	MBMS SESSION STOP RESPONSE
	

	MBMS UE Linking
	MBMS UE LINKING REQUEST
	MBMS UE LINKING RESPONSE
	

	MBMS Registration
	MBMS REGISTRATION REQUEST
	MBMS REGISTRATION RESPONSE
	MBMS REGISTRATION FAILURE

	MBMS CN De-Registration
	MBMS CN DE-REGISTRATION REQUEST
	MBMS CN DE-REGISTRATION RESPONSE
	

	MBMS RAB Release
	MBMS RAB RELEASE REQUEST
	MBMS RAB RELEASE
	MBMS RAB RELEASE FAILURE

	Enhanced Relocation Complete
	ENHANCED RELOCATION COMPLETE REQUEST
	ENHANCED RELOCATION COMPLETE RESPONSE
	ENHANCED RELOCATION COMPLETE FAILURE

	SRVCC Preparation
	SRVCC CS KEYS REQUEST
	SRVCC CS KEYS RESPONSE
	

	rSRVCC Preparation
	RSRVCC MEDIA PLANE REQUEST
	RSRVCC MEDIA PLANE RESPONSE
	


Table 2: Class 2

	Elementary Procedure
	Message

	RAB Modification Request
	RAB MODIFY REQUEST

	RAB Release Request
	RAB RELEASE REQUEST

	Iu Release Request
	IU RELEASE REQUEST

	Relocation Detect
	RELOCATION DETECT

	Relocation Complete
	RELOCATION COMPLETE

	SRNS Data Forwarding Initiation
	SRNS DATA FORWARD COMMAND

	SRNS Context Forwarding from Source RNC to CN
	FORWARD SRNS CONTEXT

	SRNS Context Forwarding to Target RNC from CN
	FORWARD SRNS CONTEXT

	Paging
	PAGING

	Common ID
	COMMON ID

	CN Invoke Trace
	CN INVOKE TRACE

	CN Deactivate Trace
	CN DEACTIVATE TRACE

	Location Reporting Control
	LOCATION REPORTING CONTROL

	Location Report
	LOCATION REPORT

	Initial UE Message
	INITIAL UE MESSAGE

	Direct Transfer
	DIRECT TRANSFER

	Overload Control
	OVERLOAD

	Error Indication
	ERROR INDICATION

	UE Specific Information 
	UE SPECIFIC INFORMATION INDICATION

	Direct Information Transfer 
	DIRECT INFORMATION TRANSFER

	MBMS RAB Establishment Indication 
	MBMS RAB ESTABLISHMENT INDICATION

	Enhanced Relocation Complete Confirm
	ENHANCED RELOCATION COMPLETE CONFIRM


Table 3: Class 3

	Elementary Procedure
	Initiating Message
	Response Message

	RAB Assignment
	RAB ASSIGNMENT REQUEST
	RAB ASSIGNMENT RESPONSE x N (N>=1)


The following applies concerning interference between Elementary Procedures:

-
The Reset procedure takes precedence over all other EPs.

-
The Reset Resource procedure takes precedence over all other EPs except the Reset procedure.

-
The Iu Release procedure takes precedence over all other EPs except the Reset procedure and the Reset Resource procedure.
#Partially omitted
8.6
Relocation Preparation

8.6.1
General

The purpose of the Relocation Preparation procedure is to prepare relocation of SRNS either with involving the UE or without involving the UE. The relocation procedure shall be co-ordinated over all Iu signalling connections existing for the UE in order to allow Relocation co-ordination in the target RNC. The procedure uses connection oriented signalling.

The source RNC shall not initiate the Relocation Preparation procedure for an Iu signalling connection if a Prepared Relocation exists in the RNC for that Iu signalling connection or if a Relocation Preparation procedure is ongoing for that Iu signalling connection or in the case of a MOCN configuration if the Rerouting Function is ongoing.

8.6.2
Successful Operation
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Figure 5: Relocation Preparation procedure. Successful operation.

The source RNC initiates the procedure by sending a RELOCATION REQUIRED message. The source RNC shall decide whether to initiate an intra-system Relocation or an inter-system handover.

The source RNC shall indicate the appropriate cause value for the Relocation in the Cause IE. Typical cause values are "Time critical Relocation", "Resource optimisation relocation", "Relocation desirable for radio reasons" , "Directed Retry", "Reduce Load in Serving Cell", "Access Restricted Due to Shared Networks", "No Iu CS UP relocation".

The source RNC shall determine whether the relocation of SRNS shall be executed with or without involvement of the UE. The source RNC shall set accordingly the Relocation Type IE to "UE involved in relocation of SRNS" or "UE not involved in relocation of SRNS".

In case of intra-system Relocation, the source RNC:

-
shall indicate in the Source ID IE the RNC-ID of the source RNC and in the Target ID IE the RNC-ID of the target RNC only including the RAC if the message is sent towards the PS domain;

-
shall in case SRVCC is performed include the SRVCC HO Indication IE in the RELOCATION REQUIRED message. The value of SRVCC HO Indication IE shall be set by the source RNC. In case the source RNC decides to involve at the target side only CS domain, the SRVCC HO Indication IE shall be set to "CS only", to "PS and CS" in case CS and PS domain at the target side shall be involved;

NOTE:
The Number of Iu Instances IE within the Source RNC to Target RNC Transparent Container IE shall be set according to the SRVCC HO Indication or rSRVCC HO Indication IE.

-
shall in case rSRVCC is performed include the rSRVCC HO Indication IE and the Routing parameter IE and the LAI IE and the RAC IE in the RELOCATION REQUIRED message. The value of rSRVCC HO Indication IE and the Routing parameter IE and the LAI IE and the RAC IE shall be set by the source RNC. 
-
shall include in the RELOCATION REQUIRED message the Source to Target Transparent Container IE. This container shall be encoded according to the Source RNC to Target RNC Transparent Container IE definition. The Source RNC to Target RNC Transparent Container IE shall include:

-
the Relocation Type IE and the Number of Iu Instances IE containing the number of Iu signalling connections existing for the UE.

-
the Integrity Protection Key IE from the last received domain on which the Security Mode Control procedure has been successfully performed, and the associated Chosen Integrity Protection Algorithm IE that has been selected for this domain.

-
the Ciphering Key IE for the signalling data from the last received domain on which the Security Mode Control procedure has been successfully performed if the ciphering has been started, together with the associated Chosen Encryption Algorithm IE that has been selected for this domain. If the ciphering has not been started, the RNC may include the Ciphering Key IE and the Chosen Encryption Algorithm IE if they are available.

-
for each domain where the Security Mode Control procedure has been successfully performed in the source RNC, the Chosen Encryption Algorithm IE of CS (PS respectively) user data corresponding to the ciphering alternative that has been selected for this domain. If the Security Mode Control procedure had not been successful or performed for one domain or had proposed no ciphering alternative, the Chosen Encryption Algorithm IE for the user data of this domain shall not be included. When both the CS and the PS user data Chosen Encryption Algorithm IEs are provided, they shall be the same.

-
the RRC Container IE. If the Relocation Type IE is set to "UE not involved in relocation of SRNS" and the UE is using DCH(s), DSCH(s), USCH(s), HS-DSCH and/or E-DCH, the Source RNC to Target RNC Transparent Container IE shall:

-
for each RAB include the RAB ID, the CN Domain Indicator IE and the mapping between each RAB subflow and transport channel identifier(s) over Iur, i.e. if the RAB is carried on a DCH(s), the DCH ID(s) shall be included, and when it is carried on DSCH(s), USCH(s), HS-DSCH and/or E-DCH, the DSCH ID(s), USCH ID(s), HS-DSCH MAC-d Flow ID and/or E-DCH MAC-d Flow ID respectively shall be included.

-
only in the case the active SRBs in SRNC are not all mapped onto the same DCH, include the SRB TrCH Mapping IE containing for each SRB the SRB ID and the associated transport channel identifier over Iur, i.e. if the SRB is carried on a DCH, the DCH ID shall be included, and when it is carried on DSCH, USCH, HS-DSCH and/or E-DCH, the DSCH ID, USCH ID,HS-DSCH MAC-d Flow ID and/or E-DCH MAC-d Flow ID respectively shall be included.

-
the d-RNTI IE, if the Relocation Type IE is set to "UE not involved in relocation of SRNS".

-
the Target Cell ID IE, if the Relocation Type IE is set to "UE involved in relocation of SRNS".
-
in the PS RAB To Be Replaced IE the RAB ID of the voice RAB which is relocated from the PS to the CS CN domain, in case SRVCC is performed.

-
the d-RNTI for No IuCS UP IE, if the source RNC doesn't have an Iu-CS user plane connection, the Relocation Type IE is set to "UE involved in relocation of SRNS" and the reason for the relocation is the source RNC cannot support CS service. The Cause IE shall be set as "No Iu CS UP relocation" in the RELOCATION REQUIRED message.
-
the MBMS Linking Information IE, if available, in case the UE has been linked to at least one Multicast Service.
-
the UE History Information IE and the source RNC shall add the stored information to the Last Visited Cell List IE, in case the source RNC is configured to collect UE history information.

-
the Subscriber Profile ID for RAT/Frequency priority IE if available in the source RNC.
-
the Management Based MDT Allowed IE if this has been provided to the RNC.
-    the Uplink IP Address IE and the Uplink Port IE and the Downlink Port IE and the Codec IE in case of rSRVCC is performed
-
may in case a Trace Recording Session is active in the Source RNC due to a Signalling Based Activation (see ref TS 32.421 [37]), include the Trace Recording Session Information IE containing information identifying the Trace Record being generated in the Source RNC to Target RNC Transparent Container IE.

In case of inter-system handover to GSM CS domain, the RNC:

-
the source RNC shall indicate in the Source ID IE the Service Area Identifier and in the Target ID IE the cell global identity of the cell in the target system;

-
shall include the MS Classmark 2 and MS Classmark 3 IEs received from the UE in the RELOCATION REQUIRED message to the CN;
-
shall include the Old BSS to New BSS Information IE within the RELOCATION REQUIRED message only if the information is available. This information shall include, if available, the current traffic load in the source cell, i.e. prior to the inter-system handover attempt. This information shall also include the source cell identifier the included traffic load values correspond to. In the case the UE is using, prior to the inter-system handover attempt, radio resources of more than one cell, it is implementation specific for which cell the source RNC should report the current traffic load and the cell identifier.

-
shall in case SRVCC is performed include the SRVCC HO Indication IE in the RELOCATION REQUIRED message. The value of SRVCC HO Indication IE shall be set to "CS only" by the source RNC;
In case of inter-system handover to GSM PS domain, the RNC:

-
shall indicate in the Source ID IE the Service Area Identifier, in the Target ID IE the cell global identity of the cell in the target system and shall also indicate routing area code for the relevant cell in the target system;

-
shall include the Source BSS to Target BSS Transparent Container IE within the RELOCATION REQUIRED message to the CN. It may indicate in this container whether it requests to receive the SI/PSI container from the external inter-system handover target in the RELOCATION COMMAND message.
In case of inter-system handover towards the GSM CS domain and GSM PS domain in parallel, the source RNC:

-
shall include in the Target ID IE the same cell global identity of the cell in the target system for CS domain and PS domain and set the appropriate information about the nature of the CS/PS inter-system handover (see ref TS 43.055 [47]) in the Old BSS to New BSS Information IE and Source BSS to Target BSS Transparent Container IE accordingly.

-
shall in case SRVCC is performed include the SRVCC HO Indication IE in the RELOCATION REQUIRED message. The value of SRVCC HO Indication IE shall be set to "PS and CS" by the source RNC;

In case of inter-system handover to E-UTRAN (as specified in TS 23.401 [48]), the RNC:

-
shall indicate in the Source ID IE the RNC-ID of the source RNC and in the Target ID IE either the eNB-ID or the Corresponding RNC-ID of the target eNodeB in the target system (see subclause 9.2.1.25);

-
shall include the Source to Target Transparent Container IE within the RELOCATION REQUIRED message. The information in the container shall be encoded according to the Source eNB to Target eNB Transparent Container IE definition as specified in TS 36.413 [49].
When the source RNC sends the RELOCATION REQUIRED message, it shall start the timer TRELOCprep.
When the preparation including resource allocation in the target system is ready and the CN has decided to continue the relocation of SRNS, the CN shall send a RELOCATION COMMAND message to the source RNC and the CN shall start the timer TRELOCcomplete.

If the CSG Id IE and no Cell Access Mode IE are received in the RELOCATION REQUIRED message, the CN shall perform the access control according to the CSG Subscription Data of that UE and if the access control is successful, or if one of the RABs has some particular ARP values (see TS 23.060 [21]), it shall continue the relocation and propagate the target CSG Id IE to the target side. If the access control is unsuccessful but at least one of the RABs has some particular ARP values (see TS 23.060 [21]) the CN shall also provide the CSG Membership Status IE set to "non-member" to the target side.

If the CSG Id IE and the Cell Access Mode IE set to "hybrid" are received in the RELOCATION REQUIRED message, the CN shall provide the CSG Membership Status IE of the UE and the target CSG Id to the target side.

If the Target To Source Transparent Container IE or the L3 information IE or the Target BSS to Source BSS Transparent Container IE is received by the CN from the relocation target, it shall be included in the RELOCATION COMMAND message.

The RELOCATION COMMAND message may also contain the Inter-System Information Transparent Container IE.

In case of SRVCC operation, when the target system is GERAN the RELOCATION COMMAND message shall contain the SRVCC Information IE.
In case of rSRVCC operation, when the target system is LTE the RELOCATION COMMAND message shall contain the Uplink IP Address IE and the Uplink Port IE and the Downlink Port IE and the Codec IE.
If the Target BSS to Source BSS Transparent Container IE is received in the RELOCATION COMMAND message, only the value part of the UE related containers received shall be sent to the UE.

For each RAB successfully established in the target system and originating from the PS domain, the RELOCATION COMMAND message shall contain at least one pair of Iu transport address and Iu transport association to be used for the forwarding of the DL N-PDU duplicates towards the relocation target. If more than one pair of Iu transport address and Iu transport association is included, the source RNC shall select one of the pairs to be used for the forwarding of the DL N-PDU duplicates towards the relocation target. Upon reception of the RELOCATION COMMAND message from the PS domain, the source RNC shall start the timer TDATAfwd.
The Relocation Preparation procedure is terminated in the CN by transmission of the RELOCATION COMMAND message.

If the target system (including target CN) does not support all existing RABs, the RELOCATION COMMAND message shall contain a list of RABs indicating all the RABs that are not supported by the target system. This list may include information on RABs from the PS domain not existing in the source RNC which shall be ignored by the source RNC. This list is contained in the RABs to Be Released IE. The source RNC shall use this list to avoid transferring associated contexts where applicable and may use this list e.g. to decide if to cancel the relocation or not. The resources associated with not supported RABs shall not be released until the relocation is completed. This is in order to make a return to the old configuration possible in case of a failed or cancelled relocation.

Upon reception of the RELOCATION COMMAND message the source RNC shall stop the timer TRELOCprep, start the timer TRELOCOverall and terminate the Relocation Preparation procedure. The source RNC is then defined to have a Prepared Relocation for that Iu signalling connection.

When the Relocation Preparation procedure is successfully terminated and when the source RNC is ready, the source RNC should trigger the execution of relocation of SRNS.

Interactions with the SRVCC Preparation procedure:

In case of SRVCC operation, the Source RNC to Target RNC Transparent Container IE shall include the Integrity Protection Key IE, the Ciphering Key IE for the signalling data and the SRVCC Information as received during the SRVCC Preparation procedure.
Interactions with the rSRVCC Preparation procedure:
In case of rSRVCC operation, if the RNC decides to initiate the rSRVCC, the RNC shall only initate the Relocation Preparation procedure on the Iu-cs signalling connections existing for the UE, the Source RNC to Target RNC Transparent Container IE shall include the Uplink IP Address IE and the Uplink Port IE and the Downlink Port IE and the Codec IE as received during the rSRVCC Media Plane Preparation procedure in case of Intra-UMTS handover.
Interactions with other procedures:

If, after a RELOCATION REQUIRED message is sent and before the Relocation Preparation procedure is terminated, the source RNC receives a RANAP message initiating another connection oriented RANAP class 1 or class 3 procedure (except IU RELEASE COMMAND message, which shall be handled normally) via the same Iu signalling connection, the source RNC shall either:

1.
cancel the Relocation Preparation procedure i.e. execute the Relocation Cancel procedure with an appropriate value for the Cause IE, e.g. "Interaction with other procedure", and after successful completion of the Relocation Cancel procedure, the source RNC shall continue the initiated RANAP procedure;

or

2.
terminate the initiated RANAP procedure without any changes in UTRAN by sending the appropriate response message with the cause value "Relocation Triggered" to the CN. The source RNC shall then continue the relocation of SRNS.

If during the Relocation Preparation procedure the source RNC receives a DIRECT TRANSFER message it shall be handled normally up to the anticipated limit according to section 14.12.4.2 TS 25.331 [10].

If during the Relocation Preparation procedure the source RNC receives connection oriented RANAP class 2 messages (with the exception of DIRECT TRANSFER message) it shall decide to either execute the procedure immediately or suspend it. In case the relocation is cancelled, the RNC shall resume any suspended procedures (if any).

After the Relocation Preparation procedure is successfully terminated, all RANAP messages (except IU RELEASE COMMAND message, which shall be handled normally) received via the same Iu signalling bearer shall be ignored by the source RNC.

8.6.2.1
Successful Operation for GERAN Iu-mode

The relocation between UTRAN and GERAN Iu-mode shall be considered in the Relocation Preparation procedure as intra-system relocation from RANAP point of view.

For GERAN Iu-mode and to support Relocation towards a GERAN BSC in Iu mode the following shall apply in addition for the successful operation of the Relocation Preparation procedure:

-
In case of a Relocation to GERAN Iu-mode (only for CS), the RNC shall include, if available, the GERAN Classmark IE within the RELOCATION REQUIRED message in those cases where the transmission of the GERAN Classmark IE is required, as defined in TS 43.051 [27].

8.6.3
Unsuccessful Operation
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Figure 6: Relocation Preparation procedure. Unsuccessful operation.

If the CN or target system is not able to even partially accept the relocation of SRNS, or a failure occurs during the Relocation Preparation procedure in the CN, or the CN decides not to continue the relocation of SRNS, the CN shall send a RELOCATION PREPARATION FAILURE message to the source RNC.

The RELOCATION PREPARATION FAILURE message shall contain the appropriate value for the Cause IE, e.g. "TRELOCalloc expiry", "Relocation Failure in Target CN/RNC or Target System", "Relocation not supported in Target RNC or Target System", "Relocation Target not allowed", "No Radio Resources Available in Target Cell" or "Traffic Load In The Target Cell Higher Than In The Source Cell".

Transmission of the RELOCATION PREPARATION FAILURE message terminates the procedure in the CN. Reception of the RELOCATION PREPARATION FAILURE message terminates the procedure in UTRAN.

When the Relocation Preparation procedure is unsuccessfully terminated, the existing Iu signalling connection can be used normally.

If the Relocation Preparation procedure is unsuccessfully terminated, the CN shall release the possibly existing Iu signalling connection for the same UE and related to the same relocation of SRNS towards the target RNC by initiating the Iu Release procedure towards the target RNC with an appropriate value for the Cause IE, e.g. "Relocation Cancelled".

The RELOCATION PREPARATION FAILURE message may contain the Inter-System Information Transparent Container IE. 

If the CSG Id IE and no Cell Access Mode IE are received in the RELOCATION REQUIRED message and the access control is unsuccessful and if none of the RABs has some particular ARP values (see TS 23.060 [21]), the CN shall send the RELOCATION PREPARATION FAILURE message with an appropriate cause value to the source RNC. Upon reception, the source RNC may decide to prevent relocation for that UE towards closed access mode cells with corresponding CSG Id.

Interactions with Relocation Cancel procedure:

If there is no response from the CN to the RELOCATION REQUIRED message before timer TRELOCprep expires in the source RNC, the source RNC shall cancel the Relocation Preparation procedure by initiating the Relocation Cancel procedure with the appropriate value for the Cause IE, e.g. "TRELOCprep expiry".

8.6.4
Abnormal Conditions

If the target RNC indicated in the RELOCATION REQUIRED message is not known to the CN:

1.
The CN shall reject the relocation of SRNS by sending a RELOCATION PREPARATION FAILURE message to the source RNC with Cause IE set to "Unknown target RNC".

2.
The CN shall continue to use the existing Iu connection towards the source RNC.

NOTE: 
In case two CN domains are involved in the SRNS Relocation Preparation procedure and the Source RNC receives the Target RNC to Source RNC Transparent Container IE via two CN domains, it may check whether the content of the two Target RNC to Source RNC Transparent Container IE is the same. In case the Source RNC receives two different Target RNC to Source RNC Transparent Container IEs, the RNC behaviour is left implementation-specific.

NOTE: 
In case two CN domains are involved in the SRNS Relocation Preparation procedure due to the inter-system handover towards the GSM CS domain and GSM PS domain in parallel and the Source RNC receives the L3 Information IE from CS domain and the Target BSS to Source BSS Transparent Container IE from PS domain, it may check whether the content of the L3 Information IE and the content of the Target BSS to Source BSS Transparent Container IE is the same. In case the Source RNC receives two IEs with different contents, the RNC behaviour is left implementation-specific.

8.6.5
Co-ordination of Two Iu Signalling Connections

If the RNC decides to initiate the Relocation Preparation procedure for a UTRAN to UTRAN relocation and if the RNC decides not to initiate the rSRVCC handover procedure, the RNC shall initiate simultaneously a Relocation Preparation procedure on all Iu signalling connections existing for the UE. The source RNC shall also include the same Source RNC to Target RNC Transparent Container IE, Relocation Type IE, Source ID IE and Cause IE in the RELOCATION REQUIRED message towards the two domains.

For intersystem handover to GSM, the Relocation Preparation procedure shall be initiated either only towards the circuit-switched CN or only towards the packet-switched CN, if the inter-system handover towards the GSM CS domain and GSM PS domain in parallel is not supported. Otherwise if the RNC decides not to initiate the rSRVCC handover procedure, the Relocation Preparation procedure shall be simultaneously initiated towards both the circuit-switched CN and the packet-swithched CN.

The source RNC shall not trigger the execution of relocation of SRNS unless it has received a RELOCATION COMMAND message from all Iu signalling connections for which the Relocation Preparation procedure has been initiated.

If the source RNC receives a RELOCATION PREPARATION FAILURE message from the CN, the RNC shall initiate the Relocation Cancel procedure on the other Iu signalling connection for the UE if the other Iu signalling connection exists and if the Relocation Preparation procedure is still ongoing or the procedure has terminated successfully in that Iu signalling connection.

8.7
Relocation Resource Allocation

8.7.1
General

The purpose of the Relocation Resource Allocation procedure is to allocate resources from a target RNS for a relocation of SRNS. The procedure shall be co-ordinated over all Iu signalling connections existing for the UE. The procedure uses connection oriented signalling.

NOTE:
In case of SRVCC operation, the procedure shall be co-ordinated in the domains which the source RNC decides to involve in the SRVCC operation.

8.7.2
Successful Operation
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Figure 7: Relocation Resource Allocation procedure. Successful operation.

The CN initiates the procedure by generating a RELOCATION REQUEST message. In a UTRAN to UTRAN relocation, the message shall contain the information (if any) required by the UTRAN to build at least the same set of RABs as existing for the UE before the relocation, except the relocation due to SRVCC operation. The CN may indicate that RAB QoS negotiation is allowed for certain RAB parameters and in some cases also which alternative values to be used in the negotiation.

The RELOCATION REQUEST message may also include an alternative RAB configuration for a RAB specified in the Alternative RAB configuration IE in the Alternative RAB Parameter Values IE. If Alternative RAB configuration IE for a RAB is included in the RELOCATION REQUEST message, the target RNC is allowed after the successful relocation to request the CN to trigger the execution of this alternative RAB configuration. No negotiation is allowed during the Relocation Resource Allocation procedure between the requested RAB configuration and this alternative RAB configuration.

When the CN transmits the RELOCATION REQUEST message, it shall start the timer TRELOCalloc.

When a RELOCATION REQUEST message is sent from a CN node towards an RNC for which the sending CN node is not the default CN node, the Global CN-ID IE shall be included.

Upon reception of the RELOCATION REQUEST message, the target RNC shall initiate allocation of requested resources.

The RELOCATION REQUEST message shall contain the following IEs:

-
Permanent NAS UE Identity IE (if available);

-
Cause IE;

-
CN Domain Indicator IE;

-
Source RNC To Target RNC Transparent Container IE;

-
Iu Signalling Connection Identifier IE;

-
Integrity Protection Information IE (if available);
-
SNA Access Information IE (if available);
-
UESBI-Iu IE (if available);

-
Selected PLMN identity IE if in MOCN or GWCN configuration;

-
CN MBMS Linking Information IE (if available);

-
UE Aggregate Maximum Bit Rate IE (if available).
For each RAB requested to relocate (or to be created e.g. in the case of inter-system handover), the message shall contain the following IEs:

-
RAB-ID IE;

-
NAS Synchronisation Indicator IE (if the relevant NAS information is provided by the CN);
-
RAB parameters IE;

-
User Plane Information IE;

-
Transport Layer Address IE;

-
Iu Transport Association IE;

-
Data Volume Reporting Indication IE (only for PS);
-
PDP Type Information IE (only for PS).

The RELOCATION REQUEST message may include the following IE:

-
Encryption Information IE (shall not be included if the Integrity Protection Information IE is not included);

-
CSG Membership Status IE (shall be included in cases of relocation of CSG capable UEs to hybrid cells);

PDP Type Information extension IE (may be included if PDP Type Information IE is included).
For each RAB requested to relocate the message may include the following IEs:

-
Service Handover IE;
-
Alternative RAB Parameter Values IE;

-
E-UTRAN Service Handover IE.

The following information elements received in RELOCATION REQUEST message require the same special actions in the RNC as specified for the same IEs in the RAB Assignment procedure:

-
RAB-ID IE;
-
User plane Information IE (i.e. required User Plane Mode and required User Plane Versions);
-
Priority level IE, Pre-emption Capability IE and Pre-emption Vulnerability IE;
-
Service Handover IE;

-
E-UTRAN Service Handover IE.

The SDU Format Information Parameter IE in the RAB Parameters IE shall be present only if the User Plane Mode IE is set to "support mode for pre-defined SDU sizes" and the Traffic Class IE is set to either "Conversational" or "Streaming".

For a RAB setup, the RAB Parameters IE may contain the Signalling Indication IE. The Signalling Indication IE shall not be present if the Traffic Class IE is not set to "Interactive" or if the CN Domain Indicator IE is not set to "PS domain".

If the RELOCATION REQUEST message includes the Permanent NAS UE identity (i.e. IMSI), the RNC shall associate the permanent identity to the RRC Connection of that user and shall save it for the duration of the RRC connection.

If the RELOCATION REQUEST message includes the PDP Type Information IE or PDP Type Information extension IE, the UTRAN may use this IE to configure any compression algorithms.

If the CSG Id IE is received in the RELOCATION REQUEST message, the UTRAN shall validate it by comparing it with the CSG ID broadcast by the target cell. If it is valid and if the CSG Membership Status IE is received set to "member", the target RNC may apply appropriate handling to the UE. 

If the CSG Membership Status IE and the CSG Id IE are received in the RELOCATION REQUEST message and the CSG Id does not correspond to the CSG Id broadcast by the target cell, the RNC may provide the QoS to the UE as for a non member and shall send back in the RELOCATION REQUEST ACKNOWLEDGE message the actual CSG Id broadcast by the target cell.
If the target RNC receives the CSG Id IE and the CSG Membership Status IE is set to "non-member" in the RELOCATION REQUEST message and the target cell is a closed cell and at least one of the RABs has some particular ARP values (see TS 23.060 [21]) the RNC shall send back the RELOCATION REQUEST ACKNOWLEDGE to the CN accepting those RABs and failing the other RABs,
The Cause IE shall contain the same value as the one received in the related RELOCATION REQUIRED message.
The Iu Signalling Connection Identifier IE contains an Iu signalling connection identifier which is allocated by the CN. The value for the Iu Signalling Connection Identifier IE shall be allocated so as to uniquely identify an Iu signalling connection for the involved CN node. The RNC shall store and remember this identifier for the duration of the Iu connection.

The RNC shall, if supported, use the UESBI-Iu IE when included in the RELOCATION REQUEST message.

If the CN MBMS Linking Information IE is included in the RELOCATION REQUEST message, the RNC shall, if supported, use the CN MBMS Linking Information IE to perform suitable UE linking as described in TS 25.346 [42].

The algorithms within the Integrity Protection Information IE and the Encryption Information IE shall be ordered in preferred order with the most preferred first in the list.
The Permitted Encryption Algorithms IE within the Encryption Information IE may contain "no encryption" within an element of its list in order to allow the RNC not to cipher the respective connection. This can be done either by not starting ciphering or by using the UEA0 algorithm. In the absence of the Encryption Information IE, the RNC shall not start ciphering.
The Source To Target Transparent Container IE is encoded as the Source RNC To Target RNC Transparent Container IE. The following applies for the Source RNC To Target RNC Transparent Container IE:

-
In case of intra-system relocation, if no Integrity Protection Key IE (Ciphering Key IE respectively) is provided within the Source RNC to Target RNC Transparent Container IE, the target RNC shall not start integrity protection (ciphering respectively).

-
In case of intra-system relocation, when an Ciphering Key IE is provided within the Source RNC to Target RNC Transparent Container IE, the target RNC may select to use a ciphering alternative where an algorithm is used. It shall in this case make use of this key to cipher its signalling data whatever the selected algorithm. The Encryption Key IE that is contained within the Encryption Information IE of the RELOCATION REQUEST message shall never be considered for ciphering of signalling data.

-
In case of intra-system relocation, when an Integrity Protection Key IE is provided within the Source RNC to Target RNC Transparent Container IE, the target RNC shall select one integrity algorithm to start integrity and shall in this case make use of this key whatever the selected algorithm. The integrity protection key that is contained within the Integrity Protection Information IE of the RELOCATION REQUEST message shall never be considered.

-
In case of intra-system relocation, when a Trace Recording Session Information IE is provided within the Source RNC to Target RNC Transparent Container IE, the Target RNC should store that information to include it in a potential future Trace Record for that UE.
-
If the Subscriber Profile ID for RAT/Frequency priority IE is contained in the Source RNC to Target RNC Transparent Container IE, the target RNC shall store the received Subscriber Profile ID for RAT/Frequency priority and use it as defined in TS 36.300 [52]. 

-
If the CSFB Information IE is contained in the Source RNC to Target RNC Transparent Container IE, the target RNC may apply special treatment.

-
The RELOCATION REQUEST message may contain the Cell Load Group Information IE in the Source RNC to Target RNC Transparent Container IE.
In case of inter-system relocation, the integrity protection and ciphering information to be considered shall be the ones received in the Integrity Protection Information IE and Encryption Information IE of the RELOCATION REQUEST message.

The Global CN-ID IE contains the identity of the CN node that sent the RELOCATION REQUEST message, and it shall, if included, be stored together with the Iu signalling connection identifier. If the Global CN-ID IE is not included, the RELOCATION REQUEST message shall be considered as coming from the default CN node for the indicated CN domain.

The following additional actions shall be executed in the target RNC during the Relocation Resource Allocation procedure:
If included in the RELOCATION REQUEST ACKNOWLEDGE message, the Target to Source Transparent Container IE shall be encoded as the Target RNC to Source RNC Transparent Container IE.

If the Relocation Type IE is set to "UE involved in relocation of SRNS":

-
except the relocation due to SRVCC and rSRVCC operation, the target RNC should not accept a requested RAB if the RAB did not exist in the source RNC before the relocation. In case of SRVCC operation, the target RNC may accept CS RAB even if it did not exist in the source RNC before the relocation. In case of rSRVCC operation, the target RNC may accept PS RAB even if it did not exist in the source RNC before the relocation.
-
The target RNC may accept a requested RAB only if the RAB can be supported by the target RNC.
-
Other RABs shall be rejected by the target RNC in the RELOCATION REQUEST ACKNOWLEDGE message with an appropriate value in the Cause IE, e.g. "Unable to Establish During Relocation".

-
The target RNC shall include information adapted to the resulting RAB configuration in the target to source RNC transparent container to be included in the RELOCATION REQUEST ACKNOWLEDGE message sent to the CN. If the target RNC supports triggering of the Relocation Detect procedure via the Iur interface, the RNC shall assign a d-RNTI for the context of the relocation and include it in the container. If two CNs are involved in the relocation of SRNS, the target RNC may, however, decide to send the container to only one CN.

-
If any alternative RAB parameter values have been used when allocating the resources, these RAB parameter values shall be included in the RELOCATION REQUEST ACKNOWLEDGE message within the Assigned RAB Parameter Values IE.

-
If d-RNTI for No IuCS UP IE is contained in the RELOCATION REQUEST message, the target RNC shall use this information to configure the resource for the UE over Iur during the relocation.

If the Relocation Type IE is set to "UE not involved in relocation of SRNS":

-
The target RNC shall not accept a requested RAB if the RAB did not exist in the source RNC before the relocation.

-
The target RNC may accept a RAB only if the radio bearer(s) for the RAB either exist(s) already and can be used for the RAB by the target RNC, or do(es) not exist before the relocation but can be established in order to support the RAB in the target RNC.

-
If existing radio bearers are not related to any RAB that is accepted by the target RNC, the radio bearers shall be ignored during the relocation of SRNS and the radio bearers shall be released by the radio interface protocols after completion of relocation of SRNS.

-
If any alternative RAB parameter values have been used when allocating the resources, these RAB parameter values shall be included in the RELOCATION REQUEST ACKNOWLEDGE message within the Assigned RAB Parameter Values IE. It should be noted that the usage of alternative RAB parameter values is not applicable to the UTRAN initiated relocation of type "UE not involved in relocation of SRNS".

If the UE History Information IE is included in the RELOCATION REQUEST message and the target RNC is configured to collect the information, the target RNC shall collect the same type of information as that included in the UE History Information IE.

After all necessary resources for accepted RABs including the initialised Iu user plane, are successfully allocated, the target RNC shall send a RELOCATION REQUEST ACKNOWLEDGE message to the CN.

For each RAB successfully setup the RNC shall include the following IEs:

-
RAB ID
-
Transport Layer Address (when no ALCAP has been used)

-
Iu Transport Association (when no ALCAP has been used)

Two pairs of Transport Layer Address IE and Iu Transport Association IE may be included for RABs established towards the PS domain.

For each RAB the RNC is not able to setup during the Relocation Resource Allocation procedure, the RNC shall include the RAB ID IE and the Cause IE within the RABs Failed To Setup IE. The resources associated with the RABs indicated as failed to set up shall not be released in the CN until the relocation is completed. This is in order to make a return to the old configuration possible in case of a failed or cancelled relocation.

The RELOCATION REQUEST ACKNOWLEDGE message sent to the CN shall, if applicable and if not sent via the other CN domain, include the Target RNC To Source RNC Transparent Container IE. This container shall be transferred by the CN to the source RNC or the external relocation source while completing the Relocation Preparation procedure.

If the target RNC supports cell load-based inter-system handover, then in the case of inter-system handover, the New BSS to Old BSS Information IE may be included in the RELOCATION REQUEST ACKNOWLEDGE message. This information shall include, if available, the current traffic load in the target cell assuming a successful completion of the handover in progress.

In case of inter-system relocation, the RNC shall include the Chosen Integrity Protection Algorithm IE (Chosen Encryption Algorithm IE respectively) within the RELOCATION REQUEST ACKNOWLEDGE message, if, and only if the Integrity Protection Information IE (Encryption Information IE respectively) was included in the RELOCATION REQUEST message.

In case of intra-system relocation, the RNC shall include the Chosen Integrity Protection Algorithm IE (Chosen Encryption Algorithm IE respectively) within the RELOCATION REQUEST ACKNOWLEDGE message, if, and only if the Integrity Protection Key IE (Ciphering Key IE respectively) was included within the Source RNC-to-Target RNC transparent container IE.

If one or more of the RABs that the target RNC has decided to support can not be supported by the CN, then these failed RABs shall not be released towards the target RNC until the relocation is completed.

If the NAS Synchronisation Indicator IE is contained in the RELOCATION REQUEST message, the target RNC shall pass it to the UE.

If the SNA Access Information IE is contained in the RELOCATION REQUEST message, the target RNC shall store this information and use it to determine whether the UE has access to radio resources in the UTRAN. The target RNC shall consider that the UE is authorised to access only the PLMNs identified by the PLMN identity IE in the SNA Access Information IE. If the Authorised SNAs IE is included for a given PLMN (identified by the PLMN identity IE), then the target RNC shall consider that the access to radio resources for the concerned UE is restricted to the LAs contained in the SNAs identified by the SNAC IEs.

If the SNA Access Information IE is not contained in the RELOCATION REQUEST message, the target RNC shall consider that no access restriction applies to the UE in the UTRAN.

Transmission and reception of a RELOCATION REQUEST ACKNOWLEDGE message terminate the procedure in the UTRAN and in the CN respectively.
Before reporting the successful outcome of the Relocation Resource allocation procedure, the RNC shall have executed the initialisation of the user plane mode as requested by the CN in the User Plane Mode IE. If the RNC can not initialise the requested user plane mode for any of the user plane mode versions in the UP Mode Versions IE according to the rules for initialisation of the respective user plane mode versions, as described in TS 25.415 [6], the RAB Relocation shall fail with the cause value "RNC unable to establish all RFCs".

If the Selected PLMN identity IE is contained in the RELOCATION REQUEST message, the target RNC shall use this information to send it to the UE.

If the UE Aggregate Maximum Bit Rate IE is included in the RELOCATION REQUEST message, the UTRAN shall, if supported, store the received UE Aggregate Maximum Bit Rate parameters to control the aggregate data rate of non-GBR traffic for this UE.
In case SIPTO at Iu-PS functionality is supported by the UTRAN, the following applies in addition for the successful operation of the Relocation Resource Allocation procedure:

-
If the MSISDN IE is present in the RELOCATION REQUEST message, then the UTRAN may offload the RAB(s) where the Offload RAB Parameters IE is present in the RABs To Be Setup Item IEs IE. The Access Point Name IE and the Charging Characteristics IE within the Offload RAB Parameters IE and the MSISDN IE may only be used for the SIPTO at Iu-PS function and according to the description in TS 23.060 [21].

Interactions with Uplink Information Exchange procedure:
In case of UTRAN to UTRAN CS only relocation, if the RELOCATION REQUEST message includes the MBMS Linking Information IE in the Source RNC To Target RNC Transparent Container IE, the RNC shall, if supported, initiate the Uplink Information Exchange procedure to retrieve the Multicast Service list for the UE, create relevant MBMS Service Context, store this information and perform the relevant UE linking as defined in TS 25.346 [42].

8.7.2.1
Successful Operation for GERAN Iu-mode

The relocation between UTRAN and GERAN Iu-mode shall be considered in the Relocation Resource Allocation procedure as intra-system relocation from RANAP point of view.

For GERAN Iu-mode and to support Relocation towards a GERAN BSC in Iu mode the following shall apply in addition for the successful operation of the Relocation Resource Allocation procedure:

-
In case of GERAN Iu-mode, for RAB requested to be relocated from the the CS domain, the RELOCATION REQUEST message may contain the GERAN BSC Container IE in order to provide GERAN specific information to the target BSC (see TS 43.051 [27]).

8.7.3
Unsuccessful Operation
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Figure 8: Relocation Resource Allocation procedure: Unsuccessful operation.

If the target RNC can not even partially accept the relocation of SRNS or a failure occurs during the Relocation Resource Allocation procedure in the target RNC, the target RNC shall send a RELOCATION FAILURE message to the CN. The RELOCATION FAILURE message shall contain the Cause IE with an appropriate value.

If the target RNC cannot support any of the integrity protection (ciphering respectively) alternatives provided in the Integrity Protection Information IE or Encryption Information IE, it shall return a RELOCATION FAILURE message with the cause "Requested Ciphering and/or Integrity Protection algorithms not supported".

If the target RNC cannot support the relocation due to PUESBINE feature, it shall return a RELOCATION FAILURE message with the cause "Incoming Relocation Not Supported Due To PUESBINE Feature".

If the target RNC does not receive the CSG Membership Status IE but does receive the CSG Id IE in the RELOCATION REQUEST message and the CSG Id IE is not valid, it shall send the RELOCATION FAILURE message to the CN with an appropriate cause value.
If the CSG ID IE is not received in the RELOCATION REQUEST message and the access control for the relocation to a CSG cell is unsuccessful and if none of the RABs has some particular ARP values (see TS 23.060 [21]), the target RNC shall return a RELOCATION FAILURE message with an appropriate cause value, e.g. "Relocation Target not allowed".
Transmission and reception of a RELOCATION FAILURE message terminate the procedure in the UTRAN and in the CN respectively.

When the CN receives a RELOCATION FAILURE message from the target RNC, it shall stop timer TRELOCalloc and shall assume possibly allocated resources within the target RNC completely released.

In case of inter-system handover, and if the target RNC supports cell load-based inter-system handover, then

-
the NewBSS to Old BSS Information IE may be included in the RELOCATION FAILURE message. This information shall include, if available, the current traffic load in the target cell.

-
the RELOCATION FAILURE message shall contain the Cause IE with an appropriate value, e.g. "No Radio Resources Available in Target Cell" or "Traffic Load In The Target Cell Higher Than In The Source Cell".

-
If the Cause IE received in the RELOCATION REQUEST message contains the value "Reduce Load in Serving Cell" and the load in the target cell is greater than in the source cell then, if the target cell is not in a congested or blocked state, the RNC shall return a RELOCATION FAILURE message which may include the cause "Traffic Load In The Target Cell Higher Than In The Source Cell".

-
When the RNC returns a RELOCATION FAILURE message with the cause "Traffic Load In The Target Cell Higher Than In The Source Cell", it shall also include the NewBSS to Old BSS Information IE. This information shall include the current traffic load in the target cell.

8.7.3.1
Unsuccessful Operation for GERAN Iu-mode

For GERAN Iu-mode and to support Relocation towards a GERAN BSC in Iu mode the following shall apply in addition for the unsuccessful operation of the Relocation Resource Allocation procedure:

-
In case a Relocation to GERAN Iu-mode fails (only for CS), because the Target BSC cannot provide an appropriate RAB corresponding to the content of the GERAN BSC Container IE (if received), the Target BSC shall report the unsuccessful Relocation Resource Allocation by indicating the cause value "GERAN Iu-mode Failure" within the RELOCATION FAILURE message and shall include the GERAN Classmark IE.

8.7.4
Abnormal Conditions

If after reception of the RELOCATION REQUEST message, the target RNC receives another RELOCATION REQUEST message on the same Iu connection, then the target RNC shall discard the latter message and the original Relocation Resource Allocation procedure shall continue normally.

If the target RNC receives a Source RNC to Target RNC Transparent Container IE containing Chosen Integrity Protection (Encryption respectively) Algorithm IE without Integrity Protection (Ciphering respectively) Key IE, it shall return a RELOCATION FAILURE message with the cause "Conflict with already existing Integrity protection and/or Ciphering information".

Interactions with Iu Release procedure:

If the CN decides to not continue the Relocation Resource Allocation procedure (e.g. due to TRELOCalloc expiry) before the Relocation Resource Allocation procedure is completed, the CN shall stop timer TRELOCalloc (if timer TRELOCalloc has not already expired) and the CN shall, if the Iu signalling connection has been established or later becomes established, initiate the Iu Release procedure towards the target RNC with an appropriate value for the Cause IE, e.g. "Relocation Cancelled".

NOTE: 
In case two CN domains are involved in the Relocation Resource Allocation procedure, the target RNC may check whether the content of the two Source RNC to Target RNC Transparent Container IEs or the two SNA Access Information IEs is the same. In case the target RNC receives two different Source RNC to Target RNC Transparent Container IEs or two different SNA Access Information IEs, the RNC behaviour is left implementation specific.

8.7.5
Co-ordination of Two Iu Signalling Connections

Co-ordination of two Iu signalling connections during Relocation Resource Allocation procedure shall be executed by the target RNC when the Number of Iu Instances IE received in the Source RNC to Target RNC Transparent Container IE in the RELOCATION REQUEST message indicates that two CN domains are involved in relocation of SRNS.

When both the CS and PS user data Chosen Encryption Algorithm IE are received within the Source RNC to Target RNC Transparent Container IE and if these two received Chosen Encryption Algorithm IE are not the same, the target RNC shall fail the Relocation Resource Allocation procedure by sending back a RELOCATION FAILURE message.

The integrity protection (ciphering respectively) alternatives provided in the Integrity Protection Information IE (Encryption Information IE respectively) of the RELOCATION REQUEST messages received from both CN domains shall have at least one common alternative, otherwise the Relocation Resource Allocation shall be failed by sending back a RELOCATION FAILURE message.

If two CN domains are involved, the following actions shall be taken by the target RNC:

-
The target RNC shall utilise the Permanent NAS UE Identity IE, received explicitly from each CN domain within the RELOCATION REQUEST messages, to co-ordinate both Iu signalling connections.
-
The target RNC shall generate and send RELOCATION REQUEST ACKNOWLEDGE messages only after all expected RELOCATION REQUEST messages are received and analysed.

-
If the target RNC decides to send the Target RNC to Source RNC Transparent Container IE via the two CN domains, the target RNC shall ensure that the same Target RNC to Source RNC Transparent Container IE is included in RELOCATION REQUEST ACKNOWLEDGE messages transmitted via the two CN domains and related to the same relocation of SRNS.

If the target RNC receives the UESBI-Iu IE on the Iu-CS but not on the Iu-PS interface (or vice versa), the RNC shall, if supported, use the UESBI-Iu IE for both domains.
#Partially omitted
8.16
Common ID

8.16.1
General

The purpose of the Common ID procedure is to inform the RNC about the permanent NAS UE Identity (i.e. IMSI) of a user. This is used by the RNC e.g. to create a reference between the permanent NAS UE identity of the user and the RRC connection of that user for UTRAN paging co-ordination. The procedure may also be used to provide the SNA Access Information IE to the RNC or to provide the Management Based MDT Allowed IE to the RNC.

The procedure uses connection oriented signalling.

8.16.2
Successful Operation
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Figure 17: Common ID procedure. Successful operation.

After having established an Iu signalling connection, and if the Permanent NAS UE identity (i.e. IMSI) is available, the CN shall send to the RNC a COMMON ID message containing the Permanent NAS UE Identity IE and optionally the SNA Access Information IE. The COMMON ID message may also include the UESBI-Iu IE. The RNC shall associate the permanent identity to the RRC Connection of that user and shall save it for the duration of the RRC connection.

The RNC shall, if supported, use the UESBI-Iu IE when received in the COMMON ID message.

If the CSG Membership Status IE is included in the COMMON ID message the RAN shall, if supported, take the following actions:

· If the cell that serves the UE is a Hybrid cell, the RNC shall store the value contained in the CSG Membership Status IE and replace any previously stored memberhip status value by this new one. The RNC may use such information to perform differentiated treatment for member and non-member UEs. 

· If the cell that serves the UE is a CSG cell, and the CSG Membership Status IE is set to “non-member”, the RNC should initiate actions to ensure that the UE is no longer served by the CSG cell as defined in TS 25.467 [55].

If the SNA Access Information IE is contained in the COMMON ID message, the RNC shall store this information and use it to determine whether the UE has access to radio resources in the UTRAN. The RNC shall consider that the UE is authorised to access only the PLMNs identified by the PLMN identity IEs in the SNA Access Information IE. If the Authorised SNAs IE is included for a given PLMN (identified by the PLMN identity IE), then the RNC shall consider that the access to radio resources for the concerned UE is restricted to the LAs contained in the SNAs identified by the SNAC IEs.

In case of GWCN configuration for a network sharing non-supporting UE, the COMMON ID message shall include, if available, the Selected PLMN identity IE. If received, the RNC shall store this information.

In case SRVCC functionality is supported by the UE and CN, the CN shall include SRVCC Operation Possible IE in COMMON ID message.
In case rSRVCC functionality is supported by the UE and CN, the CN shall include the rSRVCC Operation Possible IE in COMMON ID message.
If the Management Based MDT Allowed IE is included in the the COMMON ID message, the RNC shall use it, if supported, to allow subsequent selection of the UE for management based MDT as defined in TS 32.422 [38].

Upon receipt of the COMMON ID message the RNC shall
-
store the Subscriber Profile ID for RAT/Frequency priority IE and use it as defined in TS 36.300 [52].
8.16.3
Abnormal Conditions

Not applicable.

#Partially omitted
8.x
rSRVCC Preparation

8.1.x
General

The purpose of the rSRVCC Preparation procedure is the reception of the rSRVCC media plane parameters from the  CS CN domain needed for successful rSRVCC operation as described in TS 23.216 [54].

The procedure uses connection oriented signalling.

8.2.x
Successful Operation
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Figure 46.1: SRVCC Preparation procedure. Successful operation.

The RNC shall determine if the rSRVCC operation as described in TS 23.216 [54] is required. In such case the RNC shall initiate the rSRVCC Preparation procedure by sending an rSRVCC MEDIA PLANE REQUEST message to the CN.

The CN shall respond to the RNC with the rSRVCC MEDIA PLANE RESPONSE message containing the Uplink IP Address IE, the Uplink Port IE and the Downlink Port IE and the Codec IE.

8.3.x
Abnormal Conditions

Not applicable.

#Partially omitted
9.1.9
RELOCATION REQUIRED

This message is sent by the source RNC to inform the CN that a relocation is to be performed.

Direction: RNC ( CN.

Signalling bearer mode: Connection oriented.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Relocation Type
	M
	
	9.2.1.23
	
	YES
	reject

	Cause
	M
	
	9.2.1.4
	
	YES
	ignore

	Source ID
	M
	
	9.2.1.24
	
	YES
	ignore

	Target ID
	M
	
	9.2.1.25
	
	YES
	reject

	MS Classmark 2
	C – ifGSMCStarget
	
	9.2.1.26
	
	YES
	reject

	MS Classmark 3
	C – ifGSMCStarget
	
	9.2.1.27
	
	YES
	ignore

	Source To Target Transparent Container
	C – ifUMTStarget or ifEUTRAtarget
	
	9.2.1.30A
	
	YES
	reject

	Old BSS To New BSS Information
	O
	
	9.2.1.29
	Can optionally be used if GSM target but not used for UMTS target.
	YES
	ignore

	GERAN Classmark
	O
	
	9.2.1.57
	
	YES
	ignore

	Source BSS To Target BSS Transparent Container
	O
	
	9.2.1.79
	Shall be included if, and only if, GSM PS domain is target. 
	YES
	ignore

	SRVCC HO Indication
	O
	
	9.2.1.88
	
	YES
	reject

	CSG id
	O
	
	9.2.1.85
	
	YES
	reject

	Cell Access Mode
	O
	
	9.2.1.93
	
	YES
	reject

	rSRVCC HO Indication
	O
	
	9.2.1.x
	
	YES 
	reject

	Routing parameter
	O
	
	Bit string (10)
	
	YES
	reject

	LAI
	O
	
	9.2.3.6
	
	YES
	reject

	RAC
	O
	
	9.2.3.7
	
	YES
	reject


	Condition
	Explanation

	ifGSMCStarget
	This IE shall be present if the Target ID IE contains a CGI IE and Source BSS To Target BSS Transparent Container is not included.

	ifUMTStarget
	This IE shall be presentif the Target ID IE contains a Target RNC-ID IE.

	ifEUTRAtarget
	This IE shall be present if the Target ID IE contains a Target eNB-ID IE or if the Target ID IE contains a Target RNC-ID IE containing a Corresponding RNC-ID.


#Partially omitted
9.1.12
RELOCATION COMMAND

This message is sent by the CN to the source RNC to inform that resources for the relocation are allocated in the
 target RNC (in case of intra-system relocation) or in the target system (in case of inter-system relocation).

Direction: CN ( RNC.

Signalling bearer mode: Connection oriented.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Target To Source Transparent Container
	O
	
	9.2.1.30B
	
	YES
	reject

	L3 Information
	O
	
	9.2.1.31
	
	YES
	ignore

	RABs To Be Released List
	O
	
	
	
	YES
	ignore

	>RABs To Be Released Item IEs
	
	1 to <maxnoofRABs>
	
	
	EACH
	ignore

	>>RAB ID
	M
	
	9.2.1.2
	
	-
	

	RABs Subject To Data Forwarding List
	O
	
	
	
	YES
	ignore

	>RABs Subject To Data Forwarding Item IEs
	
	1 to <maxnoofRABs>
	
	
	EACH
	ignore

	>>RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	IPv6 or IPv4 address if no other TLA included. IPv4 address if other TLA included.
	-
	

	>>Iu Transport Association
	M
	
	9.2.2.2
	Related to TLA above.
	-
	

	>>Transport Layer Address
	O
	
	9.2.2.1
	IPv6 address if included.
	YES
	ignore

	>>Iu Transport Association
	O
	
	9.2.2.2
	Related to TLA above.
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.35
	
	YES
	ignore

	Inter-System Information Transparent Container
	O
	
	9.2.1.48
	
	YES
	ignore

	Target BSS to Source BSS Transparent Container
	O
	
	9.2.1.80
	
	YES
	ignore

	SRVCC Information
	O
	
	9.2.1.89
	
	YES
	reject

	Uplink IP Address
	O
	
	9.2.2.1
	Included only in case of inter-RAT rSRVCC.
	YES
	reject

	Uplink Port
	O
	
	OCTET STRING (4)
	Included only in case of inter-RAT SRVCC.
	YES
	reject

	Downlink Port
	O
	
	OCTET STRING (4)
	Included only in case of inter-RAT SRVCC.
	YES
	reject

	Codec
	O
	
	BIT STRING (4)
	Included only in case of inter-RAT SRVCC.
	YES
	reject


	Range bound
	Explanation

	maxnoofRABs
	Maximum no. of RABs for one UE. Value is 256.


#Partially omitted
9.1.24
COMMON ID

This message is sent by the CN to inform the RNC about the permanent NAS UE identity for a user. It may include additional information.

Direction: CN ( RNC.

Signalling bearer mode: Connection oriented.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	Permanent NAS UE Identity
	M
	
	9.2.3.1
	
	YES
	ignore

	SNA Access Information
	O
	
	9.2.3.24
	
	YES
	ignore

	UESBI-Iu
	O
	
	9.2.1.59
	
	YES
	ignore

	Selected PLMN Identity
	O
	
	9.2.3.33
	
	YES
	ignore

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.86
	
	YES
	ignore

	SRVCC operation possible
	O
	
	9.2.1.87
	
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.1.92
	
	YES
	ignore

	Management Based MDT Allowed
	O
	
	9.2.1.110
	
	YES
	ignore

	rSRVCC operation possible
	O
	
	9.2.1.x
	
	YES
	ignore


#Partially omitted
9.1.x
rSRVCC MEDIA PLANE REQUEST

This message is sent by the source RNC to the CN to request media plane information for rSRVCC operation.

Direction: RNC ( CN.

Signalling bearer mode: Connection oriented.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject


9.1.x
rSRVCC MEDIA PLANE RESPONSE

This message is sent by the CN to the source RNC. It contains information necessary for rSRVCC operation. Direction: CN ( RNC.

Signalling bearer mode: Connection oriented.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Uplink IP Address
	M
	
	9.2.2.1
	
	YES
	reject

	Uplink Port
	M
	
	BIT STRING (128)
	
	YES
	reject

	Downlink Port
	M
	
	OCTET STRING (4)
	
	YES
	reject

	Codec
	M
	
	BIT STRING (4)
	
	YES
	reject

	Criticality Diagnostics
	O
	
	OCTET STRING (4)
	
	YES
	ignore


9.2.1.28
Source RNC to Target RNC Transparent Container

The Source RNC to Target RNC Transparent Container IE is an information element that is produced by the source RNC and is transmitted to the target RNC. In inter-system handovers to UTRAN, the IE is transmitted from the external relocation source to the target RNC.

This IE is transparent to the CN.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	RRC Container
	M
	
	OCTET STRING
	
	-
	

	Number of Iu Instances
	M
	
	INTEGER (1..2)
	
	-
	

	Relocation Type
	M
	
	9.2.1.23
	
	-
	

	Chosen Integrity Protection Algorithm
	O
	
	9.2.1.13
	Indicates the integrity protection algorithm.
	-
	

	Integrity Protection Key
	O
	
	Bit String (128)
	
	-
	

	Chosen Encryption Algorithm
	O
	
	9.2.1.14
	Indicates the algorithm for ciphering of signalling data.
	-
	

	Ciphering Key
	O
	
	Bit String (128)
	
	-
	

	Chosen Encryption Algorithm 
	O
	
	9.2.1.14
	Indicates the algorithm for ciphering of CS user data.
	-
	

	Chosen Encryption Algorithm
	O
	
	9.2.1.14
	Indicates the algorithm for ciphering of PS user data.
	-
	

	d-RNTI
	C - ifUEnotinvolved
	
	INTEGER (0..1048575)
	
	-
	

	Target Cell ID
	C - ifUEinvolved
	
	INTEGER (0..268435455)
	This information element identifies a cell uniquely within UTRAN and consists of RNC-ID and C-ID as defined in TS 25.401 [3] or Cell Identity IE as defined in TS 25.331[10] if the target is a HNB TS 25.467 [55].
	-
	

	Cell Load Information Group
	O
	
	9.2.1.60
	For "Cell Load-Based Inter-System Handover"
	-
	

	RAB TrCH Mapping
	O
	1 to <maxnoofRABs>
	
	
	-
	

	>RAB ID
	M
	
	9.2.1.2
	
	-
	

	>RAB Subflow
	M
	1 to <maxRAB-Subflows>
	
	The RAB Subflows shall be presented in an order that corresponds to the order in which the RBs are presented per RAB in the RRC container included in this IE.
	-
	

	>>Transport Channel IDs
	
	
	
	
	-
	

	>>>DCH ID
	O
	
	INTEGER (0..255)
	The DCH ID is the identifier of an active dedicated transport channel. It is unique for each active DCH among the active DCHs simultaneously allocated for the same UE.
	-
	

	>>>DSCH ID
	O
	
	INTEGER (0..255)
	The DSCH ID is the identifier of an active downlink shared transport channel. It is unique for each DSCH among the active DSCHs simultaneously allocated for the same UE.
	-
	

	>>>USCH ID
	O
	
	INTEGER (0..255)
	The USCH ID is the identifier of an active uplink shared transport channel. It is unique for each USCH among the active USCHs simultaneously allocated for the same UE.
	-
	

	>>>HS-DSCH MAC-d Flow ID
	O
	
	INTEGER (0..7)
	The HS-DSCH MAC-d Flow ID is the identifier of an HS-DSCH MAC-d flow over Iur.
	YES
	ignore

	>>>E-DCH MAC-d Flow ID
	O
	
	INTEGER (0..7)
	The E-DCH MAC-d Flow ID is the identifier of an E-DCH MAC-d flow over Iur.
	YES
	ignore

	>CN Domain Indicator
	M
	
	9.2.1.5
	
	YES
	ignore

	SRB TrCH Mapping
	O
	1 to <maxnoofSRBs>
	
	
	GLOBAL
	reject

	>SRB ID
	M
	
	INTEGER (1..32)
	The SRB ID is the absolute value of the SRB.
	-
	

	>DCH ID
	O
	
	INTEGER (0..255)
	The DCH ID is the identifier of an active dedicated transport channel over Iur. It is unique for each active DCH among the active DCHs simultaneously allocated for the same UE.
	-
	

	>DSCH ID
	O
	
	INTEGER (0..255)
	The DSCH ID is the identifier of an active downlink shared transport channel over Iur. It is unique for each DSCH among the active DSCHs simultaneously allocated for the same UE.
	-
	

	>USCH ID
	O
	
	INTEGER (0..255)
	The USCH ID is the identifier of an active uplink shared transport channel over Iur. It is unique for each USCH among the active USCHs simultaneously allocated for the same UE.
	-
	

	>HS-DSCH MAC-d Flow ID
	O
	
	INTEGER (0..7)
	The HS-DSCH MAC-d Flow ID is the identifier of an HS-DSCH MAC-d flow over Iur.
	YES
	ignore

	>E-DCH MAC-d Flow ID
	O
	
	INTEGER (0..7)
	The E-DCH MAC-d Flow ID is the identifier of an E-DCH MAC-d flow over Iur.
	YES
	ignore

	Trace Recording Session Information
	O
	
	9.2.1.66
	
	YES
	ignore

	MBMS Linking Information
	O
	
	ENUMERATED (UE-has-joined-Multicast-Services, ...)
	
	YES
	ignore

	d-RNTI for No IuCS UP
	O
	
	INTEGER (0..1048575)
	
	YES
	reject

	UE History Information
	O
	
	OCTET STRING
	Defined in TS 36.413 [49]
	YES
	ignore

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.86
	
	YES
	ignore

	SRVCC Information
	O
	
	9.2.1.89
	Included only in case of intra-UMTS SRVCC.
	YES
	reject

	PS RAB To Be Replaced 
	O
	
	RAB ID

9.2.1.2
	Included only in case of intra-UMTS SRVCC.
	YES
	reject

	CSFB Information 
	O
	
	ENUMERATED (CSFB, CSFB High Priority, ...)
	
	YES
	ignore

	IRAT Measurement Configuration
	O
	
	9.2.1.96
	
	YES
	ignore

	Management Based MDT Allowed
	O
	
	9.2.1.110
	
	YES
	ignore

	Uplink IP Address
	O
	
	9.2.2.1
	Included only in case of intra-UMTS rSRVCC.
	YES
	reject

	Uplink Port
	O
	
	OCTET STRING (4)
	Included only in case of intra-UMTS rSRVCC.
	YES
	reject

	Downlink Port
	O
	
	OCTET STRING (4)
	Included only in case of intra-UMTS S rSRVCC.
	YES
	reject

	Codec
	O
	
	BIT STRING (4)
	Included only in case of intra-UMTS S rSRVCC.
	YES
	reject


	Condition
	Explanation

	IfUEnotinvolved
	This IE shall be present if the Relocation type IE is set to "UE not involved in relocation of SRNS".

	IfUEinvolved
	This IE shall be present if the Relocation type IE is set to "UE involved in relocation of SRNS".


	Range bound
	Explanation

	maxnoofRABs
	Maximum no. of RABs for one UE. Value is 256.

	maxRABSubflows
	Maximum no. of subflows per RAB. Value is 7.

	maxnoofSRBs
	Maximum no. of SRBs per RAB. Value is 8.


#Partially omitted
9.2.1.x
rSRVCC operation possible

This information element is set by the CN to provide an indication that both UE and CN are rSRVCC-capable.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	rSRVCC operation possible
	M
	
	ENUMERATED
(rSRVCC to HSPA possible, rSRVCC to E-UTRAN possible, rSRVCC to E-UTRAN possible and rSRVCC to HSPA possible,…)
	


#Partially omitted
9.2.1.x
rSRVCC HO Indication

This information element is set by the source RNC to provide an indication that RAB bearers may be subjected to 
handover via rSRVCC means.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	rSRVCC HO Indication
	M
	
	ENUMERATED
(PS only, …)
	


#Partially omitted

�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.   Use the format of document number specified by the � HYPERLINK "http://www.3gpp.org/About/WP.htm" ��3GPP Working Procedures�.


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3G`P" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where �	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". �Examples: "C4", "R5", "G3new", "SP".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See �� HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm" ��http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2006.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report �HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm"��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





_1000054017.doc



DOCUMENTTYPE



1 (1)













TypeUnitOrDepartmentHere









TypeYourNameHere

TypeDateHere











RELOCATION REQUEST ACKNOWLEDGE







RELOCATION REQUEST







Target RNC







CN











_935227290.doc







_1000058775.doc




COMMON ID







CN







RNC











_935227290.doc







_1387693049.doc



DOCUMENTTYPE



1 (1)













TypeUnitOrDepartmentHere









TypeYourNameHere

TypeDateHere











RELOCATION REQUIRED







RELOCATION COMMAND







Source RNC







CN











_935227290.doc







_1387873455.doc




CN







rSRVCC MEDIA PLANE RESPONSE







rSRVCC MEDIA PLANE REQUEST







RNC












_1000054209.doc



DOCUMENTTYPE



1 (1)













TypeUnitOrDepartmentHere









TypeYourNameHere

TypeDateHere











RELOCATION FAILURE







RELOCATION REQUEST







Target RNC







CN











_935227290.doc







_1000053972.doc



DOCUMENTTYPE



1 (1)













TypeUnitOrDepartmentHere









TypeYourNameHere

TypeDateHere











RELOCATION REQUIRED







RELOCATION PREPARATION FAILURE







Source RNC







CN











_935227290.doc







