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1 Introduction
In the eICIC discussion, it has been assumed that down link interference from LPN (Low Power Node, e.g. Pico eNB, HeNB) to Macro UE is one of major interference scenarios. In this contribution, detection of aggressor node is discussed. 
2 Background
In eICIC discussion in Rel-10/11, it has been assumed that down link interference from LPN (Pico eNB, HeNB) to Macro UE is one of major interference scenarios. Figure1 shows an illustration of down link interference scenario from LPN to Macro UE.
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Figure x: Illustration of DL interference scenario from LPN to MUE

In this case, Macro UE is connecting Macro eNB and is interfered from neighbour LPN (Pico eNB, HeNB). The marco eNB is not able to manage the interference from LPN because macro eNB is not able to distinguish which LPN give interference to the macro UE without assistant information. This means that the Macro eNB could not handle the aggressor node to reduce the interference to the Macro UE.
The following chapter we discuss a possible solution for such interference management.
3 Detection scheme based on ANR function
In this section, detection of the aggressor node based on Self Organizing Network (SON) schemes is discussed. In Rel-8/9, Automatic Neighbour Relation (ANR) function has been defined as one of SON functions. Figure2 shows an illustration of ANR function which is defined in [1]
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Figure2: Automatic Neighbor Relation (ANR) Function
The function works as follows:

1.
The UE sends a measurement report regarding cell B. This report contains Cell B’s PCI, but not its ECGI.

When the eNB receives a UE measurement report containing the PCI, the following sequence may be used.

2.
The eNB instructs the UE, using the newly discovered PCI as parameter, to read the ECGI, the TAC and all available PLMN ID(s) of the related neighbour cell. To do so, the eNB may need to schedule appropriate idle periods to allow the UE to read the ECGI from the broadcast channel of the detected neighbour cell.

3.
When the UE has found out the new cell’s ECGI, the UE reports the detected ECGI to the serving cell eNB. In addition the UE reports the tracking area code and all PLMN IDs that have been detected. If the detected cell is a CSG or hybrid cell, the UE also reports the CSG ID to the serving cell eNB.
4.
The eNB decides to add this neighbour relation, and can use PCI and ECGI to:

a
Lookup a transport layer address to the new eNB.

b
Update the Neighbour Relation List.

c
If needed, setup a new X2 interface towards this eNB. The setup of the X2 interface is described in section 22.3.2.
---------------------------------------------------------------------------------------------------------------------------------------------
When this scheme is reused for detection of aggressor node, MeNB can know which LPN is aggressor node to interfere to Macro UE based on reported PCI, ECGI, CSG without additional standardization work. Then, the Macro eNB can manage the interference via S1, X2, OTA or even Rel-10 time domain ICIC.
Proposal 1: It should be assumed that ANR function is baseline for detection of aggressor node
4 Conclusion
In this contribution, detection of aggressor node was discussed. As the result of the discussion, we propose following for management of interference from LPN to Macro UE;
Proposal 1: ANR function should be reused for detection of aggressor node
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