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1 Introduction

At RAN3 #73bis, it was decided to concentrate all issues related to the Rel-11 SI on LTE Enhanced Mobility, into an e-mail discussion [1]. The corresponding text proposal for the relevant parts of the TR [3] is in Sec. 6.
1.2 High Priority Use Cases

According to [3], the priority of the various use cases for HeNB enhanced mobility in Rel-11 is as follows.
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O= open, H = Hybrid, C= closed. 
Notes:
Priorities: 1 is the highest, 3 is the lowest.
Inter-GW use cases are FFS.
Table 1 Mobility enhancement use cases for LTE and their priority, according to [3].

According to [1] and [2], this TP shall focus on the high priority use cases for macro-to-femto mobility (marked in red in Table 1 above).
[Rapporteur’s Note: whenever a reference is made to a contribution that was not treated at RAN3 #73bis, it is highlighted in yellow.]
2 Text Proposal for TR 37.803
2.2 LTE Architectural Topics
2.2.1 Enhanced Mobility with Macro Network
Some general assumptions for the following study can be beneficial.

It is desirable that the solutions studied for macro-to-femto enhanced mobility preserve the current signaling and architecture as much as possible.
2.2.1.1 Issue 1: Macro ( Open HeNB

In this mobility case, membership verification is not needed [5]

 REF _Ref307329592 \r \h 
 \* MERGEFORMAT [6]. The eNB may differentiate the open-access HeNB from the other types of (H)eNBs by PCI configuration or ECGI configuration.
Solution 1: Macro-open enhanced mobility is performed via X2 between eNB and open-access HeNB.

2.2.1.2 Issue 2: Membership Verification
This issue applies to macro – hybrid HeNB, open HeNB – hybrid HeNB, and hybrid HeNB – hybrid HeNB (inter-CSG) cases.

Membership verification could be performed in the CN or in the RAN (e.g. in the source eNB, or in the target HeNB). If it is performed outside the CN, this would probably require additional signaling and the propagation of the UE’s subscription information outside of the CN. This would violate the current assumptions about network security and trust (i.e. about the RAN being less “trusted” than the CN). On the other hand, if membership verification is performed in the CN, the UE’s subscription information is not propagated outside of the CN, and the current network security and trust model still holds.
It is desirable that the method chosen for membership verification should be also applicable to the case of inter-CSG enhanced mobility between hybrid HeNBs. In fact, there are some commonalities between macro-to-hybrid, open-to-hybrid, and inter-CSG hybrid-to-hybrid enhanced mobility [7][8].

Solution 1: Membership verification (MV) in CN.

Solution 1a: Source eNB triggers MV before initiating handover.
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Figure 1 Signaling flow for Solution 1a.
In this solution, MV is done by sending request and reply between source eNB and MME. This procedure is triggered whenever the source eNB decides to hand over the UE to a hybrid target via X2.
Solution 1b: Target HeNB triggers MV before accepting handover.
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Figure 2 Signaling flow for Solution 1b.
In this solution, MV is done by sending request and reply between target eNB and MME. This procedure is triggered whenever target eNB receives handover signaling.
Solution 1c: Target HeNB triggers MV during handover, first accepting the UE as a non-member and later upgrading it if MV checks.

In this solution, MME performs MV after handover. MME checks UE subscriber data upon receiving PATH SWITCH REQUEST message to determine the UE’s membership status. The MME can then inform the target HeNB about the verified membership status of the UE via either the path switch procedure or the UE context modification procedure. 
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Figure 3 Signaling flow for Solution 1c.

Solution 1d: Target HeNB triggers MV during handover, first accepting the UE according to its reported CSG membership status and later downgrading it if MV fails.

In this solution, MME performs MV after handover. MME checks UE subscriber data upon receiving PATH SWITCH REQUEST message to determine the UE’s membership status. The MME can then inform the target HeNB about the verified membership status of the UE via either the path switch procedure or the UE context modification procedure. The CSG UE is provisionally accepted by the target, and the membership verification is performed by the MME.

Compared to Solution 1c, this procedure streamlines the “normal” condition when the CSG access is correct. In case the CSG check should fail (e.g. due to an expired membership or faked CSG ID), the target hybrid HeNB can still have the final decision whether to drop the UE, or to treat it as a non-member.
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Figure 4 Signaling flow for Solution 1d.

Solution 2: MV in the RAN.
There are at least two options for switching the function of access control to source eNB. In the first case, the UE CSG subscription information will be sent to the source eNB when the UE is in connected mode. The eNB could then perform membership verification based on this information. In the second case, a subset of the UE CSG subscription will be sent to eNB considering the CSG ID of its neighbors.
Considerations on the various solutions
· Solutions 1c and 1d might require less signaling than the others.

· In Solution 1b, the target HeNB would allocate the appropriate resources, priority, and charging upon receiving MV, before acceptance.

· In Solutions 1c and 1d, handover is expedited (i.e. the UE is accepted “on trust” before receiving the MV result or even triggering MV).

· Solutions 1c and 1d are probably not suitable in case of macro-closed HeNB handover (lower priority in current SI).

· In Solution 1c, a UE that is a CSG member would possibly get degraded service until its membership is confirmed.

· Solution 1d is optimized for successful MV (arguably the majority of cases). In case a UE pretends to be a CSG member, the target HeNB could either treat it as a non-member (if resources are available) or drop/blacklist it, according to operator policies and/or implementation.
2.2.1.3 Issue 3: Need for X2 Proxy to optimize the solution
Solution 1: No X2 proxy (i.e. direct X2 connections between macro and HeNBs) [4].

In this solution, direct X2 is used. This can also apply to the case of the HeNB connecting to a HeNB-GW.

Solution 2: X2 proxy is deployed between macro and HeNBs.

In this solution, X2 proxy may be used when the HeNB connects to a HeNB-GW [9]. Definition of the X2 proxy is FFS.
Solution 3: X2 proxy is implementation-dependent; it does not need to be specified.

In this solution, X2 proxy functionality may be adopted, but no further standardization efforts are required concerning such functionality. This is the status quo for enhanced HeNB-HeNB mobility [11]. Some considerations that led to such decision [10] could still be relevant to the current issue.
3 Proposal
Proposal 1: The text in Sec. 6 above should be captured in TR 37.803.
4 References

[1] RAN3 #73bis Chairman’s notes.
[2] RAN3 #74 Agenda, v. 0.

[3] R3-112312
“Text Proposal for Use Cases for UMTS and LTE”, Alcatel-Lucent.
[4] R3-101559
“Analysis of Supporting the X2 Interface for HeNBs”, Qualcomm Inc.

[5] R3-112499
“Mobility Enhancement from Macro eNB to HeNB”, New Postcom.

[6] R3-112595
“X2 Mobility between Macro and Open HeNBs”, Ericsson.

[7] R3-112428
“Inter-CSG Enhanced Mobility”, Nokia Siemens Networks.
[8] R3-112567
“Inter-CSG Enhanced HeNB Mobility”, Alcatel-Lucent.

[9] R3-112425
“Macro to femto enhanced mobility for LTE”, Nokia Siemens Networks.
[10] R3-102874
“HeNB Mobility Enhancements Scenarios”, Ericsson.

[11] RAN3 #69bis Chairman’s notes.

_1381816607.vsd
�

�

�

UE�

source RAN


MME


1b. allowed CSG list�

target HeNB�

3. membership verification


2. measurement report�

1a. user subscriber data�

4. handover request
(membership status)


5. handover request ACK


6. HO commond


UE�

source RAN


target HeNB


MME�

3.admission control
(default non-member or membership indicated in measurement report)


1. measurement report
(membership indication)�

2. handover request


4. handover request ACK


5. HO commond


6.RRC Conn. Reconf. Complete


7.path switch request


8.path switch request ACK
(membersip checked
 by MME)


UE�

source RAN


target HeNB


MME�

3.admission control
(membership indicated
 in measurement report)


1. measurement report
(membership indication)�

2. handover request
(membership indicated
 in measurement report)


4. handover request ACK


5. HO commond


6.RRC Conn. Reconf. Complete


7.path switch request


8.path switch request ACK
(membersip verified
 by MME)


E-RAB management procedure


membership 
verification


UE�

source RAN


target HeNB


MME�

3.admission control
(non-member)


1. measurement report�

2. handover request


4. handover request ACK


5. HO commond


6.RRC Conn. Reconf. Complete


7.path switch request


8.path switch request ACK
(membersip verified
 by MME)


E-RAB management procedure


membership 
verification



