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1. Introduction
According to [1], the priority of the various use cases for HeNB enhanced mobility in Rel-11 is as follows.

Table: Mobility Enhancement Use cases for LTE
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	only applies to the case of inter-CSG.

only applies to the case of inter-CSG

only applies to the case of inter-CSG
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*        O= open, H = Hybrid, C= closed. 
From the table above, this study item mainly focuses on scenarios that a hybrid HeNB is the target for an inter-CSG X2 handover, which are assigned the highest priority. For these scenarios, membership verification is needed. This contribution mainly discusses the use cases the target is a hybrid HeNB.
2. Discussion
2.1. Background
In Rel-10, mobility from eNB/HeNB to a HeNB’s hybrid cell takes place with S1 handover procedure, as depicted in the figure below:
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Figure 1: S1 handover signalling flows
In the process of S1 handover, the source MME performs UE membership verification to the target hybrid cell based on the CSG ID received in the Handover Required message and the stored CSG subscription data for the UE, and then propagates the result to target side. The target HeNB performs admission control based on the UE’s membership status.
The current specifications allow X2-based HO between HeNBs if no access control at the MME is needed, i.e. when the handover is between closed/hybrid access HeNBs having the same CSG ID or when the target HeNB is an open access HeNB. However, for X2 handover to a hybrid cell with different CSG ID, the source (H)eNB is not aware of UE’s membership status related to a different CSG ID, and MME can not perform membership verification in the middle. In order to support this inter-CSG X2 handover scenario, the current X2 handover signalling flows need to be enhanced.
2.2. Admission Control
Upon reception of X2AP HANDOVER REQUEST, the target hybrid HeNB performs admission control. Two candidate solutions are to be investigated below:
a. perform UE admission control based on membership status reported by UE;
According to current RRC specification, UE reports membership status related to a detected HeNB cell to source eNB in MEASUREMENT REPORT message. And then the source eNB propagates the received membership status to target HeNB. Hence, target HeNB can perform access control based on the received membership status (i.e. reported by UE);
b. treat UE as non-member when performing admission control, regardless of the membership status contained in the HANDOVER REQUEST.

Whatever UE reported, the target HeNB treats the UE as non-member of the target cell when performing admission control.
The current specifications allow source eNB to include in HANDOVER REQUEST message the UE’s membership status to target HeNB. Therefore, from a specification point of view, both solutions above have no impact on protocol, depending on HeNB implementation. On the other hand, with regard to radio performance, solution (a) may make UEs who forge its membership status to eNB occupy resources available for other UEs. Provided UEs forging membership status are minority, this drawback is not a big issue. Solution (b) may result in member UE didn’t acquire optimized resource allocation. However, the target HeNB can re-allocate more resources for UE through relative procedures after handover (refer to section 2.3). Impact on radio performance is temporary, within an acceptable extent. In brief, both solutions work well.
Proposal 1: In inter-CSG X2 handover, admission control performed by target hybrid HeNB is implementation dependent.
2.3. Membership Verification
Since X2 handover procedure is performed without EPC involvement, MME can but verify UE’s membership after UE has been connected to target HeNB. Two possible solutions here may be used:
1. MME informs the target HeNB of UE membership status in Path Switch Request Acknowledge message;
· Pros: 
Target HeNB can be aware of UE’s true membership status timely.
· Cons: 
ASN.1 impact can be seen: new membership IE need to be introduced.
2. Upon handover is complete, MME initiates UE Context Modification procedure to inform the target HeNB of UE’s membership status (member/non-member).
· Pros: 
No ASN.1 impact.
· Cons: 
Additional signalling cost.
When target HeNB acquires UE membership status is not time-critical, and time difference between two solutions is not significant. What’s more important, solution 2 doesn’t impact ASN.1. Some words may or may not need to be captured in stage 2 specification. Therefore we propose:
Proposal 2: UE Context Modification procedure can be used to inform the target HeNB of UE’s membership status.
3. Conclusion
In order to support inter-CSG X2 handover to hybrid HeNB, based on the above analysis, we would like to put forward the following two proposals:
Proposal 1: In inter-CSG X2 handover, admission control performed by target hybrid HeNB is implementation dependent.
Proposal 2: UE Context Modification procedure can be used to inform the target HeNB of UE’s membership status.
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