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1 Introduction
In last RAN3 meeting, the priorities of all use cases were discussed and agreed in [1], which is shown in table 1 below. This paper discusses the open issues on supporting the use cases with the highest priority in the enhanced mobility between HNBs.
Table 1 the use cases with the highest priority
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2 Discussion
In rel-10, the enhanced mobility between HNBs in intra-CSG intra-GW case is introduced. The basic principle and procedure can be reused in these high priority cases. There are two additional issues need to be discussed in the following.
2.1 Membership Verification
There are four cases in table 1 need the access control/membership verification, which marked “Yes” in the AC/MV needed column. The hybrid HNB is the target of the four cases. The only issue is how to perform the membership verification of the UE in the target. 
 Possible solutions for the four cases are shown in following:

 SHO:
1) No membership verification at all e.g. the target accepts the RL as a non member. It will simple and quicken the SHO procedure.
2) The source HNB acquires the membership status via a new procedure like access control query.
a) The source considers the membership status before RL setup without informing the target as today.
b) The source informs the actual membership status to the target.
3) The target HNB acquires the membership status by itself via a new procedure. In addition the target HNB needs to be informed the CSG capability and identity of the UE via RNSAP. 
Proposal 1a: There should be no membership verification in the SHO to a hybrid HNB and the target HNB always accepts UE as a non member.
HHO
1) No membership verification in the source, e.g. the source HNB handover the UE to the target HNB, and the target accepts the UE as a non-member. Then the target HNB informs the HNB-GW/CN for the membership checking, if UE is actually a member, the membership status change handling can be reused. 
2) The source performs membership checking via a new procedure to HNB-GW/CN according to UE’s capability. The new procedure can be performed before the handover procedure, and related CSG membership information of the handover UE should be included in the handover procedure. But the problem is that the target HNB may belongs to a different owner of the source HNB, it is questionable for the target HNB to fully trust the membership verification result of the source HNB due to security reason.
3) The target HNB gets the UE’s membership status via a new procedure to HNB-GW/CN according to UE’s capability. 
Proposal 1b: The target HNB should perform membership checking via a new procedure to HNB-GW/CN according to UE’s capability during the enhanced HHO.
2.2 Charging Issue 
In R10, the enhanced mobility is restricted in intra-CSG intra-mode handover only because the CN shall be informed the change of CSG ID and access mode for charging, as stated in TS 23.060[3]:
“When CSG is deployed in the network, the SGSN shall also collect the following charging information for MSs and/or individual PDP contexts that are subject to charging:
-
User CSG information: CSG ID and access mode of the cell which the MS is accessing, and CSG membership indication of whether the MS is a CSG member in this cell.”
Regarding the cases in the priority list, all these cases belong to inter-CSG or inter-mode handover, the CN should be informed about the change of CSG ID or access mode during HHO. And the RAB Data Volume Information should also be informed to the CN because the charging rate may different in the source HNB and the target HNB. As to the SHO, there is no big issue for charging in inter-CSG scenario because the CN can charge the UE based on the serving HNB’s CSG ID. This problem is only applicable to CSG UEs. For non-CSG UEs, the CSG ID info of the Cell UE camping on is not transfer to the CN to avoid the additional access control in CN. Then the charging method for CSG UEs is not applicable, the charging is done by implementation in HNB subsystem, which is not standardized so far. This principle can be reused in R11.
Proposal2: For CSG UEs, the CN should be informed the change of CSG ID or access mode and the RAB Data Volume Information in the source HNB.
3 Conclusion
Considering the discussion above, it is proposed RAN3 to agree following proposals: 

Proposal 1a: There should be no membership verification in the SHO to a hybrid HNB and the target HNB always accepts UE as a non member
Proposal 1b: The target HNB should perform membership checking via a new procedure to HNB-GW/CN according to UE’s capability during the enhanced HHO.
Proposal 2: For CSG UEs, the CN should be informed the change of CSG ID or access mode and the RAB Data Volume Information in the source HNB.
Proposal3: To capture the section 2 in [1] for further pros and cons discussion on solutions.
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