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1   Introduction
In the 3GPP TSG RAN3 #73 meeting, the participants made a wide discussion on the mobility scenarios supported up to Rel-10 for HeNBs and the mobility usecases considered for the SI in Rel-11. And the following agreements are made for HeNB to HeNB mobility for Rel-11 [1]:
	From>To
	Source Type*
	Target Type *
	AC/MV needed
	Priority
	Notes

	HeNB > HeNB
	O

O

H

H

C

C
	H

C

H

C

C

H
	Yes

Yes

Yes

Yes

Yes

Yes
	1

2

1

3

3

3
	only applies to the case of inter-CSG.

only applies to the case of inter-CSG

only applies to the case of inter-CSG

only applies to the case of inter-CSG


*
O= open, H = Hybrid, C= closed. 

In the document we give a discussion on the possible issues on the mobility for the 1st and 2nd priority usecases, i.e. the open to hybrid, hybrid to hybrid and open to closed.
As explained in table 4.2 in [1], S1 HO already supports HeNB to HeNB mobility for all the usecases, in the following section we only discuss X2 HO.

2   Access Control
In Rel-10 the AC mechanism during HO for CSG and hybrid cells is agreed as following: 

· preliminary checking in the UE by the white list

· final checking in the MME
According to the definitions in [2], 

Closed access mode: HNB/HeNB operates as a CSG cell.

Hybrid access mode: HNB/HeNB operates as a CSG cell where at the same time, non-CSG members are allowed access.

Open access mode: HNB/HeNB operates as a normal cell, i.e. non-CSG cell.
2.1 Open/Hybrid to hybrid

For hybrid mode which also allows the non-CSG members to access but serves the members and the non members with different priority, the MV (membership verification) should be considered in the inter-CSG case to avoid the unfair treatment of UEs. 
Regarding X2 HO from open to hybrid and from hybrid to hybrid for inter-CSG case, there are some possible solutions to implement membership verification, whatever there is a HeNB-GW deployment or not in the source or/and in the target: 

· Solution 1: The source HeNB consult MME for MV
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Figure 1: Inter-CSG X2 HO solution 1

1. The UE includes CSG ID of the target cell in the Measurement Report message to source HeNB. The source HeNB could check CSG ID.

2. The source HeNB includes the CSG ID and Cell Access Mode in a new message, e.g. CSG Query message to the MME.

3. The MME performs MV to the CSG cell based on the CSG ID received in the new message and the stored CSG subscription data for the UE.

4. The MME includes CSG Membership Status in a new message, e.g. CSG Query ACK message, to the source HeNB. 
5. The source HeNB includes the CSG Membership Status in the Handover Request message to the target HeNB.
6. The target HeNB sends the Handover Request Acknowledge message to the source HeNB. And if ’member ’is indicated by the source HeNB, the target HeNB will allocate appropriate resources to the UE.
7. The source HeNB sends the Handover Command message to the UE.
NOTE: The step 6, 7, 8 are optional.
In solution 1, the source HeNB first consults the MME, e.g. by a new message, to perform MV for the UE based on the stored CSG subscription data. The target HeNB will set different criteria for AC in a CSG cell for members and non-members, and if ’member ’is indicated by the source HeNB, the target HeNB may allocate appropriate resources, e.g. with high access priority, to the UE.
Considering in some enterprise case or public scenario, e.g. shopping mall, the source HeNB and the target HeNB belong to different shops, e.g. Starbucks and McDonald's, and if the source is a compromised HeNB then this provides a good way for the network to accept a non-member UE as a member. Therefore the target HeNB itself may need to consults MME to perform MV if the source HeNB and the target HeNB belong to different user, otherwise the target HeNB may have to accept all UEs as members from the source without any further checks and may perform incorrect charging policy.
As all the UEs, no matters members or non-members, are allowed to access, and the only difference is how the target treats the UE when and after it access, the MV could be performed by the target. 

· Solution 2: The target HeNB consults MME for MV
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Figure 2: Inter-CSG X2 HO solution 2

1. The UE includes CSG ID of the target cell in the Measurement Report message to source HeNB. The source HeNB could check CSG ID.

2. The source HeNB includes the CSG Membership Status in the Handover Request message to the target HeNB.
3. The target HeNB includes the CSG ID and Cell Access Mode in a new message, e.g. CSG Query message to the MME.

4. The MME performs MV to the CSG cell based on the CSG ID received in the new message and the stored CSG subscription data for the UE.

5. The MME includes CSG Membership Status in a new message, e.g. CSG Query ACK message, to the target HeNB. And if ’member ’is indicated in the IE, the target HeNB will allocate appropriate resources to the UE.
6. The target HeNB sends the Handover Request Acknowledge message to the source HeNB.

7. The source HeNB sends the Handover Command message to the UE.
In solution 2, the source HeNB sends HANDOVER REQUEST message to the target HeNB, and the target HeNB consults the MME to perform MV for the UE based on the stored CSG subscription data. The target HeNB will set different criteria for AC in a CSG cell for members and non-members, and if ’member ’is indicated in the IE, the target HeNB may allocate appropriate resources, e.g. with high access priority, to the UE and will perform the correct charging policy.
In this case, the MV can be performed only once no matter whether the source HeNB and the target HeNB belong to the same user. 
· Solution 3: The target HeNB performs MV during Path Switch
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Figure 3: Inter-CSG X2 HO solution 3
1. The UE includes CSG ID of the target cell in the Measurement Report message to source HeNB. The source HeNB could check CSG ID.

2. The source HeNB includes the CSG Membership Status in the Handover Request message to the target HeNB.
3. The target HeNB sends the Handover Request Acknowledge message to the source HeNB. And if ’member ’is indicated by the source HeNB, the target HeNB will allocate appropriate resources to the UE.
4. The source HeNB sends the Handover Command message to the source eNB.
5. The UE performs RRC connection with the target HeNB.
6. The target eNB sends a PATH SWITCH REQUEST message to MME to inform that the UE has changed cell and it includes the CSG ID and Cell Access Mode in the message.

7. The MME performs MV to the CSG cell based on the CSG ID received in the new message and the stored CSG subscription data for the UE.
8. The MME confirms the PATH SWITCH REQUEST message with the PATH SWITCH REQUEST ACKNOWLEDGE.
In solution 3, the target HeNB consults the MME to perform MV based on the stored CSG subscription data through the PATH SWITCH procedure instead of a new message. In this case, the target HeNB first has to accept a UE according to the membership indicated by the source HeNB, and then confirms with the MME by itself. Therefore it is possible that the UE may get unfair treatment during the access procedure if the indication by the source HeNB is incorrect.
According to the pros and cons of the three solutions, we propose:

Proposal 1: Solution 2, i.e. the target HeNB consults MME for MV, should be adopted as the mechanism for MV.
2.2 Open to closed
For closed mode which only allows the CSG members to access, the AC (Access Control) should be considered in the inter-CSG case to avoid the access of unauthorized UEs.

Regarding X2 HO from open to closed for inter-CSG case, the possible solutions to implement AC are similar to the solutions in section 2.1.1, whatever there is a HeNB-GW deployment or not in the source or/and in the target: 

· Solution 1: The source HeNB consult MME for AC
The source HeNB first consults the MME, e.g. by a new message, to perform AC for the UE based on the stored CSG subscription data. If the AC procedure fails, the MME will inform the source HeNB to stop the HO. If successes, the source HeNB will send HANDOVER REQUEST message to the target HeNB. Considering the source may be a compromised HeNB and this provides a good way for the network to accept a UE that should not have access, the target HeNB may also need to consults MME to perform AC again if the source HeNB and the target HeNB belong to different user. 
In this case, the AC is made before the HO and the HO can be stopped as early as possible if the UE AC cannot be passed in MME, which can avoid the handover to an unauthorized HeNB. However the target HeNB will have to accept all HOs from the source without any further checks, otherwise a similar duplicate checking needs to be done in the target HeNB.
· Solution 2: The target HeNB consults MME for AC
The source HeNB sends HANDOVER REQUEST message to the target HeNB, and the target HeNB consults the MME to perform AC for the UE based on the stored CSG subscription data. If the AC procedure fails, the MME will inform the target HeNB and then the target HeNB will inform the source HeNB to reject the HO. If successes, the target HeNB will send HANDOVER REQUEST ACKNOWLEDGE message to the source HeNB. In this case, the signalling passing through CN can be largely saved and the HO delay can be relatively short. 
· Solution 3: The target HeNB performs AC during Path Switch

The target HeNB consults the MME to perform AC for the UE based on the stored CSG subscription data through the PATH SWITCH procedure instead of a new message. In this case, the target HeNB has to accept a UE first no matter whether the UE is its member or not, and then rejects the UE if the MME responses that the CSG is invalidate for that UE and performs explicit detach of the UE. Therefore the UE will experience a very long delay until the service can be available again.

In order to save the efforts to resolve the inter-CSG X2 HO problems for all the different usecases, we propose:

Proposal 2: If the AC mechanism needs to be considered, it should use the same procedure as the MV mechanism.
3   Other issues

As specified in [3], R10 supports direct X2-connectivity between HeNBs, independent of whether any of the involved HeNBs is connected to a HeNB GW. Therefore here we only discuss the possible issues for X2 GW HO between HeNBs.
Besides the common issue already analyzed in [4], the following issues need to be studied:
· To clarify X2 proxy functionality in [3]
X2 proxy functionality for supporting HeNBs;

The HeNB GW provides X2 proxy functionality between HeNBs. The X2 proxy functionality includes passing UE-dedicated X2 signalling messages as well as GTP data packets between the X2 interfaces associated with the HeNBs. Due to the proxy functionality, the HeNB GW appears as a HeNB to the peer HeNB.
As discussed above, the HeNB GW hosts the X2 proxy functions:

-
Relaying UE-associated X2 application part messages between the HeNB serving the UE and the peer HeNB;
-
Terminating non-UE associated X2 application part procedures towards the HeNB. 
-
X2 interfaces shall be established between the eNB and the HeNB.
· How to select which architecture, i.e. direct X2 or X2 GW, to support
As the direct X2 solution had already been specified in R10, whether HeNB shall established X2 interfaces with the HeNB GW or directly with a peer HeNB needs to be further considered. According to the pros and cons of direct X2 and X2 GW respectively as analysed in table 1 in [4], this issue could leave for implementation according to deployment scenario.

· How to decide the HO is intra-CSG or inter-CSG

Considering the procedure for intra-CSG HO and inter-CSG HO may be different, the source HeNB needs to know the HO type. When a CSG cell initiates a HO to another CSG cell, in existing mechanism, only the HeNB GW knows the CSG ID of both the source and the target CSG cell. Therefore the HeNB GW could decide whether the HO is intra-CSG or not. Otherwise, the source HeNB needs to inform the target HeNB which cell is the source cell initiating the HO.

4   Way forward
In this contribution, we share our views on the MV/AC issue and some other issues for the HeNB to HeNB mobility in the 1st and 2nd priority usecases, i.e. the open to hybrid, hybrid to hybrid and open to closed. And we propose:
Proposal 1: Solution 2, i.e. the target HeNB consults MME for MV, should be adopted as the mechanism for MV.

Proposal 2: If the AC mechanism needs to be considered, it should use the same procedure as the MV mechanism.
Proposal 3: To capture the section 2 in [1] for further pros and cons discussion on solutions.
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