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1 Introduction
 In RAN#51, a new SI of further enhancements for HNB and HeNB was agreed in [1].There was a probing discussion in the new SI in last RAN3 meeting. This paper gives a discussion on the support of inter-CSG Mobility for 3G.
2 Discussion
In Rel-10, the solution for intra-CSG and intra-GW mobility enhancement in HNB system was agreed based on a new interface Iurh between HNBs. 
Generally, the serving HNB-GW for a HNB is based on the location of the HNB. It is very likely that the neighbour HNBs connect to the same HNB-GW. If the source HNB and the target HNB are connecting to different HNB-GWs, the RANAP based handover can be reused, and inter-CSG handover has been supported since R9. This paper mainly focuses on how to extend the R10 enhanced mobility to include inter-CSG mobility case. 
There was a preliminary discussion on inter-CSG mobility in R10. Comparing to the available intra-CSG handover, the access control is the main issue in the inter-CSG handover between HNBs. 
In R8 and R9, the access control mechanisms for CSG and hybrid cells were agreed as following:

· Non-CSG UEs: Access control/Membership checking in the HNB-GW via UE Registration by the IMSI of the UE.

· CSG UEs: preliminary checking in the UE by the white list, final checking in the CN 
The principles should be reserved in inter-CSG handover. The remaining issue is which node triggers the access procedure in which procedure. 
There are three nodes involved in the R10 enhanced mobility in [2], which means there are three possible nodes to trigger this. It analyzes the possible solutions of access control in the three nodes. 
· The Source HNB: the source HNB can get the CSG information from the measurement report from UE and there is UE context in the source HNB. So the source can judge whether the UE is CSG UE and whether the handover is inter-CSG. And the source HNB can also know the exact CSG ID of the target from the HNB-GW, which is not depending on the UE reporting.
If the UE is a non-CSG UE, the source HNB should request the HNB-GW to performs access control by a new procedure in Iuh e.g. HNBAP. If the UE passes the access control, the source HNB should trigger the handover over Iurh. Otherwise, the handover is prohibited.
If the UE is a CSG UE, the source HNB should request the CN to perform access control by a new procedure in RANAP. The source HNB should trigger the handover based on the outcome of access control of CN.
The source HNB is the earliest point to perform access control, and this access control is made before the handover procedure, which can avoid the handover to an unauthorized HNB. However, this means that the target HNB will have to accept all HOs from the source without any further checks. If the source is a compromised HNB then this provides a good way for the network to accept a UE that shouldn’t have access. Otherwise a similar duplicate checking needs to be done in the target HNB.
·   The Target HNB: After receiving the Enhanced Relocation Request message from the source HBN, the target HNB can trigger the access control procedure.  
Similar procedures as the source HNB triggering are applied in this case: if the UE is a non-CSG UE, the target HNB should request the HNB-GW to performs access control by a new procedure in Iuh e.g. HNBAP; if the UE is a CSG UE, the target HNB should request the CN to perform access control by a new procedure in RANAP. The target HNB should response the handover request based on the outcome of access control.
The target HNB performing access control happens after the handover initiation, and then there will be some handover preparation failure of non-allowed UEs.
·  The HNB-GW: the HNB-GW may only be informed after the complete of the handover. Even the HNB-GW detects the UE is not allowed to the target HNB, it will have no chance to cancel the handover. It is not the right location for performing access control.
3 Conclusion
Considering the discussion above, it is proposed:

Proposal: To capture the section 2 in [3] for further pros and cons discussion on solutions.
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