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1
Introduction
This document continues discussions started at RAN3#72 on Rel-10 HNB Soft Handover (SHO) support.

It introduces two possible solutions:

-
Option 1: as submitted by Nokia Siemens Networks during RAN3#72, this one is introducing an RNSAP container whose content is defined in RANAP;
-
Option 2: Another one as developed meanwhile, where it is considered that the source HNB should have sufficient access control information.
2
Discussion

2.1
General
As argued at RAN3#72, the scope of TS 25.471, having the function of adapting the services made available by the Iurh signalling transport layer to the needs of RNSAP would not be in line with introducing application-level related IEs. 
But there is one more consideration about the nature of information required for access control and membership verification at RL Setup which was introduced last meeting already:
-
With the advent of CSG networks, the horizontal interconnection between femto RNSs and the request to support SHO requires a function related to CSG access control and membership verification. 

-
There is an example from Rel-5 (shared networks and the definition of respective access control) where it was assumed that the serving RNS knows before it initiates RL Setup whether a UE is allowed to access a certain neighbouring cell controlled by the neighbouring RNS. The serving RNS compares the “shared network area codes” (SNAC) assigned to a cell against the list of SNACs assigned for a UE and determines the UEs access rights.

-
The important difference to CSG related access control for SHO configurations is that, in case of shared networks, the access rights are already known at the SRNS, whereas, in case of CSG and Iurh interconnection between femto RNS, it was chosen for RNSAP Relocation to perform access control and membership verification for intra-CSG scenarios at the target/drift femto RNS.

-
What can be seen from the shared network example is that the related functions and information is purely handled at the application layer. The same can be stated for CSG related information and functions.

But: is it really true, that the serving RNS is not able to deduce a UE’s CSG related access rights?
-
In Rel-10, where only intra-CSG mobility is allowed, it should be sufficient to know at the serving RNS, whether the neighbour-cell’s CSG has the same CSG-Id than the serving cell. This can be easily deduced from the information provided by the Rel-10 HNBAP:HNB Configuration Transfer procedure, which clearly transports the CSG-Id/Cell Access Mode.

(
For Rel-10, no additional information is needed to be introduced anywhere. It could be even questioned whether CSG/Cell Access Mode related information is needed for the basic RNSAP Relocation scenario as defined in RANAP.

-
Looking into the future of Rel-11, where inter-CSG scenarios are under investigation, the principle to provide access control related information at the serving RNS could be kept as well, if it can be assumed that the serving RNS is able to request the UEs access rights of the drift RNS before actually initiating the RL Setup procedure. To our understanding, there is no technical reason to not assume that.

(
The method is forward-compatible for inter-CSG scenarios if introduced in later releases.

2.2
Option 1: Definition of an RNSAP Container within the RNSAP Radio Link Setup procedure

Here the outline of necessary CRs for Option 1:
Stage 2 vs. TS 25.467: (CR in [3])
-
clarify in the section on SHO (§5.7.3) the point in time where the DRNS shall evaluate CSG related information, i.e., at reception of the RNSAP Radio Link Setup Request message.
-
clarify that the Mobility Access Control limitations, currently defined for RNSAP Relocation only, apply for SHO as well (§5.7.4.1)

Stage 3 vs. TS 25.413 (CR in [1])
-
define a general container, applicable for any “non canonical deployment scenario” to transport UE access control information which transports – in Rel-10 – CSG related information and which may be extended in later releases if more information needs to be added. 

Stage 3 vs. TS 25.423 (CR in [2])
-
include within the Radio Link Setup Request the general container defined in RANAP.
2.3
Option 2: Considering that sufficient access control information is available at the source HNB 

Here the outline of necessary CRs for Option 2:

Stage 2 vs. TS 25.467 (CR in [5]):

-
clarify in the section on SHO (§5.7.3) the point in time where the DRNS shall evaluate CSG related information, i.e. as condition for sending the RNSAP Radio Link Setup Request message.
-
clarify that the Mobility Access Control limitations, currently defined for RNSAP Relocation only, apply for SHO as well (§5.7.4.1).
Stage 3 vs. TS 25.413 (CR in [4])
-
possibly remove the CSG ID IE and the CSG Membership Status IE from the RANAP ENHANCED RELOCATION INFORMATION REQUEST message.

Stage 3 vs. TS 25.423

-
no change needed.

3
Proposal

We have some more sympathy for Option 2 and propose to agree on it and on the related CRs [4, 5]. The charming advantage of Option 2 is that no RNSAP changes are needed.
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