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1   Introduction
In the 3GPP TSG RAN3 #72 meeting, one SI on H(e)NB had been approved in [1]. In this WID, one of the objectives for LTE is to 
Evaluate the benefit of X2 connection via the GW proxy for (H)eNB to HeNB mobility enhancements (RAN3 only)
Evaluate the benefit of support of deployment scenarios with 2 HeNB-Gateways directly interconnected to each other. (RAN3 only)
And in the TSG WG RAN3 #72 meeting, the participants made some discussion on the possible scenarios.   

In the document we give a further discussion on the X2 connection via the GW proxy.
2   Rel-10 supported Architecture

As shown in figure 1 [2], R10 supports direct X2-connectivity between HeNBs, independent of whether any of the involved HeNBs is connected to a HeNB GW. 
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Figure 1: Overall E-UTRAN Architecture with deployed HeNB GW
The HeNB-eNB architectures are discussed in R3-11xxxx, so this document only covers the HeNB-HeNB architectures.  As shown in figure 2-4, the following HeNB-HeNB architectures are already allowed.
	[image: image2.emf] 

HeNB HeNB

S

1

MME / S-GW

S

1

X2


Figure 2
	[image: image3.emf] 

HeNB HeNB

HeNB GW

S

1

S

1

MME / S-GW

S

1

X2


Figure 3
	[image: image4.emf] 

HeNB HeNB

HeNB GW

S

1 S

1

MME / S-GW

S

1

X2


Figure 4


3   Rel-11 possible architecture
In Rel-11, the following HeNB-HeNB architectures need to be discussed and the benefits of each need to be evaluated.

	[image: image5.emf] 

HeNB HeNB

HeNB GW

S

1 S

1

MME / S-GW

S

1

X

2

X

2


Figure 5
	[image: image6.emf] 

HeNB HeNB

HeNB GW

S

1

S

1

MME / S-GW

S

1

X

2

X

2


Figure 6
	[image: image7.emf] 

HeNB HeNB

HeNB GW

S

1

S

1

S

1

X2

HeNB GW

MME / S-GW

S

1

X

2

X

2


Figure 7


As shown in figure 5, in order to support of HeNB to HeNB enhanced mobility, an X2 GW is can be used to allow an (H)eNB to support many X2 interfaces, analogous to the HeNB GW’s role for the S1 interface.
This architecture has the following advantages:

· The HeNB only needs to keep one X2 interface to HeNB GW regardless of the target HeNB rather than so many X2 interface to HeNBs, and the HeNB GW relays or terminates X2. As in the enterprise scenario HeNB is mainly applied in the high density area, such as shopping mall or one big company, the number of HeNB in an area is high and the handover between HeNB is frequent. 
· Considering the frequently switch on and off to HeNB, the X2 connection may not be robust enough and thus the scalability issue may be a problem for HeNB.
· HeNB has less complexity to support X2 functions.
· This architecture could perfectly solve the security issue as connection will go through the Se GW to arrive HeNB GW.
However this architecture experiences larger delay than direct X2, but considering this issue depends on the network topology and HeNB GW’s location, it would not be a significant drawback. 
In rel-10, the driven for the enhanced H2H mobility is the enterprise case. Because the GW discovery is based on HeNB’s location, it is very likely that all the HeNBs in the same enterprise connect to the same GW and the HeNBs connecting to different GWs is likely not the neighbours in real deployment. To simplify the implementation of HeNB and GW, it is better to restrict the enhanced mobility between HeNBs to intra-GW only, i.e. the deployment scenarios with 2 HeNB GWs interconnection (Figure 13) could be low priority for Rel-11. But if the enhanced mobility between HeNB and Marco is introduced, all the rules implemented in that case can be easily reused. 
4   Possible issues
For supporting of X2 via GW proxy, there are some possible issues need to be studied for this architecture:
· To clarify X2 proxy functionality in [2]
X2 proxy functionality for supporting HeNBs;

The HeNB GW provides X2 proxy functionality between HeNBs. The X2 proxy functionality includes passing UE-dedicated X2 signalling messages as well as GTP data packets between the X2 interfaces associated with the HeNBs. Due to the proxy functionality, the HeNB GW appears as a HeNB to the peer HeNB.
As discussed above, the HeNB GW hosts the X2 proxy functions:

-
Relaying UE-associated X2 application part messages between the HeNB serving the UE and the peer HeNB;
-
Terminating non-UE associated X2 application part procedures towards the HeNB. 
-
X2 interfaces shall be established between the HeNB and the HeNB.
· How to select which architecture, i.e. direct X2 or X2 GW, to support
As the direct X2 solution had already been specified in R10, whether HeNB shall established X2 interfaces with the HeNB GW or directly with a peer HeNB needs to be further considered. Considering the pros and cons of direct X2 and X2 GW respectively as analysed in table 1 in [3], this issue could leave for implementation according to deployment scenario.

· How to select which kind of HO, i.e. X2 HO or S1 HO, to perform
In a network where X2 GW proxy HO is supported, the source HeNB which has an X2 interface with the HeNB GW needs to know whether it can initiate X2 HO with the potential target HeNB, or say whether the HeNB GW has an X2 interface with that target HeNB. One possible solution is that when a HeNB performs X2 setup with a HeNB GW, the HeNB GW needs to inform the HeNB the X2 interfaces it already has with other HeNBs.
· How to route X2AP messages via X2 GW
As the X2 interface breaks when an X2 GW is deployed to terminate the X2 interface at the HeNB GW, the X2 GW could not route X2AP messages which do not contain sufficient information to the correct target HeNB. 

The problem had already been widely discussed for Relay, and the solution introduced for Relay can be reused for HeNB case, i.e. the processing of X2-AP messages in HeNB GW includes modifying X2-AP UE IDs, Transport Layer address and GTP TEIDs but leaves other parts of the message unchanged.
· How to decide the HO is intra-CSG or inter-CSG

Considering the procedure for intra-CSG HO and inter-CSG HO may be different, the source HeNB needs to know the HO type. When a CSG cell initiates a HO to another CSG cell, in existing mechanism, only the HeNB GW knows the CSG ID of both the source and the target CSG cell. Therefore the HeNB GW could decide whether the HO is intra-CSG or not. Otherwise, the source HeNB needs to inform the target HeNB which cell is the source cell initiating the HO.
· How to perform X2 setup with a HeNB GW

When perform X2 setup between a HeNB and a HeNB GW, the X2 SETUP RESPONSE message is sent by a HeNB to a HeNB GW to transfer the initialization information for a TNL association. In current mechanism, the X2 SETUP RESPONSE message shall carry the information for its served cells, e.g. ECGI, PCI. However for a HeNB GW which has no cell to support, what information to be used for this message needs to be studied. Some possible solutions are to use default fake information, or to allow these IEs in the message to be blank. 
5   Way forward
In this contribution, we review all the architectures already allowed in Rel-10 and share our views on all the possible architectures for HeNB enhancements in Rel-11. And we propose:
Proposal 1: The architectures shown in figure 5, 6 need to be studied in Rel-11.
Proposal 2: Support for 2 HeNB GWs directly interconnection should be low priority in Rel-11 discussion.
Proposal 3: To capture the section 3 and 4 in [4].
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