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1
Introduction
We are aware of discussion during RAN3#72 about Rel-10 HNB protocol design principles and would like to take this opportunity to give background information to decisions made in the recent past which should find generous audience within 3GPP standard’s community. Friday the 13th of May should not become a date when fundamental principles are broken.
2
Discussion
why a layered protocol design at all ?
-
Layered protocol design principles stem from early experiences made during the very early days of the internet, developed in parallel with the advent of structured programming. Systems were subdivided in logical units with clear unique tasks and it was foreseen that the each part of the protocol stack corresponds directly to those logical units when communication between systems have to be performed.

-
Subdividing a system into clearly distinguishable tasks allows the design of modular systems where e.g. certain tasks are optimised in terms of performance and hence are put on physical units guaranteeing fast operation (typical lower layer tasks) whereas tasks optimised for e.g. portability are realised on general purpose processing units. Following these principles already at protocol design cater for scalability, efficient implementation, efficient sub-unit tests, and last not least guarantees a common understanding of the specifications with view ambiguities resulting in efficient inter operability tests, last not least in satisifying operation of the systems.

-
A nice example of modular layering even within the application layer itself is the definition of the RANAP Relocation Information procedure: although sent on Iur via RNSAP Relocation Commit, it is defined in RANAP, as the contained information is not meant at all for the “RNSAP task” within the Target RNS, but for the “RANAP task (process)”.
what is the scope of RNA ?
-
as defined in 25.471 §1: The present document specifies the RNSAP User Adaption (RNA) supporting Iurh-connectivity between HNBs as specified in TS 25.467 [3] by adapting the services made available by the Iurh signalling transport layer to the needs of RNSAP. It provides transparent transport for RNSAP messages in connection-oriented and connectionless mode and an Iurh setup function. 

-
RNA talks only about adapting services provided by lower layers to RNSAP to provide services as required by RNSAP 

see 25.423 §6:

The signalling transport shall provide two different service modes for the RNSAP.

1.
Connection oriented data transfer service. This service is supported by a signalling connection between two RNCs. It shall be possible to dynamically establish and release signalling connections based on the need. Each active UE shall have its own signalling connection. The signalling connection shall provide in sequence delivery of RNSAP messages. RNSAP shall be notified if the signalling connection breaks.

2.
Connectionless data transfer service. RNSAP shall be notified in case a RNSAP message did not reach the intended peer RNSAP entity.

(
taking 25.471 §1 and 25.423 §6 into account it becomes evident that RNA is not at all about application layer signalling but pure signalling transport. This was designed and decided by RAN3 and this principles should be kept at this late stage of Rel-10. 

what is the nature of information required for access control and membership verification at RL Setup ?

-
With the advent of CSG networks, the horizontal interconnection between femto RNSs and the request to support SHO requires a function related to a CSG access control and membership verification is needed. 

-
There is an example from Rel-5, shared networks and the definition of respective access control, where it was assumed that the serving RNS knows in advance whether a UE is allowed to access a certain neighbouring cell controlled by the neighbouring RNS. The serving RNS compares the “shared network area codes” (SNAC) assigned to a cell against the list of SNACs assigned for a UE and determines the UEs access rights.

-
The important thing in case of shared networks is that the access rights are already known at the SRNS, whereas in case of CSG and Iurh interconnection between femto RNS it was chosen for RNSAP Relocation to perform access control and memberhip verification for intra-CSG scenarios at the target/drift femto RNS.

-
What can be seen from the shared network example is that the related functions and information is purely handled on application layer. The same can be stated for CSG related information and functions.

The prominent example is shared networks, where the serving RNS has knowledge about access rights of the UE and compares this against the known access properties (Shared Network Area Information) of the cell for which radio resources are to be accessed by the UE.

-
Looking at the main task of the Iur protocol, i.e. to serve as an “elongation” of the Iub interface in case radio resources of the neighbouring RNS are consumed while retaining the SRNS, one may argue information for CSG access control and membership verification are out of scope of RNSAP but should be rather processed by the “RANAP task” of the DRNS. In fact, in case of RNSAP Relocation, this argument was followed an the relavant IEs are actually defined in RANAP (see 25.413 §9.1.81.

(
Whereas the question whether CSG related information should be rather defined in RANAP or RNSAP could be seen as a matter of taste, there is a clear evidence that CSG related information shall never be transported via the signalling transport, hence RNA would be definitly the wrong place.
3
Proposal
There is still some specification work to be done in order to guarantee that all the RNSAP functions are supported via Iurh as well.

In order to achieve this it is proposed

stage 2 – 25.467:

-
clarify in the section on SHO (§5.7.3) the point in time where the DRNS shall evaluate CSG related information

-
clarify that the Mobility Access Control limitations, currently defined for RNSAP Relocation only, apply for SHO as well (§5.7.4.1)
stage 3 – 25.413

-
define a general UE access control container which transports – in Rel-10 – CSG related information and which may be extended lateron if more information (e.g. UE IDs etc.) needs to be added in future. 

stage 4 – 25.423

-
include within the RL Setup Request the general UE access control container defined in RANAP

-
the same container could be also used in the UPLINK SIGNALLING TRANSFER INDICATION in order to transport CSG properties from the cell controlled by the DRNS (providing the cell access mode instead of the membership status). This could be FFS until next meeting. 
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