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1 Introduction 
The latest version of 25.469 [1] contains some FFSs that need to be resolved. This paper outlines how this can be achieved.

2 Discussion

The latest version of 25.469 [1] contains FFSs relating to the HNB Configuration Transfer procedure. Specifically it is FFS whether the HNB-GW returns both the Remote Iurh IP Address IE and the Local Iurh IP Address as illustrated in the extract below
---------------Start of extract -------------------------

8.10
HNB Configuration Transfer Procedure
8.10.1
General
The purpose of the HNB Configuration Transfer procedure is to obtain IP address information and other necessary information for establishing Iurh connections between HNBs.

8.10.2
Successful Operation
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Figure 15: HNB Configuration Transfer Procedure: Successful Operation
The HNB initiates this procedure by sending an HNB CONFIGURATION TRANSFER REQUEST message to the HNB-GW in order to retrieve the IP address and other necessary information for each neighbour HNB indicated in the Neighbour Information Request List IE. The HNB shall only request configuration information for those neighbour HNBs for which information has not already been received.

If the Local Iurh IP Address IE or the Remote Iurh IP Address IE is included in the HNB Configuration Information IE in the HNB CONFIGURATION TRANSFER RESPONSE message for a neighbour HNB, the HNB shall verify if an Iurh interface is already established to the indicated IP Address and may establish an Iurh interface if this is not yet the case.
Editors Note:
It is still FFS whether both, the Remote Iurh IP Address IE and the Local Iurh IP Address need to be included within the HNB Configuration Information IE.
If the Local Iurh IP address IE is included in the HNB Configuration Information IE then the HNB may use this to establish a direct Iurh connection to another HNB.

If the Remote Iurh IP address IE is included in the HNB Configuration Information IE then the HNB may use this to establish an Iurh connection to another HNB via the HNB-GW.
---------------End of extract -------------------------

The HNB Configuration Transfer procedure is used by one HNB when it needs to discover information about a neighbouring HNB to allow it to establish an Iurh connection to that neighbouring HNB. This information is requested from the HNB-GW, and part of the information returned is the destination IP Address which the Source HNB should use when establishing an SCTP Association to support the required Iurh connection.
The current specification allows the HNB-GW to return to the HNB, one or both of the Local Iurh IP Address and Remote Iurh IP Address IEs. This provides maximum flexibility in the deployment of an HNB network since the MNO can decide whether the IP address used for the Iurh SCTP Association is configured  on the HNB-GW or on the HNB. Such a policy would be realised as part of the normal configuration of either the HNB-GW, HNB, or both.
If the HNB-GW is configured to make the decision it will return only one of the addresses, if however the HNB is configured to make the decision both IP addresses are returned to it by the HNB-GW, and the HNB then decides which IP Address to use. 
Having the option to allow the HNB to make the decision has advantages, since the MNO cannot know the configuration of each and every HNB network that has been deployed. For example, mobility between HNBs (and hence the establishment of Iurh connections between neighbouring HNBs), is an important feature when HNBs are deployed within an Enterprise. In such a deployment, the end user is likely to want to use their Enterprise LAN to support Iurh connections, since it is clearly advantageous to keep inter-HNB traffic within the LAN if at all possible, as this LAN is likely to have a higher bandwidth than that used on the backhaul between the Enterprise deployment and the MNO network.

However the MNO is unlikely to know how the LAN is configured for each and every Enterprise that wishes to deploy HNBs. So for example, it may well be that internal firewalls exist which prevent certain IP Addresses from being reached from other IP Addresses, but the MNO is unaware of this.  Therefore by allowing the HNB-GW to return two IP Addresses and subsequently allowing the HNB to make a decision on which IP address to use, the MNO need not be concerned with the internal configuration of every Enterprise, and can for example, allow an HNB to first try one address (e.g. the Local Iurh IP Address) to establish an SCTP Association, and if that fails revert to the second address (e.g. the Remote Iurh IP Address). Such a configuration is illustrated in the figure below.
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Obviously it is an implementation decision whether the HNB supports such functionality, so there is no need to mandate that all HNBs support this functionality, as an HNB can, if desired, always only use one of the Addresses returned by the HNB-GW.

Additionally by giving the flexibility for the HNB to decide the connectivity option, the MNO can support any Enterprise HNB deployment, for example there may be some deployments that do not support an internal LAN eg. SOHO deployments, and hence utilise the standard backhaul to the MNO network. Therefore if the standardised solution is such that only the HNB-GW can make the decision on which connectivity option the HNB can use, then whatever policy is configured on the GW will apply to all HNBs within the MNO network, unless the HNB-GW supports per HNB configuration information. Which is unnecessary given that the HNBs are already individually managed by the HMS. Hence providing the flexibility for the HNB to make a decision on the connectivity option would be beneficial. 

Finally, each MNO may decide on a different policy as to which element (the HNB-GW or HNB) determines which IP Address to use, so again it would be sensible to provide the flexibility to support any differences in polices, and hence not introduce any unnecessary restrictions, by e.g. only allowing the HNB-GW to determine which IP address the HNB should use. 

Implementing such a solution is simple and to realise this, a trivial update of 25.469 is required to remove the current FFSs.

3 Conclusion and proposals
This paper outlines why retaining the current definition of the HNBAP HNB Configuration Transfer Procedure provides the most flexible and optimal solution. Therefore the FFSs should be removed from the current version of 25.469 [1].   A CR for this is provided in R3-111466.
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