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1
Introduction
This document aims at providing written comments to R3-111292 on “Resolution of FFSs in HNBAP” from Alcatel-Lucent.
2
Discussion
2.1
Attempt to establish a common view

2.1.1
Iurh IP Address provided by the HNB to the HNB-GW in the HNB REGISTER REQUEST message
Currently TS 25.469 denotes this information by the term “Local Iurh IP Address”.

R3-111292 assumes that this is the IP address for communication via the local IP infrastructure not managed by the mobile network operator. However, this is neither in current TS 25.467 nor in TS 25.469 , nor in any CR submitted to RAN3#72. 
In R3-111441, a CR against 25.467, NSN tried to partly solve this situation by adding to “HNB own address” in §5.2.2 step 4.e “for Iurh connectivity”. 
An even more concrete wording could be:

“for direct Iurh connectivity”.
Note, that this IP address might as well be the same IP address as used for Iuh communication.
2.1.2
Iurh IP Address provided by the HNB-GW to the HNB in the HNB REGISTER ACCEPT message
Currently, TS 25.469 denotes this information by the term “Remote Iurh IP Address”.

It is not only NSN assuming that this is the IP address the HNB needs to use for Iurh connectivity via the HNB-GW.
TS 25.467 states in §5.2.2 step 6 that if the HNB-GW provides its  
“...own IP address for Iurh support the HNB shall, if supported, setup an SCTP transport session ...”. 
Probably it would again be beneficial to clearly relate this IP address to the proxy-Iurh case by stating  
“[...] own IP address for Iurh connectivity via the HNB-GW [...]”.

TS 25.469 states in §8.2.2 that in case this IE is provided “... the HNB shall establish a transport layer session to support Iurh mobility.”.  This seems to be sufficient given a clear stage 2 specification.
2.1.3
Keeping the HNB “agnostic” with regard to the Iurh connectivity option

In our opinion RAN3 achieved a common understanding: 
We should aim at Iurh-related specification which ensures that the HNB is kept unaware of the actual chosen Iurh-connectivity option.
This principle should be followed as much as possible.
2.2
Comments on Iurh-connectivity options in R3-111292
We are very thankful that finally an explicit description of the terms “local” and “remote” is available in R3-111292, since such terms should be used only if based on a detailed specification.
However, as we see in the provided figure in R3-111292, two new issues arise:

1) The “Remote IP” address is shown to provide connectivity towards the Security GW, while we thought that the Remote IP address is only used for Iurh-connectivity towards the HNB-GW (“proxy-Iurh”). 
In fact a third kind of connectivity is introduced, but the methods described in R3-111292 only care about two of the three methods. 
The term “remote Iurh IP address” is used in R3-111282 for two completely different connectivity options, for direct Iurh connectivity via the SeGW (as shown in figure in R3-111292) and also for Iurh proxy connectivity via the Gateway (not shown in figure in R3-111292). This is confusing and somehow shows that the naming for these IP addresses need to be reconsidered carefully.
In total, there would be three significantly different Iurh connectivity options:

-
Iurh-connectivity via the HNB-GW using the IP address information received during HNB registration;
-
direct Iurh connectivity using the IP connectivity provided by the local network;
-
direct Iurh connectivity using the IP connectivity provided by the mobile network operator via the SeGW.
In our view, R3-111292 is not considering these three possibilities in a consistent at manner and doesn’t provide a way forward regarding which address information to use.
2) The Iurh connectivity via the HNB-GW is not shown in the figure in R3-111292. 
We are indeed concerned that proceeding with concepts like this will silently remove the Iurh-connectivity option via the HNB-GW from 3GPP specifications.
2.3
Comments on topics regarding “flexible” Iurh connectivity configuration in R3-111292

R3-111292 emphasises that an MNO is not able to be aware of local network configuration details and should therefore not carry the burden to handle it. 
We fully agree with this principle, however, it seems that we have different approaches to reach that goal.

The current specification foresees that the HNB-GW, regardless of the signalling scheme chosen for the HNB Configuration Information Transfer procedure, would need to keep the information of each HNB as provided during HNB Registration and within the Neighbour Information Request List provided during HNB Configuration Transfer Request.

However, the signalling scheme proposed in R3-111292 would foresee that the HNB handles the details of the Iurh connectivity option in a way which would violate the principle to “Keep the HNB agnostic with regard to the Iurh connectivity option.”
Still retaining full flexibility on the local home network configuration side, NSN foresaw in R3-111442 [3] (a CR against HNBAP) to introduce within the Neighbour Information Request List the provision of an “Iurh connectivity preference” indication by the HNB.

By this the HNB-GW would be able to take into account local network configuration matters and chose the proper Iurh Signalling TNL address to which Iurh connectivity shall be established for a certain neighbouring HNB.
During HNB Configuration Transfer procedure the HNB, upon request, optionally receives additional Iurh signalling transport addresses.
In the view as presented in R3-111292 at least one of the two optional address IEs needs to be provided. There is no doubt, that these addresses are related to different paths that could be used by the receiving HNB to establish the Iurh interface with this neighbouring node.
In case additional strong arguments are provided which are able to show a significant advantage to provide a list of Iurh signalling TNL addresses to the HNB within the HNB CONFIGURATION TRANSFER RESPONSE message, we could think of a method which is able to keep the HNB still “agnostic” with regard to the Iurh connectivity option chose, i.e., to hide the nature of the Iurh signalling TNL Address provided by the HNB-GW:

-
The HNB-GW could assemble an ordered list of Iurh signalling TNL addresses, not revealing the nature of each entry in the list, based on information received from the involved HNBs.

-
The HNB, receiving the list, would then start to establish Iurh connectivity towards the first address, and, if this fails, take the second address etc. 

2.4
On top of the comments provided so far

There is no statement in TS 25.469 to cover the case where HNB Configuration Information does not provide any IP address at all.

In our opinion, Iurh-connectivity via the HNB-GW should be established in this case, i.e., the HNB shall setup Iurh on top of the already established SCTP association (if any was established based on the information received from the HNB-GW during HNB Registration).

3
Proposals
It is proposed to:
1) Agree on the Stage 2 wording proposals as given in §2.1.1 and §2.1.2 above in order to clarify the nature of IP addresses provided in the HNB Registration procedure.

2) Remove the terms “local” and remote” from the current Rel-10 HNBAP specification as shown in R3-111442 [3].

3) Keep two kinds of Iurh connectivity only: (a) direct and (b) via HNB-GW. 
Connectivity via the SeGW should be a special case for direct Iurh connectivity where the local network operator utilises secured transport provided by the MNO (the “SeGW connectivity” option shown in R3-111292 [1]). Nevertheless, this connectivity is not specification relevant.

4) Include the “Iurh connectivity preference” indication as proposed in R3-111442 [3].
5) Keep the HNB “agnostic” with regard to the nature of the Iurh addresses provided within the HNB CONFIGURATION INFORMATION RESPONSE message.
The purest approach would be to provide a single Iurh signalling TNL address to the HNB. However, if there are strong arguments that allow providing an ordered list of Iurh signalling TNL addresses, NSN is open for that as well.
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