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1
Introduction
This paper aims at analysing the main differences of the remaining issues to be solved for the HNB enhanced mobility.
2
Discussion
2.1
Setting up an Iurh network
Assuming an Home Access network with 3 HNBs, all configured to be Iurh connected with each other via the HNB-GW.
Note:
Iuh Setup: denotes the overall process of an HNB startup, i.e. receiving HMS info, contacting SeGW, setting up Iuh on TNL and RNL level.
HNB Config Transfer: denotes the function where configuration info is exchanged between HNB and HNB-GW, this is mapped within NSN papers on the HNBAP Registration, HNB Configuration Transfer and HNB Configuration Update procedures.
	1.
Start up of the first HNB (HNB-1)

a. 
Iuh Setup (SCTPIuh, HNB Registration).


The HNB-1 provides its Iurh signalling TNL info to the HNB-GW
b. 
HNB-1 performs the HNB Configuration Transfer function (which is mapped to HNBAP HNB Registration(only in NSN proposal) and HNB Configuration Transfer procedures)

the HNB provides neighbour HNB info (assuming that the HMS provided a list of neigbhours) to the HNB-GW and request Iurh connectivity information.

c. 
The HNB-GW is not able to provide any neighbour Iurh-TNL address info as none of the two other HNBs has yet announced its Iurh address
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	2.NSN. Startup of HNB-2
a. 
Iuh setup (SCTPIuh, HNB Registration)
b. 
HNB-2 provides the neighbourlist (HNB1, HNB3) + its own Iurh signalling TNL address (HNB Registration)
c. 
HNB-GW provides Iurh-TNLHNB-1 to HNB-2 (HNB Registration)
d. 
HNB-GW provides Iurh-TNLHNB-2 to HNB-1 (Configuration Update) == Iurh-TNLHNB-GW
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	2.ALU. Startup of HNB-2
a. 
Iuh setup (SCTPIuh, HNB Registration)

b. 
HNB-2 provides its own Iurh signalling TNL Address (HNB Registration)


and the neighbourlist (HNB1, HNB3) (HNB Configuration Transfer)

c. 
HNB-GW provides HNB-1 with Iurh-TNLHNB-1== Iurh-TNLHNB-GW

[image: image3.emf]HNB-GW

HNB-1

HNB-2

HNB-3

a. Iuh Setup

HNB Config

Transfer

(b. Request: neighbour list 

(HNB1, HNB3), Iurh-TNL

HNB-2

c. Response: Iurh-TNL

HNB-1

)



	3. NSN: setup of Iurh connectivity between HNB-1 and HNB-2
a. 
HNB-2 triggers init of SCTP-IurhGW-HNB2
b. 
HNB-2 triggers Iurh Setup GW-HNB2
c./d. HNB-1 triggers SCTP assoc init and Iurh setup of 2nd Iurh-leg.
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	3. ALU setup of Iurh connectivity between HNB-1 and HNB-2
a.
HNB-2 triggers SCTP-IurhHNB2-GW
b.
HNB-2 send Iurh Setup Req to HNB-GW

c.
GW triggers SCTP-Iurh GW-HNB2
d.
GW passes Iurh Setup to HNB-1

e.
GW finalises Iurh-Setup
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	4. Iurh interface instances:HNB-1(HNB-GW and HNB-1(HNB-GW.

Iurh connectivities: HNB-1(HNB-2
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	5. NSN. HNB-3 start up 
a. 
Iuh setup (SCTPIuh, HNB Registration)

b. 
HNB-3 provides the neighbourlist (HNB1, HNB2) + its own Iurh signalling TNL address (HNB Registration)

c. 
HNB-GW provides HNB-3 with Iurh-TNLHNB-1 and Iurh-TNLHNB-2   == Iurh-TNLHNB-GW (HNB Registration)

d. 
HNB-GW provides Iurh-TNLHNB-3 to HNB-1&2 (Configuration Update) == Iurh-TNLHNB-GW
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	5. ALU. HNB-3 start up 
a. 
Iuh Setup (SCTPIuh, HNB Registration)

b. 
HNB-2 provides its own Iurh signalling TNL Address (HNB Registration)


and the neighbourlist (HNB1, HNB2) (HNB Configuration Transfer)

c. 
HNB-GW provides HNB-3 with Iurh-TNLHNB-1 and Iurh-TNLHNB-2 == Iurh-TNLHNB-GW (HNB Config Transfer)
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	6. NSN: setup of Iurh connectivity between HNB-1 and HNB-2

a. 
HNB-3 triggers init of SCTP-IurhGW-HNB2
b. 
HNB-3 triggers Iurh Setup GW-HNB2
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	6. ALU setup of Iurh connectivity between HNB-1 and HNB-2

a.
HNB-3 triggers SCTP-IurhHNB2-GW
b.
HNB-3 send Iurh Setup Req for HNB-1to HNB-GW


GW relays Iurh Setup Req to HNB-1, and so on

b.
HNB-3 send Iurh Setup Req for HNB-2to HNB-GW


GW relays Iurh Setup Req to HNB-2, and so on
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	7. Iurh interface instances:HNB-1(HNB-GW, HNB-2(HNB-GW, HNB-3(HNB-GW.

Iurh connectivities: HNB-1(HNB-2, HNB-1(HNB-3, HNB-2(HNB-3
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2.2
Error Handling

2.2.1
Connect while second Iurh-leg is broken or not yet finally set up
Primer: 
If a HNB requests the HNB-GW on how to Iurh-connect to a neighbour HNB, it receives an Iurh-TNL address to connect to and has to “trust” the HNB-GW that once the Iurh connection to that address is setup, Iurh connectivity to the neighbour HNB is given.
However, for
scenario a)
in case of NSN approach,
the Iurh-leg between the requesting HNB and the GW is setup, however, the leg between the neighbour HNB and the GW is still in the setup-process, within a short time-period, the Iurh connectivity is not (yet) given.

scenario b)
in case of ALU and NSN approach,
if one of the Iurh-legs breaks, Iurh connectivity is not given (any more).

ad scenario a) short-time unavailablilty of Iurh-leg at setup of Iurh-connectivity (NSN approach)
	a.
HNB-1 assumes Iurh connectivity to HNB-2 and issues an RNA:Connect

b.
HNB-GW doesnt see a fully setup Iurh.leg to HNB-2 although the relevant info was given to HNB-2 alreday.
The HNB-GW distinguishes this situation from a broken Iurh connection

c.
The HNB-GW issues an RNA:Connect Reject and provides context information and a cause indicating that this situation is only a temporarily one.

d. 
The HNB-1 will re-issue the RNA:Connect after a while (impl.specific back-off), and regards HNB-2 still as being Iurh-connected to it.
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ad scenario b) Iurh-leg broken during normal operation
	ad scenario b) NSN

b.
the HNB-GW detects that an Iurh-connection which was in full operational state already has broken
c.
the HNB-GW rejects the Connect attempt with a specific cause

d.
the HNB-1 regards the HNB-2 as no longer being Iurh connected to it.
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d. -HNB-1 reagards HNB-2 to be no longer Iurh-connected to it.

-either issues an HNBAP: HNB Config Transfer procedure

-or waits until gets information from GW (HNBAP:HNB 

Configuration Update)


	ad scenario b) ALU and Huawei
a.
the HNB-GW detects that the Iurh-connection which was previously in full operational state has broken


the HNB-GW would need to memorise all neighbours which are Iurh connected via the GW (info collected during Iurh setup) and inform all neighbours about the broken Iurh-leg

b1.
ALU as outlined in R3-110576, an HNBAP:HNB-GW Status message is sent to all Iurh-connected neighbours
b2. 
Huawei as outlined in R3-110626, an RNA:Configuration Update message is sent to all Iurh-connected neighbours
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2.2.2
Re-establishment of Iurh-connectivity

Both ALU and NSN basically act upon the same principle:

If an Iurh leg between the GW and a HNB is broken, this case is equal to the HNB start up as shown in §2.1. It is assumed that scenarios with breaking Iurh while keeping Iuh are rather exotic.

-
The HNB with the broken Iurh requests the HNB-GW to provide Iurh-connectivity information for the set of indicated neighbours (via HNB Registration or HNB Configuration Transfer).

-
For all the HNBs to which the requesting HNB is to be Iurh connected via the HNB-GW, it receives an Iurh-TNL address which points actually to the HNB-GW.

-
The HNB-GW will provide to all the neighbours indicated by the requesting HNB Iurh connectivity information within the HNB Registration procedure (if Iuh was stable, the HNB-GW should still have this information available). 

-
The requesting HNB sets up the Iurh, neighbours would have to setup the neighbours as well
	NSN:
-
the requesting HNB sets up the Iurh leg towards the GW, neighbouring HNBs might have to setup Iurh-legs towards the GW as well if not yet setup.

	ALU:
-
the requesting HNB sets up the SCTP association towards the GW and issues separate Iurh Setups per HNB the requesting HNB is supposed to establish Iurh-connectivity.  


2.3
Comparision of stage 2 text proposals

	NSN: R3-110776 (CR for 25.467)
	ALU: R3-110581 (CR for 25.467)

	§4.1
On the new text “There is no requirement for a HNB to support direct Iurh connectivity and Iurh connectivity via the HNB-GW at the same time.”: although agreed at RAN#70bis and included in both CRs, NSN still believes, that the existing text “Iurh connectivity between one pair of HNBs shall either support direct Iurh connectivity or Iurh connectivity via the HNB-GW, not both at the same time.”
already sufficiently restriction concurrancy of Iurh-connectivity options, more restrictions would not cater for possible configuration scenarios.
	-
same text proposal contained

	§5.2.2
HNB Registration procedure


specifying that Neighbour information and Iurh TNL address info can be exchanged within this procedure


further consistency check based on CSG-Id and HNB-ID is added
	-
not contained

	§5.7
HNB to HNB mobility

following agreements in R3-110404
	-
same changes

	§5.7.x
Mobility Access Control


editorials compared to 581
	-
essential same changes

	§5.8
HNB Configuration Transfer


Introducing 2 kinds of HNB Configuration Transfer functions:


- without explicit request from the HNB 
(i.e. the HNB-GW informs indicated neighbours pro-actively, if requesting HNB provides neighbour list and asks for Iur-TNL addresses for that neighbour)


- on explicit request from the HNB
(if a HNB requests for Iurh connectivity info for indicated neighbours)
	-
HNB-GW triggered HNB Configuration Transfer not contained 

-
explicit request contained



	§5.9
Iurh Setup

update to specify the proposal that it is always a HNB to initialise the Iurh setup and to show the option for Iurh connectivity via the GW
	-
no changes proposed

	§7.3
Iurh


Figure 7.3-1 modified compared to R3-110581, to show that the stack Iurh data streams/UDP/IP is not a valid one


btw: while writing this doc: the “Iurh data streams” in this figure still have a typo as they read “Iuhr”.
	-
following R3-110404


2.4
Comparison of stage 3 text proposals

2.4.1
RNA
	NSN: R3-110779 (TP for 25.471)
	ALU: R3-110582 (TP for 25.471)

	§8.1
Connect Reject procedure introduced
	§8.1
Configuration Update introduced

	§8.2.2.1&

§8.2.3.1
Iurh Setup


Configuration Information IE removed (reasoning provided in the cover document of R3-110779)
	-

	§8.3.2.1
Connect


Removal of CSG Membership and CSG IDs
	-

	§8.4
Connect Reject (new)
	

	
	§8.8
Configuration Update (new)


8.8.2.3 typo in the figure

	-
not needed, as Iurh Setup is always terminated at the GW in case of GW-connectivity
	§9.1.3&4&5
Iurh Setup Request/Response/Failure


Introduction of the Receivers HNB RNL ID in order to enable the GW to route the Iurh Setup to the peer HNB

	§9.1.6
Connect (removal of CSG IEs) 
	

	§9.1.7
Connect reject (new)
	

	-
	§9.1.11 Configuration Update

	§9.2.2
Cause: needs two additions for the Connect Reject, not yet included in R3-110779
	


2.4.2
HNBAP
	NSN: R3-110778 (CR for 25.469)
	ALU: R3-110577,  584 (CRs for 25.469)

	§8.1
new procedures:
Access Control Query
TNL Update
HNB Configuration Transfer
HNB Configuration Update
Relocation Complete
	§8.1
new procedures
Access Control Query (584)
TNL Update (584)
HNB Configuration Transfer (584)

Relocation Complete (584)
HNB-GW Status (577)

	§8.2
HNB Registration
Introducing possibility for the HNB to signal neighbour info, and Offered Local Iurh Signalling TNL Address
receiving neighbour configuration info and the Configured Iurh Signalling TNL Address
	§8.2
HNB Registration (584)
Introducing possibility for HNB to provide Local IP Address to the GW

	-
not contained
	§8.2
HNB Registration (577)
Introducing possibility for GW to provide CN Availability Status to HNB in Accept message

	§8.x
Access Control Query
	-
same content (584)

	§8.y
TNL Update
	-
same content (apart from editorials) (584)

	§8.z
HNB Configuration Transfer
	-
less detailled and accurate content (584)

	§8.u
HNB Configuration Update
provides basically the same functionality as HNB Configuration Transfer with the difference that it is GW initiated.
	-
not contained (584)

	§8.A
Relocation Complete
	-
same content (584)

	-
not contained
	§8.x
HNB-GW Status (577)
Indicating CN and neighbour HNB status to a HNB


3
Proposal
It is proposed to use this comparison when discussion about the best way forward.
4
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