3GPP TSG-RAN WG3 Meeting #71
R3-110774
Taipei, Taiwan, 21st – 26th February 2011
Agenda item:
13.1
Source:
Nokia Siemens Networks
Title:
On principles for Iurh setup for Iurh-connectivity via the HNB-GW
Document for:
Discussions & Approval

1
Introduction
This contribution heads to provide arguments regarding setting up the Iurh interface in case of Iurh-connectivity via the HNB-GW. Such issues were already reported as issue a) and issue d) in R3-110404 [1].
2
Discussion
2.1
Detecting changes in the neighbourhood
Current specifications, e.g., TS 25.467, require the HNB only to perform radio scanning during start-up in order to report neighbouring nodes to the HMS to allow for location check. HNBs are not required to perform regular radio scanning while in operation.
In contrast to this, Figure 5.8-1 of R3-110405 [4] obviously introduces a new requirement for HNBs to perform radio scans also while in operation:
“5.
HNB1 identifies a change in its neighbour list, from e.g. detecting  HNB2 or via HMS.”
Currently there is also no requirement known that either the HNB regularly requests an update of the neighbour list from the HMS or that the HMS regularly updates the HNB with a new version of the neighbour list.
This issue was raised repeatedly, but no solution has been provided by proponents of this approach.

A possible solution, neither putting new requirements on the HNB nor on the HMS, consists in actively informing the concerned HNB about a neighbour, if another HNB has issued an HNB Configuration Transfer request containing the concerned HNB RNL identification.
This solution is described and specified by companion contributions.

2.2
Setting up the SCTP association for the Iurh interface (establishing Iurh transport)
For good reasons the specifications for the S1-MME require that (see TS 36.412 §7): 
in case a node on a lower hierarchical level interacts with a node on a higher hierarchical level, it shall always be the responsibility of the node on the lower level (e.g., eNB) to establish the signalling transport for S1 interface towards the node of the higher level (e.g., MME).

This well established principle should be retained when specifying the establishment of the Iurh interface between the HNB and the HNB-GW if the Iurh interface is routed via the HNB-GW. However, such principle requires that the node in the lower hierarchical level has knowledge about the fact that it needs to establish an Iurh interface and about the node to which Iurh shall be established.
This is of utmost importance in case of Iurh interface, as there is also the option to establish this interface between nodes on the same hierarchical level.

In this case of establishing a direct Iurh interface between two HNBs, an arbitrary NB shall be able to initiate the INIT procedure towards another NB for establishing the Iurh Transport connection (SCTP association).
2.2.1
Establishing the HNB-GW routed Iurh connectivity
Iurh transport setup between two neighbours in accordance to the principle described above.

The HNB is informed about requests of other HNBs regarding the establishment of an Iurh connection.
All Iurh transport connections are initiated by the HNB in case of HNB-GW routed Iurh interface.
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Figure 1: Initiating SCTP association by the HNB

1)
Based on locally available information (e.g., Neighbour List provided by the HMS), the HNB2 requests the HNB-GW (by means of the HNBAP protocol) to provide information necessary to setup an Iurh interface with this neighbour. As the HNB-GW is administratively configured to enforce Iurh interfaces to be established via the HNB-GW only, it provides the appropriate information to force establishment of the SCTP association, for the Iurh interface, between the HNB2 and the HNB-GW.

2)
Upon receipt of the HNB Configuration Transfer Request concerning the HNB1, the HNB-GW initiates the sending of an unsolicited HNBAP Configuration Transfer Response message containing HNB2’s HNB Configuration Information. The HNB-GW might check before whether the HNB1 is already aware about HNB2 as possible neighbour. How this check is performed is implementation matter.

3)
As the establishment of the SCTP association is exclusively performed by  HNBs towards the HNB-GW, no precautions regarding duplicate association setups are required. Therefore any unregistered port number could be used as source port number. The IANA registered port number for RNA (25471) is only used as destination port number.

4)
The HNB2 sends the IURH SETUP REQUEST message. The request only contains the identity of the sending HNB.

5)
The HNB-GW confirms the establishment of the Iurh interface leg between HNB-GW and HNB2
6)
After having received the HNB Configuration Transfer Response, the HNB1 checks whether it is allowed to consider HNB2 as neighbour and whether it is entitled to establish an Iurh interface. In turn it initiates the SCTP association with the HNB-GW.

7)
The HNB1 sends the IURH SETUP REQUEST message. The request only contains the identity of the sending HNB.

8)
The HNB-GW confirms the establishment of the Iurh interface leg between the HNB-GW and the HNB1
9)
Possibly, the newly proposed IURH CONFIGURATION UPDATE message could be used here to inform the partner HNB that both nodes could now start exchanging RNA messages end-to-end.
Iurh transport setup between two neighbours neglecting the principle described above.
It is assumed that:
-
The HNB is not informed about requests of other HNBs regarding the establishment of an Iurh connection. The HNB has to tolerate setting up the Iurh transport connection.
-
The Iurh transport connections are initiated by varying nodes, neglecting hierarchical levels.
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Figure 2: Initiating SCTP association by the HNB-GW

1)
Based on locally available information (e.g., Neighbour List provided by the HMS), the HNB2 requests the HNB-GW (by means of the HNBAP protocol) to provide information necessary to setup an Iurh interface with this neighbour. As the HNB-GW is administratively configured to enforce Iurh interfaces to be established via the HNB-GW only, it provides the appropriate information to force establishment of the SCTP association, for the Iurh interface, between the HNB2 and the HNB-GW.
2)
Since the establishment of the SCTP association is not only performed exclusively by HNBs towards the HNB-GW, possible duplicate association setups need to be avoided. SCTP can handle “INIT” collisions, if the tuple (destination IP address; destination Port number; source IP address; source port number) is identical in the INIT messages sent from both sides. Therefore the IANA registered port number for RNA (TS 25.471) has to be used for both source and destination port numbers.
3)
The HNB2 sends the IURH SETUP REQUEST message. It is assumed that this request contains the RNL-ID of the target HNB (HNB1 in this example).
4)
The HNB-GW discovers that there is no SCTP association established with the envisaged target HNB and therefore initiates establishment of the association between HNB-GW and HNB1 by sending the SCTP INIT. To allow for detection of possible INIT collision, the source port number needs to be set also to the registered RNA port number. It needs to be recognised that the node receiving the SCTP INIT has no other possibility than to accept this message and establish the association, even there is no knowledge about the node wanting to be Iurh connected. 

Furthermore, as the HNB-GW sent out the SCTP INIT request, only the HNB-GW would attempt SCTP restoration in case of failure due to its role as client. As the HNB-GW is not aware of the reason why the SCTP association was aborted, it will attempt restoration even in cases where the HNB1 was intentionally switched off.
5)
The HNB2 receives the Iurh SETUP REQUEST message and is now able to check its neighbour list whether an Iurh interface is allowed or not.
6)
As the neighbour list of the HNB1 allows the establishment of an Iurh interface, the Iurh SETUP RESPONSE is sent. The message contains the HNB-RNL Identity of the HNB1. Furthermore, this message needs to contain sufficient information to allow the HNB-GW to send it to the node originally initiating the IURH SETUP REQUEST message.
7) 
The response message needs to contain sufficient information to identify the partner node that has accepted setup the Iurh interface.
To avoid the establishment of duplicate SCTP associations, in case the HNB1 initiates SCTP associations simultaneously, the same IP source port needs to be used by the HNB and the HNB-GW. Otherwise the SCTP INIT procedure could not resolve a possible INIT collision.

This results in the requirement to use the registered Iurh port number (25471) not only as destination port number, but also as source port number. 
Since the HNB1 (after having accepted the setup of the Iurh connection) is currently not required to remember the established Iurh connection, only the HNB-GW could attempt a re-establishment of the Iurh connection in case of failure.

Since the communication between HNBs and the HNB-GW is carried inside an IPSec tunnel, the assignment of IP addresses to HNBs is not controlled by the HNB-GW. Even worse, there is no requirement that an HNB shall always be assigned the same TNL address when establishing the IPSec tunnel. Consequently, if the HNB-GW, after failure, attempts a re-establishment of the Iurh transport, there is no guarantee that the TNL address is still assigned to the same HNB in case the failure was, e.g., due to an IPSec outage.
It needs to be kept in mind that an HNB could be switched off at any time without giving advance information to the HNB-GW, resulting in many consecutive failures of re-connection attempts.
Hence the HNB-GW is performing actions but will not be able to resolve the problem (even though switching off power at the HNB is quite a normal operation).
Please notice that:

-
The problem would not exist at all if the SCTP association carrying the Iurh interface was established by the HNB itself. In this case the HNB-GW would act as a server and would not care about re-establishing failed SCTP associations. 
-
As shown Figure 1, this requires to ensure that the HNB1 is made aware that the HNB2 requested HNB1’s configuration. When receiving the HNB-GW initiated HNB Configuration Update, the HNB1 establishes the SCTP association if the local setting of the neighbour list allows for this. 
-
The HNB1 could also use the received HNB Configuration Update to interact with the HMS and retrieve an updated neighbour list.
2.3
Establishment of the Iurh interface
For the direct Iurh connectivity option, there is only one RNA: Iurh Setup procedure allowed between two neighboring HNBs. 

As reported at the end of Section 4.1 in TS 25.467 [3]:
“-
Iurh interface connectivity between HNBs with the HNB-GW serving as an Iurh proxy. 
The HNB-GW acting as an Iurh-proxy appears to a HNB as the peer HNB. 
For this connectivity option the role of the HNB-GW is transparent with regards to RNSAP signalling. Conveying respective signalling messages via the HNB-GW is performed by routing based on information provided by the RNSAP User Adaptation (RNA) layer.”
Albeit not explicitly stated, it is clear that there must not be more than one Iurh interface between two neighbouring HNBs.

Combining the statement taken from TS 25.467 and the more implicit restriction to have only one Iurh interface between two neighbouring HNBs, results in the statement contained in the “Way forward” document from the Dublin meeting (R3-110404 [1], Section 2.2 “SCTP associations”).

“Requirement is that HNB supports “list” of 1 to N neighbours to be reachable via one Iurh interface (carried on a single SCTP association) in case of HNB-GW routing.” 

Therefore having multiple Iurh setup requests sent over one Iurh transport connection to the HNB-GW (seen as the neighboring HNB) are in contractions with the current specification TS 25.467 as shown above.

Also the outcome to the e-mail discussions (R3-110405 [4]) does show the above statement unmodified.
A HNB would need to be prepared to handle the RNA: Iurh Setup procedure of several peer HNBs via the same SCTP association, which clearly generates different requirements in the behavior of a HNB depending on the chosen Iurh connectivity option.

All arguments, originating not only from a single company, for having only one single Iurh Setup request sent in case of Iurh routed via the HNB-GW have been simply ignored by the rapporteur of the e-mail discussions. 
3
Proposals
It is proposed to agree on the following:
1)
In case of Iurh-connectivity via the HNB-GW there is only one single RNA: Iurh Setup procedure issued per HNB(HNB-GW leg as already stated in R3-110404
2)
The SCTP association for each Iurh interface instance (i.e., in case of Iurh-connectivity via the HNB-GW for each HNB(HNB-GW leg) is always initiated by a HNB, i.e. the HNB-GW does not route Iurh Setup signalling but sets up each HNB(HNB-GW leg separately.

3)
The RNA: Iurh Setup procedure is always (i.e., also in case of Iurh-connectivity) initiated by a HNB.
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