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1. Introduction

At the RAN3#69bis and RAN3#70 meetings, an issue with supporting multiple Relay Node (RN) vendors and associated OAM systems was discussed. With multiple relay node vendors, each relay has to use provided IP connectivity within the operator’s network to discover its OAM system. It was agreed that the relay node OAM system shall be reachable [1]
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[2]
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[3][4]. In case there are multiple relay node vendors in the same network, each of them needs to reach its corresponding relay node OAM.  The noted proposal in [5] describes a solution based on a DNS procedure with relay node vendor specific FQDN. We believe that the main advantages of this proposal are that it enables the reuse for RNs of OAM procedures already in use for macro eNBs, and that it enables multiple vendors’ OAM systems to be “good neighbors” in the operator’s domain without the need for a standardized RN OAM. As a matter of fact, this proposal does not affect how each vendor’s RN OAM is deployed or operated, as this is generally regarded as an implementation matter. This contribution discusses the needed modifications to [6]
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[7] in order to support this proposal.
2. Node Address Recovery using Domain Names
Today IP addresses of core network nodes can be recovered via communication with Domain Name Systems (DNS), using Fully Qualified Domain Names (FQDN) as keys. The nomenclature for compiling domain names is described in [6], and details about the DNS operations are provided in [7].  The mechanisms are best illustrated by the existing ones in [6]. In these mechanisms, the Mobile Country Code (MCC) identifies uniquely the country of domicile of the mobile subscriber and the Mobile Network Code (MNC) identifies the operator within the country.

3. Relay Node OAM System Address Discovery

The existing procedures in [7], clause 5, based on FQDNs defined in [6], sub-clause 19.4.2, can be used to discover the relay node OAM address information per relay node vendor within the operator’s network.

Since all relay nodes can attach the network as regular UEs, they are associated with both an IMSI as well as an International Mobile station Equipment Identity (IMEI). The IMEI is composed of elements as in Figure 1 (each element shall consist of decimal digits only): a Type Allocation Code (IMEI-TAC) identifying the vendor, a Serial Number (SNR) uniquely identifying each piece of equipment within the TAC, and a Check Digit (CD) / Spare Digit (SD).
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Figure 1 Structure of IMEI ([6], Section 6.2.1).
Therefore, it is possible to compile relay node vendor-specific domain names, including the IMEI-TAC, that can be mapped to the IP addresses of the relay node vendor-specific O&M.

Note:
IMEI-TAC is used for the type allocation code from IMEI or IMEISV instead of TAC in this sub-clause in order to separate it from the tracking area code (TAC).  

The relay node startup procedure includes OAM node configuration and software update. In this procedure, it would be very convenient if the relay node discovers its OAM system by an Application-Unique String to the FQDN. If the operator’s network size is relatively small, there might be only one OAM system, while if it is large, the operations might be supported by multiple distributed OAM systems. Therefore, the OAM system discovery proposal is via three steps, where the first one can be considered too detailed and can be omitted.

1. The relay node attempts to find its vendor-specific OAM system via DNS using an Application-Unique String to the FQDN based on information from IMSI, as well as tracking area code information associated to the eNB serving the relay node:

imei-tac<IMEI-TAC>. tac-lb<TAC-low-byte>.tac-hb<TAC-high-byte>.eutran.oam.
mnc<MNC>. mcc<MCC>.3gppnetwork.org
2. If no response, the relay node attempts to find its vendor-specific OAM system via DNS using an Application-Unique String to the FQDN based on information from IMSI, as well as tracking area code information associated to the eNB serving the relay node, only considering the high byte:

imei-tac<IMEI-TAC>. tac-hb<TAC-high-byte>.eutran.oam.
mnc<MNC>. mcc<MCC>.3gppnetwork.org
3. If no response, the relay node attempts to find its vendor-specific OAM system via DNS using an Application-Unique String to the FQDN based only on information from IMSI:

imei-tac<IMEI-TAC>.eutran.oam.mnc<MNC>.mcc<MCC>.3gppnetwork.org
 The benefits with such solution are
· It is convenient for an operator to steer relay node OAM requests to the correct relay node vendor-specific OAM system. Equally convenient is it to steer all relay node OAM requests to the same OAM system. Everything boils down to DNS configuration.

· By separating OAM traffic per relay node vendor, the OAM interface and security solutions can be vendor specific as they already are for regular eNBs.

· The same procedure applies both to large and small networks with full flexibility and scalability.

Since, OAM procedures and domain name identifiers are new to both [6] and [7], the natural introduction is to include new clauses dedicated to OAM systems. The changes to [6] adopt the text of clause 19 in [6] to some extent for clarity.
4. Conclusions

The DNS procedures are very suitable for relay node vendor-specific OAM system recovery. They provide benefits both in terms of ease of operations and configurations, as well as enabling the existing OAM paradigms used for eNBs to be applicable also for relay nodes.
5. Proposals
Proposal 1: CT4 to consider a DNS procedure for relay node vendor-specific OAM system discovery.
Proposal 2: CT4 to consider the proposed changes in [8]
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[9].
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