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1 Introduction

In RAN#50, the stage-2 CR [1] for RNSAP solution was approved. And enhancements for inter-CSG handover, intra-HNB-GW is also a part of enhanced H2H Mobility WI in R10.But it is still not clear if the approved RNSAP solution is applicable for inter-CSG case or not. It discusses that the potential issues for RNSAP solution to support inter-CSG handover case and gives a proposal. 
2 Discussion
In [1], a new access control procedure between HNB and HNB-GW is introduced to support inter-CSG handover for hard handover, which is optional as the target HNB may not need to query the HNB-GW if the target HNB has the same CSG Id as the source HNB or if only CSG UEs are supported. But there are still some issues below on the support of inter-CSG handover for RNSAP solution:
Non-CSG UEs: 
Maybe it is still unclear that whether the target should query the GW or not if an access control has been performed in the target HNB. But it is workable either all the UE access control for non-CSG UEs still goes to the GW even after the checking in the HNB, or only successful checking goes to the GW. This issue can leave for HNB vendor implementation.
Charging aspects: the CSG ID info of the Cell UE camping on is not transfer to the CN to avoid the additional access control in CN. So the charging method for CSG UEs is not applicable, the charging is done by implementation in HNB subsystem, which is not standardized so far. This principle can be reused. 
CSG UEs:
It seems that the HNBAP access control procedure is not applicable for CSG UEs, so it is very ambiguous that how the inter-CSG handover can be done. It was agreed in R9 that the initial checking in the UE is not fully trusted, and a final checking in network side is required. There are two possible ways for this checking in this case: 

· Access control as non CSG UEs: IMSI of CSG UEs is available in ENHANCED RELOCATION REQUEST, so it is possible for HNB and GW to do the access control if the IMSI list for CSG UEs is also available in HNB and GW. But this availability is not the work assumption for RAN3 since R8.

· Access control is performed in the CN: it means that an extra new procedure in RANAP for access control is introduced. But one of the main purposes for enhanced HNB to HNB mobility in R10 is to make CN not involved mobility to further decrease the mobility signalling load in CN. Obviously this new procedure is conflict with the intension of enhanced H2H mobility.

Even the first approach is agreed, there is still a charging problem: the following statement is in TS 23.060 [2]:

“When CSG is deployed in the network, the SGSN shall also collect the following charging information for MSs and/or individual PDP contexts that are subject to charging:

-
User CSG information: CSG ID and access mode of the cell which the MS is accessing, and CSG membership indication of whether the MS is a CSG member in this cell.”
Then the CN has to collect the CSG ID and other info for the purpose of charging. For CSG UE in inter-CSG H2H mobility scenario, the CN has to be informed about the change of CSG ID. Otherwise it may lead to make a mistake on charging for the UE. For example, if a UE moved from a HNB cell to another HNB cell with different CSG ID, the CN shall not charge the UE based on the original CSG ID or the membership info because the billing rate has been changed for the UE during the handover. Maybe an information message can be initiated after the handover, but this is also conflict with CN not involved handover. The other issue is theRAB Data Volume Information, the unsuccessful data report transferred to the target to be accumulated at the target for the final Data Volume report on RAB release. But the charging rate may different because of possible different applicable rate between the source and the target. 
Based on the analysis above, it is clear that the RNSAP based solution is not applicable for CSG UEs in inter-CSG case including the mobility between CSG cell and open cell. Though there is no big problem for non-CSG UEs supporting, considering the consistency for the procedures, there is no need to define different scenarios for CSG and non-CSG UEs. And the CSG UEs may be more and more popular when R10 comes in real deployment. 

So it is proposed that the RNSAP solution of HHO is only applied for intra-CSG scenario. Regarding the SHO part of RNSAP solution, there is no big issue for charging in inter-CSG scenario because the CN can charge the UE based on the serving HNB’s CSG ID. But considering the complexity for HNB and the additional signalling overhead, there is no need to introduce new procedures to support inter-CSG mobility. The serving HNB can decide whether to setup a radio link for UE in the drift HNB based on the UE’s membership status and the drift’s access mode. Similar solution can be applied for SHO. Then it is proposed,

Proposal: The RNSAP solution for enhanced HNB to HNB mobility is only applicable for intra-CSG mobility.
3 Conclusion

Considering the discussion above, it is proposed RAN3 to agree the following proposal and related CR in [3]: 

Proposal: The RNSAP solution for enhanced HNB to HNB mobility is only applicable for intra-CSG mobility.
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