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3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

ACL
Access Control List

CCO
Cell Change Order

CDMA
Code Division Multiple Access

CS
Circuit Switched

CSG
Closed Subscriber Group
CN
Core Network

DL
Downlink

ECGI
E-UTRAN Cell Global Identifier

E-RAB
E-UTRAN Radio Access Bearer

eNB
E-UTRAN NodeB

EP
Elementary Procedure

EPC
Evolved Packet Core

E-UTRAN
Evolved UTRAN

GBR
Guaranteed Bit Rate

GUMMEI
Globally Unique MME Identifier

GTP
GPRS Tunneling Protocol

HFN
Hyper Frame Number

HRPD
High Rate Packet Data

IE
Information Element
MDT
Minimisation of Drive Tests
MME
Mobility Management Entity

NAS
Non Access Stratum

PS
Packet Switched

PDCP
Packet Data Convergence Protocol

PLMN
Public Land Mobile Network

PS
Packet Switched

RRC
Radio Resource Control

RIM
RAN Information Management

SCTP
Stream Control Transmission Protocol

SN
Sequence Number

S-TMSI
S-Temporary Mobile Subscriber Identity

TAI
Tracking Area Identity

TEID
Tunnel Endpoint Identifier

UE
User Equipment

UE-AMBR
UE-Aggregate Maximum Bitrate

UL
Uplink

8.3.1
Initial Context Setup
8.3.1.1
General
The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE Context including E-RAB context, the Security Key, Handover Restriction List, UE Radio capability and UE Security Capabilities etc. The procedure uses UE-associated signalling.

8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial Context Setup procedure. Successful operation.
In case of the establishment of an E-RAB the EPC must be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the MME. If no UE-associated logical S1-connection exists, the UE-associated logical S1-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.

The INITIAL CONTEXT SETUP REQUEST message shall contain within the E-RAB to be Setup List IE the information required by the eNB to build the new E-RAB configuration consisting of at least one additional E-RAB. 

The E-RAB to be Setup Item IE may contain:

-
the NAS-PDU IE.

The INITIAL CONTEXT SETUP REQUEST message may contain

-
the Trace Activation IE.

-
the Handover Restriction List IE, which may contain roaming, area or access restrictions.

-
the UE Radio Capability IE.

-
the Subscriber Profile ID for RAT/Frequency priority IE.
-
the CS Fallback Indicator IE.

-
the SRVCC Operation Possible IE.

-
the CSG Membership Status IE.

-
the Registered LAI IE.

-
the GUMMEI IE, which indicates the MME serving the UE.

-
the MME UE S1AP ID 2 IE, which indicates the MME UE S1AP ID assigned by the MME.

The INITIAL CONTEXT SETUP REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency priority IE, if available in the MME.

The INITIAL CONTEXT SETUP REQUEST message shall contain the CSG Membership Status IE, if the cell accessed by the UE is a hybrid cell.

Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the eNB shall
-
attempt to execute the requested E-RAB configuration.

-
store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.

-
pass the value contained in the E-RAB ID IE and the NAS-PDU IE received for the E-RAB for each established Data radio bearer to the radio interface protocol. The eNB shall not send the NAS PDUs associated to the failed Data radio bearers to the UE.
-
store the received Handover Restriction List in the UE context. 

-
store the received UE Radio Capability in the UE context.

-
store the received Subscriber Profile ID for RAT/Frequency priority in the UE context and use it as defined in [14].

-
store the received SRVCC Operation Possible in the UE context and use it as defined in [9].
-
store the received UE Security Capabilities in the UE context.

-
store the received Security Key in the UE context, take it into use and associate it with the initial value of NCC as defined in [15].

-
store the received CSG Membership Status in the UE context.

For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context.
The allocation of resources according to the values of the Allocation and Retention Priority IE shall follow the principles described for the E-RAB Setup procedure.
The eNB shall use the information in the Handover Restriction List IE if present in the INITIAL CONTEXT SETUP REQUEST message to determine a target for subsequent mobility action for which the eNB provides information about the target of the mobility action towards the UE. If the Handover Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall consider that no roaming area nor access restriction applies to the UE. The eNB shall also consider that no roaming area nor access restriction applies to the UE when:

-
one of the setup E-RABs has some particular ARP values [11]

-
the CS Fallback Indicator IE is set to “CS Fallback High Priority” and process according to [17].

If the Trace activation IE is included in the INITIAL CONTEXT SETUP REQUEST message then eNB shall, if supported, initiate the requested trace function as described in TS 32.422 [10]. If the Trace Activation IE includes the MDT Confguration IE, the eNB shall configure MDT according to TS 32.422 [10], and additionally initiate the requested interface trace as specified in the Interfaces To Trace IE if any bits are set.
If the CS Fallback Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the UE Context to be set-up is subject to CS Fallback. The eNB shall reply with the INITIAL CONTEXT SETUP RESPONSE message and then act as defined in [17].
If the Registered LAI IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the eNB may take the Registered LAI IE into account when selecting the target cell or frequency and then act as defined in TS 23.272 [17].
If the UE Security Capabilities IE included in the INITIAL CONTEXT SETUP REQUEST message only contains the EIA0 algorithm as defined in [15] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB [15], the eNB shall take it into use and ignore the keys received in the Security Key IE.
If the GUMMEI IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall store this information in the UE context and use it for subsequent X2 handovers.

If the MME UE S1AP ID 2 IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall store this information in the UE context and use it for subsequent X2 handovers.
The eNB shall report to the MME, in the INITIAL CONTEXT SETUP RESPONSE message, the successful establishment of the security procedures with the UE, and, the result for all the requested E-RABs in the following way:

-
A list of E-RABs which are successfully established shall be included in the E-RAB Setup List IE

-
A list of E-RABs which failed to be established shall be included in the E-RAB Failed to Setup List IE.
When the eNB reports the unsuccessful establishment of an E-RAB, the cause value should be precise enough to enable the MME to know the reason for the unsuccessful establishment e.g.: “Radio resources not available”, “Failure in the Radio Interface Procedure”.

After sending the INITIAL CONTEXT SETUP RESPONSE message, the procedure is terminated in the eNB.
8.3.1.3
Unsuccessful Operation
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Figure 8.3.1.3-1: Initial Context Setup procedure. Unsuccessful operation.

If the eNB is not able to establish an S1 UE context, or cannot even establish one non GBR bearer it shall consider the procedure as failed and reply with the INITIAL CONTEXT SETUP FAILURE message.
8.3.1.4
Abnormal Conditions

If the eNB receives an INITIAL CONTEXT SETUP REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in [13]), and which does not contain the GBR QoS Information IE, the eNB shall consider the establishment of the corresponding E-RAB as failed. 

If the eNB receives an INITIAL CONTEXT SETUP REQUEST message containing several E-RAB ID IEs (in the E-RAB to Be Setup List IE) set to the same value, the eNB shall consider the establishment of the corresponding E-RABs as failed.
If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE, plus the mandated support of EEA0 in all Ues [15], do not match any allowed algorithms defined in the configured list of allowed encryption algorithms in the eNB [15], the eNB shall reject the procedure using the INITIAL CONTEXT SETUP FAILURE message.

If the supported algorithms for integrity defined in the Integrity Protection Algorithms IE in the UE Security Capabilities IE, plus the mandated support of the EIA0 algorithm in all Ues [15], do not match any allowed algorithms defined in the configured list of allowed integrity protection algorithms in the eNB [15], the eNB shall reject the procedure using the INITIAL CONTEXT SETUP FAILURE message.

8.10
Trace Procedures

8.10.1
Trace Start

8.10.1.1
General

The purpose of the Trace Start procedure is to allow the MME to request the eNB to start a trace session for a UE. The procedure uses UE-associated signalling. If no UE-associated logical S1-connection exists, the UE-associated logical S1-connection shall be established as part of the procedure.

8.10.1.2
Successful Operation
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Figure 8.10.1.2-1: Trace Start procedure.

The MME initiates the procedure by sending a TRACE START message. On receipt of a TRACE START message, the eNB shall initiate the requested trace function as described in TS 32.422 [10]. If the Trace Activation IE includes the MDT Confguration IE, the eNB shall configure MDT according to TS 32.422 [10], and additionally initiate the requested interface trace as specified in the Interfaces To Trace IE if any bits are set.
Interactions with other procedures:

If the eNB is not able to initiate the trace session due to ongoing handover of the UE to another eNB, the eNB shall initiate a Trace Failure Indication procedure with appropriate cause value.

8.10.2
Trace Failure Indication

8.10.2.1
General

The purpose of the Trace Failure Indication procedure is to allow the eNB to inform the MME that a Trace Start procedure or a Deactivate Trace procedure has failed due to an interaction with a handover procedure. The procedure uses UE-associated signalling. 

8.10.2.2
Successful Operation
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Figure 8.10.2.2-1: Trace Failure Indication procedure.

The eNB initiates the procedure by sending a TRACE FAILURE INDICATION message. Upon reception of the TRACE FAILURE INDICATION message, the MME shall take appropriate action based on the failure reason indicated by the Cause IE.

8.10.3
Deactivate Trace

8.10.3.1
General

The purpose of the Deactivate Trace procedure is to allow the MME to request the eNB to stop the trace session, for the indicated trace reference. 

8.10.3.2
Successful Operation
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Figure 8.10.3.2-1: Deactivate Trace procedure. Successful operation.

The MME invokes the Deactivate Trace procedure by sending a DEACTIVATE TRACE message to the eNB as described in [10].

Upon reception of this message, the eNB shall stop the trace session for the indicated trace reference in the E-UTRAN Trace ID IE.

Interactions with other procedures:

If the eNB is not able to stop the trace session due to ongoing handover of the UE to another eNB, the eNB shall initiate a Trace Failure Indication procedure with appropriate cause value.

8.10.4
Cell Traffic Trace

8.10.4.1
General

The purpose of the Cell Traffic Trace procedure is to send information related to the trace session to MME. The procedure uses UE-associated signalling.
8.10.4.2

Successful Operation
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Figure 8.10.4.2-1: Cell Traffic Trace procedure. Successful operation.

The procedure is initiated with a CELL TRAFFIC TRACE message sent from the eNB to the MME.

9.1.18
CELL TRAFFIC TRACE

This message is sent by eNB to transfer specific information.

Direction: eNB ( MME

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1 AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1 AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	E-UTRAN Trace ID
	M
	
	OCTET STRING (8)
	The E-UTRAN Trace ID IE is composed of the following: Trace Reference defined in TS 32.422 [10] (leftmost 6 octets, with PLMN information coded as in 9.2.3.8), and

Trace Recording Session Reference defined in TS 32.422 [10] (last 2 octets)
	YES
	ignore

	E-UTRAN CGI
	M
	
	9.2.1.38
	
	YES
	ignore

	Trace Collection Entity IP Address
	M
	
	Transport Layer Address 9.2.2.1
	Defined in TS 32.422 [10]
	YES
	ignore

	Job Type
	O
	
	ENUMERATED (Immediate MDT only, Logged MDT only, Trace only, Immediate MDT and Trace, ...)
	Defined in TS 32.422 [10]
	YES
	ignore


9.2.1.4
Trace activation
Defines parameters related to a trace activation. 

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	E-UTRAN Trace ID
	M
	
	OCTET STRING (8)
	The E-UTRAN Trace ID IE is composed of the following: Trace Reference defined in TS 32.422 [10] (leftmost 6 octets, with PLMN information coded as in 9.2.3.8), and

Trace Recording Session Reference defined in TS 32.422 [10] (last 2 octets).
	
	

	Interfaces To Trace
	M
	
	BIT STRING (8)
	Each position in the bitmap represents a eNB interface

first bit =S1-MME, second bit =X2, third bit =Uu

other bits reserved for future use. Value ‘1’ indicates ‘should be traced’. Value ‘0’ indicates ‘should not be traced’.
	
	

	Trace depth 
	M
	
	ENUMERATED(

minimum, medium, maximum, MinimumWithoutVendorSpecificExtension,

MediumWithoutVendorSpecificExtension,

MaximumWithoutVendorSpecificExtension, …)
	Defined in TS 32.422 [10]. Ignored by the receiver if all bits in Interfaces to Trace IE are set to zero.
	
	

	Trace Collection Entity IP Address
	M
	
	Transport Layer Address 9.2.2.1
	Defined in TS 32.422 [10].
	
	

	MDT Configuration
	O
	
	9.2.1.X1
	
	
	


9.2.1.X1
MDT Configuration
This element indicates the configuration for Immediate MDT or Logged MDT.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Area Scope
	O
	
	9.2.1.X2
	

	CHOICE MDT Job Type
	M
	
	
	

	>Immediate MDT
	
	
	
	

	>>Measurements
	M
	
	ENUMERATED (M1, M2, M3, M1&M2, M1&M3, M2&M3, M1&M2&M3, ...)
	Measurements M1, M2 and M3 are defined in TS 37.320 [xx].

	>>Reporting Trigger
	M
	
	ENUMERATED (Periodical, EventA2, Periodical&EventA2, ...)
	Defined in TS 32.422 [10].

	>>Report Amount
	C-ifPeriodicalReporting
	
	ENUMERATED (1, 2, 4, 8, 16, 32, 64, infinity, ...)
	Defined in TS 32.422 [10].

	>>Report Interval
	C-ifPeriodicalReporting
	
	ENUMERATED (120ms, 240ms, 480ms, 640ms, 1024ms, 2048ms, 5120ms, 10240ms, 1min, 6min, 12min, 30min, 60min, ...)
	Defined in TS 32.422 [10].

	>>Event Threshold RSRP
	C-ifEventTriggeredReporting_RSRP
	
	INTEGER (0..97)
	Defined in TS 32.422 [10]. 

	>>Event Threshold RSRQ
	C-ifEventTriggeredReporting_RSRQ
	
	INTEGER (0..34)
	Defined in TS 32.422 [10]. 

	>Logged  MDT
	
	
	
	This choice shall not be used if the present IE is included in the HANDOVER REQUEST message.

	>>Logging interval
	M
	
	ENUMERATED (1.28, 2.56, 5.12, 10.24, 20.48, 30.72, 40.96, 61.44, ...)
	Defined in TS 32.422 [10].

	>>Logging duration
	M
	
	ENUMERATED (600sec, 1200sec, 2400sec, 3600sec, 5400sec, 7200sec, ...)
	Defined in TS 32.422 [10].


	Condition
	Explanation

	C-ifPeriodicalReporting
	This IE shall be present if Reporting Trigger is set to Periodical or Periodical&EventA2.

	C-ifEventTriggeredReporting_RSRP
	This IE shall be present if Reporting Trigger is set to EventA2 or Periodical&EventA2, and EventA2 is based on RSRP measurements.

	C-ifEventTriggeredReporting_RSRQ
	This IE shall be present if Reporting Trigger is set to EventA2 or Periodical&EventA2, and EventA2 is based on RSRQ measurements.


9.2.1.X2
Area Scope

This element indicates the MDT Area Scope as defined in TS 32.422 [10].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE Area Type
	M
	
	
	

	>Cell
	
	
	
	

	>>Cells for MDT List
	
	1
	
	

	>>>Cells for MDT Item
	
	1 to maxnoofCellsForMDT
	
	

	>>>>Cell ID
	M
	
	E-UTRAN CGI
9.2.1.38
	

	>Tracking Area
	
	
	
	

	>>TA for MDT List
	
	1
	
	

	>>>TA for MDT Item
	
	1 to maxnoofTAsForMDT
	
	

	>>>>TAC
	M
	
	OCTET STRING(2)
	


	Range bound
	Explanation

	maxnoofCellsForMDT
	Maximum no. of cells for MDT. Value is 32.

	maxnoofTAsForMDT
	Maximum no. of tracking areas for MDT. Value is 8.
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