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1 Introduction 
In Rel10 in order to provide Cell-FACH mobility, the GW-coordinated U-RNTI management was proposed in [1] and [2].

[3] indicates the major issues in U-RNTI assignment mechanism. This paper proposes possible solutions for the issues /questions raised here. This paper proposes some enhancements to [2] for better U-RNTI management.
2 Discussion

Mixed Release Scenarios 
When the HNB-GW is connected with HNBs belonging to release 9 and release 10, the U-RNTIs of Rel10 HNBs can be managed via mechanism specified in [1]. Rel-9 HNBs still assigns the local-URNTI based on SRNC-ID received during HNB-Registration procedure and locally generated S-RNTI.  

In the above scenario, mobility is not possible across Rel10 and Rel9 HNBs. Because it is not possible to identify Rel9 source-HNB based on U-RNTI as it is locally generated at each HNB. But it is possible to have mechanisms to detect the Cell-FACH mobility of UE from Rel9 HNB to Rel10 HNB and reject them instead of  having ambiguity of U-RNTI in mixed scenarios.
Option 1: Use different U-RNTI space for Rel10 and pre-Rel10 HNBs

HNB-GW can use 2 different SRNC-ID towards Rel10 and pre Rel10 HNBs. The RNC-ID to be assigned to Rel9 HNBs will be formed by adding one more bit to the existing RNC-ID. With this approach the entire available U-RNTI space is splitted into 2 ranges. One range will be used by Rel9 HNBs for local assignment of U-RNTI. Other range will be used by HNB-GW for coordinated assignments to Rel10 HNBs.

Impact: The available S-RNTI space is reduced by half for Rel10 Cell-FACH mobility. HNB-GW needs to swap the RNC-ID to normal RNC-ID in all the Relocation related messages.
Option 2:  Source-HNB rejects the wrong cell-update message based on Integrity Check. Target-HNB forwards the Authentication related parameters received in Cell-update to source-HNB.
The actual issue in mixed scenario is only in cases where the mobility is from Rel9 HNB to rel10 HNB only. Because the rel10 HNB is not aware of the U-RNTI source, and forward the message to HNB-GW. HNB-GW will check for the presence of this U-RNTI only among rel10 HNBs. If it found a source HNB, it means a collision of U-RNTI, and this source context, is actually belongs to some other UE allocated by HNB-GW.
If the HNB-GW forwards the U-RNTI along with the additional authentication information to source-HNB, the authentication will fail at source-HNB as the integrity-Protection-info was not allocated by it. And the mobility is rejected.

In Iuhr interface based solutions, source HNB shall enquire the HNB-GW for target-HNB for the given U-RNTI, and forwards the RNSAP-UL-Signalling-transfer message to the source-HNB via RNSAP messages. The source HNB will fail in the Integrity check and rejects the Uplink-message.

Expected behaviour when HNB-GW cannot identify the UE-Context for the U-RNTI

In Rel9 HNBs, the existing handling for unknown U-RNTI is to release the RRC-Connection with DSCR.

The same approach can be followed, in case if the HNB-GW cannot identify the UE-Context based on received U-RNTI.

HNB-GW shall send unsuccessful response the context-retrieval request, and based on this response HNB shall initiate RRC-Connection Release with DSCR. 
Available U-RNTI space for HNB mobility :

With SRNC ID common to all the HNBs, the available U-RNTI for all the UE is limited to 2^20. In HNB-GW coordinated methods , where HNB-GW decides the U-RNTI to be used ( approach mentioned in [1] ), it is possible that HNB-GW can re-use the same U-RNTI number in different set of HNBs, which are physically  located totally different places, where UE need to cross the macro-network to connect to other group of HNBs.
The strategy of re-use can be internal to HNB-GW.  HNB-GW can choose the U-RNTI space to be used for group of HNBs based on their actual deployment location. This information can be provided through configuration from OMS.

3 Conclusions
Conclusion 1: In mixed release scenarios, it is possible to avoid ambiguity for the UE mobility from Rel9 HNB to rel10 HNB. This can be done in two-ways like allocation of different U-RNTI space for rel9 HNBs and using the Integirty check information received in the cell-update message. Any one of the above options can be chosen for handling the mixed-network scenario.
Conclusion 2: If the U-RNTI is unknown at HNB-GW, the target-HNB can reject the cell-update and initiate RRC connection release with Directed signalling connection-reestablishment as cause value.

Conclusion 3: The U-RNTI space can be re-used across HNBs deployed in non overlapping areas, if the HNB-GW assigns the U-RNTI as specified in [2]. 
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