Page 1



3GPP TSG RAN WG3 #70                                              











R3-103385
Jacksonville, USA, Nov 15-19, 2010 
Agenda item:
22
Source: 
Huawei

Title: 
S1AP support for MDT 
Document for:
For information 
1. Introduction
The S1AP support for MDT is provided in this paper for information.
3GPP TSG-RAN3 Meeting #70
(
R3-10xxxx
Jacksonville, USA, 15th Nov – 19th Nov 2010
	CR-Form-v9.7

	CHANGE REQUEST

	

	(

	36.413
	CR
	CRNum
	(

rev
	-
	(

Current version:
	9.4.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	
	Radio Access Network
	x
	Core Network
	X


	

	Title:
(

	S1AP support for MDT

	
	

	Source to WG:
(

	Huawei

	Source to TSG:
(

	RAN3

	
	

	Work item code:
(

	MDT_UMTSLTE-Core
	
	Date: (

	15/11/2010

	
	
	
	
	

	Category:
(

	B
	
	Release: (

	R10

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)

	
	

	Reason for change:
(

	The SA has agreed that The existing subscriber/cell trace functionality will be reused and extended to support MDT, so enhancements of Trace activation in the initial context setup request,the Trace start and the handover request for MDT activation is needed.

	
	

	Summary of change:
(

	Abbreviation of MDT is added
Claim the the trace function can take MDT fuction.
Trace activation in the initial context setup request is enhanced.
Trace activation in Trace start is enhanced.
Trace activation in handover request is enhanced.
MDT only and MDT configuration IE are added into trace activation IE.
A new section about MDT configuration IE is introduced.

	
	

	Consequences if 
(

not approved:
	MDT function can not be supported by Trace in S1.

	
	

	Clauses affected:
(

	3.3, 7, 8.3.1.2, 8.4.2.2, 8.10.1.2, 9.2.1.4, 9.2.1.x,

	
	

	
	Y
	N
	
	

	Other specs
(

	x
	
	 Other core specifications
(

	36.423

	affected:
	
	x
	 Test specifications
	

	
	
	x
	 O&M Specifications
	

	
	

	Other comments:
(

	


------------------------------------------1st change -----------------------------------------------------------------

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1]. 

CDMA
Code Division Multiple Access

CS
Circuit Switched

CSG
Closed Subscriber Group
CN
Core Network

DL
Downlink

ECGI
E-UTRAN Cell Global Identifier

E-RAB
E-UTRAN Radio Access Bearer

eNB
E-UTRAN NodeB

EP
Elementary Procedure

EPC
Evolved Packet Core

E-UTRAN
Evolved UTRAN

GBR
Guaranteed Bit Rate

GUMMEI
Globally Unique MME Identifier

GTP
GTP Tunneling Protocol

HFN
Hyper Frame Number

HRPD
High Rate Packet Data

IE
Information Element
MDT                    Minimization of Drive Tests
MME
Mobility Management Entity

NAS
Non Access Stratum

PS
Packet Switched

PDCP
Packet Data Convergence Protocol

PLMN
Public Land Mobile Network

PS
Packet Switched

RRC
Radio Resource Control

RIM
RAN Information Management

SN
Sequence Number

S-TMSI
S-Temporary Mobile Subscriber Identity

TAI
Tracking Area Identity

TEID
Tunnel Endpoint Identifier

UE
User Equipment

UE-AMBR
UE-Aggregate Maximum Bitrate

UL
Uplink

------------------------------------------2nd change -----------------------------------------------------------------
7
Functions of S1AP

Editor’s Note: Description of S1AP functions.

S1AP protocol has the following functions:

-
E-RAB management function: This overall functionality is responsible for setting up, modifying and releasing E-RABs, which are triggered by the MME The release of E-RABs may be triggered by the eNB as well.

-
Initial Context Transfer function: This functionality is used to establish an S1UE context in the eNB, to setup the default IP connectivity, to setup one or more E-RAB(s) if requested by the MME, and to transfer NAS signalling related information to the eNB if needed.

-
UE Capability Info Indication function: This functionality is used to provide the UE Capability Info when received from the UE to the MME.

-
Mobility Functions for Ues in LTE_ACTIVE in order to enable

-
a change of eNBs within SAE/LTE (Inter MME/Serving SAE-GW Handovers) via the S1 interface (with EPC involvement).

-
a change of RAN nodes between different RATs (Inter-3GPP-RAT Handovers) via the S1 interface (with EPC involvement).

-
Paging: This functionality provides the EPC the capability to page the UE.

-
S1 interface management functions comprise the:

-
Reset functionality to ensure a well defined initialisation on the S1 interface.

-
Error Indication functionality to allow a proper error reporting/handling in cases where no failure messages are defined.

-
Overload function to indicate the load situation in the control plane of the S1 interface. 

-
Load balancing function to ensure equally loaded MMEs within an MME pool area

-
S1 Setup functionality for initial S1 interface setup for providing configuration information

-
eNB and MME Configuration Update functions are to update application level configuration data needed for the eNB and MME to interoperate correctly on the S1 interface.

-
NAS Signalling transport function between the UE and the MME is used:

-
to transfer NAS signalling related information and to establish the S1 UE context in the eNB.

-
to transfer NAS signalling related information when the S1 UE context in the eNB is already established.

· S1 UE context Release function: This functionality is responsible to manage the release of UE specific context in the eNB and the MME.

· UE Context Modification function: This functionality allows to modify the established UE Context partly.
· Status Transfer: This functionality transfers PDCP SN Status information from source eNB to target eNB in support of in-sequence delivery and duplication avoidance for intra LTE handover. 

· Trace function: This functionality is to control a trace recording for a UE in ECM_CONNECTED and to take MDT function. 

· Location Reporting: This functionality allows MME to be aware of the UE’s current location.
· LPPa Signalling transport:  This functionality transfers LPPa messages between eNB and E-SMLC over the S1 interface.
· S1 CDMA2000 Tunneling function: This functionality is to carry CDMA2000 signalling between UE and CDMA2000 RAT over the S1 Interface.

· Warning message transmission function:
This functionality provides the means to start and overwrite the broadcasting of warning message.

-
RAN Information Management (RIM) function: This functionality allows the request and transfer of RAN system information (e.g. GERAN system information) between two RAN nodes via the core network.

-
Configuration Transfer function: This functionality allows the request and transfer of RAN configuration information (e.g. SON information) between two RAN nodes via the core network.

------------------------------------------3rd change -----------------------------------------------------------------
8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial Context Setup procedure. Successful operation.
In case of the establishment of an E-RAB the EPC must be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the MME. If no UE-associated logical S1-connection exists, the UE-associated logical S1-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.

The INITIAL CONTEXT SETUP REQUEST message shall contain within the E-RAB to be Setup List IE the information required by the eNB to build the new E-RAB configuration consisting of at least one additional E-RAB. 

The E-RAB to be Setup Item IE may contain:

-
the NAS-PDU IE.

The INITIAL CONTEXT SETUP REQUEST message may contain

-
the Trace Activation IE.
-
the Handover Restriction List IE, which may contain roaming, area or access restrictions.

-
the UE Radio Capability IE.

-
the Subscriber Profile ID for RAT/Frequency priority IE.
-
the CS Fallback Indicator IE.
-
the SRVCC Operation Possible IE.

-
the CSG Membership Status IE.
The INITIAL CONTEXT SETUP REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency priority IE, if available in the MME.

The INITIAL CONTEXT SETUP REQUEST message shall contain the CSG Membership Status IE, if the cell accessed by the UE is a hybrid cell.

Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the eNB shall
-
attempt to execute the requested E-RAB configuration.

-
store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.

-
pass the value contained in the E-RAB ID IE and the NAS-PDU IE received for the E-RAB for each established Data radio bearer to the radio interface protocol. The eNB shall not send the NAS PDUs associated to the failed Data radio bearers to the UE.

-
store the received Handover Restriction List in the UE context. 

-
store the received UE Radio Capability in the UE context.

-
store the received Subscriber Profile ID for RAT/Frequency priority in the UE context and use it as defined in [14].

-
store the received SRVCC Operation Possible in the UE context and use it as defined in [9].

-
store the received UE Security Capabilities in the UE context.

-
store the received Security Key in the UE context, take it into use and associate it with the initial value of NCC as defined in [15].

-
store the received CSG Membership Status in the UE context.
For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context.
The allocation of resources according to the values of the Allocation and Retention Priority IE shall follow the principles described for the E-RAB Setup procedure.
The eNB shall use the information in the Handover Restriction List IE if present in the INITIAL CONTEXT SETUP REQUEST message to determine a target cell for handover. If the Handover Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall consider that no roaming area nor access restriction applies to the UE. The eNB shall also consider that no roaming area nor access restriction applies to the UE when:

-
one of the setup E-RABs has some particular ARP values [11]

-
the CS Fallback Indicator IE is set to “CS Fallback High Priority” and process according to [17].

If the Trace activation IE is included in the INITIAL CONTEXT SETUP REQUEST message then eNB shall, if supported, initiate the requested trace function and/or MDT function as described in [10]. 

If the CS Fallback Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the UE Context to be set-up is subject to CS Fallback. The eNB shall reply with the INITIAL CONTEXT SETUP RESPONSE message and then act as defined in [17].

If the UE Security Capabilities IE included in the INITIAL CONTEXT SETUP REQUEST message only contains the EIA0 algorithm as defined in [15] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB [15], the eNB shall take it into use and ignore the keys received in the Security Key IE.
The eNB shall report to the MME, in the INITIAL CONTEXT SETUP RESPONSE message, the successful establishment of the security procedures with the UE, and, the result for all the requested E-RABs in the following way:

-
A list of E-RABs which are successfully established shall be included in the E-RAB Setup List IE

-
A list of E-RABs which failed to be established shall be included in the E-RAB Failed to Setup List IE.
When the eNB reports the unsuccessful establishment of an E-RAB, the cause value should be precise enough to enable the MME to know the reason for the unsuccessful establishment e.g.: “Radio resources not available”, “Failure in the Radio Interface Procedure”.

After sending the INITIAL CONTEXT SETUP RESPONSE message, the procedure is terminated in the eNB.
------------------------------------------The fourth change   ------------------------------------------------
8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation

The MME initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. The HANDOVER REQUEST message may contain the Handover Restriction List IE, which contains the serving PLMN and may contain equivalent PLMNs, and roaming area or access restrictions.

If the Handover Restriction List IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information in the UE context. This information shall however not be considered whenever one of the handed over E-RABs has some particular ARP values [11].

The target eNB shall use the information in Handover Restriction List IE if present in the HANDOVER REQUEST message to determine a target cell for subsequent handover attempts. If the Handover Restriction List IE is not contained in the HANDOVER REQUEST message, the target eNB shall consider that no access restriction applies to the UE.

Upon receiption of the HANDOVER REQUEST message the eNB shall store the received UE Security Capabilities IE in the UE context and use it to prepare the configuration of the AS security relation with the UE.

If the SRVCC Operation Possible IE is included in the HANDOVER REQUEST message, the target eNB shall store the received SRVCC operation possible in the UE context and, if supported, use it as defined in [9].
Upon reception of the HANDOVER REQUEST message the eNB shall store the received Security Context IE in the UE context and the eNB shall use it to derive the security configuration as specified in [15] 

If the Trace activation IE is included in the HANDOVER REQUEST message, the target eNB shall if supported, initiate the requested trace function and/or MDT function as described in [10]. 
If the CSG Id IE is received in the HANDOVER REQUEST message, the eNB shall compare the received value with the CSG Id broadcast by the target cell.

If the CSG Membership Status IE is received in the HANDOVER REQUEST message and the CSG Membership Status is set to “member”, the eNB may provide the QoS to the UE as for member provided that the CSG Id received in the HANDOVER REQUEST messages corresponds to the CSG Id broadcast by the target cell. 
If the CSG Membership Status IE and the CSG Id IE are received in the HANDOVER REQUEST message and the CSG Id does not correspond to the CSG Id broadcast by the target cell, the eNB may provide the QoS to the UE as for a non member and shall send back in the HANDOVER REQUEST ACKNOWLEDGE message the actual CSG Id broadcast by the target cell.

If the Subscriber Profile ID for RAT/Frequency priority IE is contained in the Source eNB to Target eNB Transparent Container IE, the target eNB shall store the received Subscriber Profile ID for RAT/Frequency priority in the UE context and use it as defined in [14].

Upon reception of the UE History Information IE, which is included within the Source eNB to Target eNB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall collect the information defined as mandatory in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.
After all necessary resources for the admitted E-RABs have been allocated the target eNB generates the HANDOVER REQUEST ACKNOWLEDGE message. The target eNB shall include in the E-RABs Admitted List IE the E-RABs for which resources have been prepared at the target cell. The E-RABs that have not been admitted in the target cell shall be included in the E-RABs Failed to Setup List IE. 
If the HANDOVER REQUEST message contains the Data Forwarding Not Possible IE associated with a given E-RAB within the E-RABs To Be Setup List IE, set to “Data forwarding not possible” then the target eNB may decide not to include the DL Transport Layer Address IE and the DL GTP-TEID IE and for intra LTE handover the UL Transport Layer Address IE and the UL GTP-TEID IE within the E-RABs Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message for that E-RAB.

For each bearer that target eNB has decided to admit and for which DL forwarding IE is set to “DL forwarding proposed”, the target eNB may include the DL GTP-TEID IE and the DL Transport Layer Address IE within the E-RABs Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message indicating that it accepts the proposed forwarding of downlink data for this bearer.

If the HANDOVER REQUEST ACKNOWLEDGE message contains UL GTP-TEID IE and UL Transport Layer Address IE for a bearer in E-RABs Admitted List IE then the target eNB requests forwarding of uplink data for this bearer.

If the Request Type IE is included in the HANDOVER REQUEST message then the target eNB should perform the requested location reporting functionality for the UE as described in section 8.11.

If the UE Security Capabilities IE included in the HANDOVER REQUEST message only contains the EIA0 algorithm as defined in [15] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB [15], the eNB shall take it into use and ignore the keys received in the Security Context IE.
------------------------------------------The fifth change ----------------------------------------

8.10.1.2
Successful Operation
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Figure 8.10.1.2-1: Trace Start procedure.

The MME initiates the procedure by sending a TRACE START message. On receipt of a TRACE START message, the eNB shall initiate the requested trace function and/or MDT function as described in [10]. 

Interactions with other procedures:

If the eNB is not able to initiate the trace session due to ongoing handover of the UE to another eNB, the eNB shall initiate a Trace Failure Indication procedure with appropriate cause value.

-----------------------------------------The sixth change----------------------------------------------------

9.2.1.4
Trace activation
Defines parameters related to a trace activation. 

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	E-UTRAN Trace ID
	M
	
	OCTET STRING (8)
	The E-UTRAN Trace ID IE is composed of the following: Trace Reference defined in [10] (leftmost 6 octets, with PLMN information coded as in 9.2.3.8), and

Trace Recording Session Reference defined in [10] (last 2 octets)
	
	

	Interfaces To Trace
	M
	
	BIT STRING (8)
	Each position in the bitmap represents a eNB interface

first bit =S1-MME, second bit =X2, third bit =Uu

other bits reserved for future use. Value ‘1’ indicates ‘should be traced’. Value ‘0’ indicates ‘should not be traced’.
	
	

	Trace depth 
	M
	
	ENUMERATED(

minimum, medium, maximum, MinimumWithoutVendorSpecificExtension,

MediumWithoutVendorSpecificExtension,

MaximumWithoutVendorSpecificExtension, …)
	Defined in [10]
	
	

	Trace Collection Entity IP Address
	M
	
	Transport Layer Address 9.2.2.1
	Defined in [10]
	
	

	MDT only
	O
	
	Boolean
	“1 “means that MDT function is available only.

“0 “means that both MDT function and Trace function are available or only trace function is available if MDT configuration is absent.

	
	

	MDT configuration
	O
	
	9.2.1.x
	
	
	


------------------------------------------The seventh change------------------------------------------------------
9.2.1. x MDT cofiguration
The IE defines the MDT function parameters.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	CHOICE Area Scope of MDT
	O
	
	
	
	
	

	>Cell ID List
	
	0 to <maxnoofCellID>
	
	
	
	

	>>E-CGI
	M
	
	9.2.1.38
	
	
	

	>TAI List
	
	0 to <maxnoofTAIs>
	
	
	
	

	>>TAI
	M
	
	9.2.3.16
	
	
	

	CHOICE MDT mode
	M
	
	
	
	-
	-

	>immediate MDT
	O
	
	
	
	-
	-

	>> Measurements to be collected
	M
	
	
	
	-
	-

	>>> M1
	O
	
	Boolean
	M1: RSRP and RSRQ measurement by UE with Periodic, event A2, or Radio Link Failure as reporting triggers
	
	

	>>> M2
	O
	
	Boolean
	M2: Power Headroom (PH) measurement by UE

NOTE: Available from MAC layer
	
	

	>>> M3
	O
	
	Boolean
	M3: Uplink signal strength/SINR measurement by eNB
	
	

	>> Reporting trigger
	
	
	
	Mandatory present if and only if M1 is configured.
	-
	-

	>>> Periodic
	C- ifM1collection
	
	Boolean
	
	
	

	>>> event A2
	C- ifM1collection
	
	Boolean
	
	
	

	>>> RLF report
	C- ifM1collection
	
	Boolean
	
	
	

	>> Report interval
	C-ifPeriodic
	
	ENUMERATED ( ms120, ms240, ms480, ms640, ms1024, ms2048, ms5120, ms10240, , min1, min6, min12, min30, min60)
	
	
	

	>> Event Threshold
	C-ifevent A2
	
	
	
	
	

	>>>  threshold-RSRP
	
	
	INTEGER(0..97)
	
	
	

	>>>   threshold-RSRQ
	
	
	INTEGER(0..34)
	
	
	

	>> Report amount
	C- ifPeriodic
	
	ENUMERATED (1, 2, 4, 8, 16, 32, 64, infinity )
	
	
	

	>logged MDT
	
	
	
	
	
	

	>>  logging interval
	M
	
	ENUMERATED (1.28s, 2,56s, 5.12s, and FFS)
	
	
	

	>>  logging duration
	M
	
	FFS
	
	
	


	Range bound
	Explanation

	maxnoofCellID
	Maximum no. of Cell ID subject for MDT scope. Value is 32.

	maxnoofTAI
	Maximum no. of TAI subject for MDT scope. Value is 8.


	Condition
	Explanation

	ifM1collection
	The IE shall be set to true only if M1 is set to true.

	ifPeriodic
	The IE shall be set to true only if the periodic IE is set to true.

	ifevent A2
	The IE shall be present only if event A2 IE is set to true.
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