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4.1
General

The overall UMTS architecture and UTRAN architectures are described in 25.401 and 25.410. For clarity and ease of understanding, at appropriate places references to TR-069 and associated methods are described briefly although they are beyond the scope of this specification.

The reference model shown in Figure 4.1-1 below contains the network elements that make up the HNB access network. There is one-to-many relationship between HNB-GW and HNB(s).
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Figure 4.1-1. Iuh reference model.

The HNB GW serves the purpose of a RNC presenting itself to the CN as a concentrator of HNB connections. The Iu interface between the CN and the HNB-GW serves the same purpose as the interface between the CN and a RNC. One HNB serves only one cell.

NOTE:
The Security gateway is a logically separated entity and may be implemented either as a separate physical element or integrated into, for example, a HNB-GW.  

The HNB access network includes the functional entities as shown in Figure 4.1-1 and detailed below.
4.1.x
Direct interface between HNBs
The reference model shown in Figure 4.1-x below illustrates the architecture for the direct interface between HNBs to support hard and soft handover.
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Figure 4.1-x. Iuhr reference model.
An alternative arrangement with the same logical Iuhr interface but transported via the Security Gateway is shown in Figure 4.1-y.  Note: If the Security Gateway and the HNB-GW are co-located then the co-located node should support IP routing.
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Figure 4.1-y. Iuhr reference model alternative arrangement.

An alternative arrangement with the same logical Iuhr interface but transported via the Security Gateway and the HNB-GW is shown in Figure 4.1-z. Note: The HNB-GW provides transport routing functionality.
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Figure 4.1-z. Iuhr reference model alternative arrangement.

=================== End of Change ===================
Start of change

5.7
HNB to HNB Mobility 

5.7.1
General

The following sub-sections describe the mechanism for handling the intra HNB-GW intra CSG mobility signaling.
5.7.2
Connected mode mobility from one HNB to another HNB (Intra HNB-GW, Intra CSG)
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Figure 5.7.2-x – HNB to HNB Handover via Iuhr interface
1. Source HNB sends HRNSAP Relocation Request message to the identified target HNB to prepare the Target for a relocation.

Note: How the source HNB identifies the target HNB is out of scope for this procedure.

2. Target HNB optionally queries the HNB-GW to perform access control for the UE that is being handed over.

Note: This step is optional as the target HNB may not need to query the HNB-GW, for example if the target HNB supports Access Control (AC) for non-CSG UEs it can perform that function. Or if the target HNB has the same CSG Id as the source HNB then it may decide that it does not need to perform AC.

3. Target HNB sends HRNSAP Relocation Response back to the source HNB to indicate that it has successfully prepared the relocation.

4. Source HNB sends HRNSAP Relocation Commit, to commit the relocation preparation on the target HNB, this message will include information to aid the relocation procedure, these are described in section 5.z.
5. Source HNB reconfigures the UE to commence the handover procedure.

6. The target HNB updates the transport network layer information for any RABs that are to be relocated to it by sending a HNBAP TNL Update Request message to the HNB-GW, the HNB-GW responds with a HNBAP TNL Update Response. This procedure may be performed after step 2.
7. At some point later Layer 1 synchronisation is achieved between the UE and the target HNB. UE then completes the RRC reconfiguration procedure by sending an RRC Radio Bearer Reconfiguration Complete message to the target HNB.

8. Target HNB indicates to the HNB-GW that the UE has successfully relocated via the HNBAP UE Register procedure.

9. HNB-GW accepts the HNBAP UE Register Request and provides the Context Id for the UE to the target HNB. The HNB-GW also switches the Uplane to the target HNB.

10. Target HNB indicates to the source HNB that the UE has successfully relocated by sending an HRNSAP Relocation Release Request message.

11. Source HNB sends an HRNSAP Relocation Release Response message to the target HNB to transfer any L3 information that the source HNB may have received during the relocation procedure and locally releases any resources it has for the UE.
Note: In the case of GW based HO, the HRNSAP messages are routed via the HNB-GW.
End of change
5.7.x Soft Handover HNB to HNB
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Figure 5.7.x-1 – Soft  Handover HNB to HNB
1.
Serving HNB receives a RRC measurement report indicating that Soft handover is possible and the HNB decides to setup a RL to the DHNB.
1. 2.
The SHNB send a HRNSAP CONNECT message containing a RNSAP Radio Link Setup Request to the DHNB to set up a radio link at the DHNB,

2. 3.
The DHNB starts receiving from the UE and sends a HRNSAP DIRECT TRANSFER message containing a Radio Link Setup Response message.
3. 4.
When the radio link is established on the DHNB, the DHNB sends a HRNSAP DIRECT TRANSFER containing the RNSAP Radio Link Restore Indication.

4. 5.
The SHNB send a RRC Active Set Update to the UE

5. 6.
The SHNB receives a RRC Active Set Update Complete from the UE.
5.x
HNB Discovery
The HNB Discovery Function provides the means to determine the IP addresses of a neighbour HNB  The HNB will use the IP addresses to connect to neighbour HNBs over Iuhr.  A HNB has two IP addresses: local IP address and a remote IP address (of the IPsec tunnel endpoint). The HNB-GW sets up SCTP connection with HNB through remote IP. In HNB registration procedure, the HNB-GW gets the local IP address of the HNB. When requested the HNB-GW will report the Target's local IP address and remote IP address.  The procedure for getting target HNB’s IP address is shown in Figure x,
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Figure 5.x-1 Procedure for HNB Discovery
1. The Target HNB registers at the HNB-GW and provides its local IP address. This is stored by the HNB-GW.
2. The Source HNB requests the IP addresses of the Target HNB in a HNBAP HNB Configuration Transfer Request  to the HNB-GW. 

3. The HNB-GW responds with a HNB Configuration Information Response message to the source HNB with the target HNB local IP address, remote IP address and other information including HNB identity, CSG ID, cell access mode.
5.y
Iuhr Setup
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Figure 5.y-1 Procedure for Iuhr Setup

The purpose of this procedure is to exchange application level information to allow the two HNBs to interoperate correctly.
1. A secure tunnel is established between HNBs

2. The HNB sets up an SCTP transport session to a well-defined port on the other HNB

3. HRNSAP setup request provides information  (e.g. IuUP version, etc) on the originating HNB to the remote HNB.

4. The remote HNB responds with configuration information  (e.g. IuUP version, etc) to the originating HNB.
5.z
Handling of Source information transfer to Target
In order to maintain the continuity of UE support during handover, information must be transferred from the Source to the Target HNB. RAB related information to ensure that continuity of User Plane and RAB establishment and other non-RAB related information is transferred in the RELOCATION COMMIT message.
5.z.1
RAB Related Parameters
5.z.1.1
User Plane
During Relocation Commit the following information is transferred from the Source to Target HNB to maintain the target UP state machine in the same state and parameters as in the source. These parameters are per RAB.
Frame Sequence Number (for all PDUs)
RFCI Information
Using these parameters the UP state machine in the target is started in same state and with the same environment as in the source.
5.z.1.2
Other parameters

During Relocation Commit the following information is transferred from the Source to Target HNB to maintain valid data volume reports.

RAB Data Volume Information, The unsuccessful data report transferred to the target to be accumulated at the target for the final Data Volume report on RAB release.
5.z.2
Non-RAB Related Parameters

Location Reporting parameters are transferred to the target HNB to ensure continuity of Location Reporting.

Trace Information parameters are transferred to the target HNB to ensure continuity of Trace operations.

Source Service Area is transferred to the target to enable the target to detect a change of service area and report this in the Location Reporting procedures.

Start of change

7.x
Iuhr

Figure 7.x-1 shows the protocol structure for Iuhr, following the structure described in [5].
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Figure 7.x-1. Iuhr–Interface Protocol Stack.

End of change
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