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1
Introduction
At RAN3#69, the “Further enhancements to MBMS” work item was discussed. In particular, the question on how to introduce the ARP on the M3 interface was discussed. This paper presents some aspects to be taken into consideration for ARP. The discussion assumes that other functionality introduced in the WI, such as UE Counting, may be taken into account for admission control (see [1]).
2
Discussion
The purpose of the ARP is to introduce a mechanism for the Core Network to inform the RAN which sessions may be pre-empted when the available resources are limited. The MCE will use this value during the admission control in order to ensure that the most important sessions are broadcasted.

Purpose 1: ARP is used by the MCE when prioritizing among sessions when the available resources are not sufficient to provide all requested sessions in the MBSFN Area.
2.1 Pre-emption Vulnerability

When the pre-emption vulnerability is set to ‘not pre-emptable‘, the session is not allowed to be removed because another session needs resources to be started. 

Proposal 1: A ‘not pre-emptable’ session is not included in the pre-emption process. Once admitted, a ‘not pre-emptable’ session is kept until the MCE receives the MBMS Session Stop message.
If there is a need to remove a session which is ‘not pre-emptable’, the CN may achieve this by first modifying the Pre-emption Vulnerability using the MBMS Session Update message.

Proposal 2: The Pre-emption Vulnerability may be changed using the MBMS Session Update message.
2.2 Pre-emption Capability
When the Pre-emption Capability is set to ‘may trigger pre-emption’, one or more sessions with Pre-emption Vulnerability set to ‘pre-emptable’ may be stopped in order to free the required resources. This should be performed according to ascending ’Priority Level’ but UE Counting result and scheduling information may also be taken into consideration in order to minimize the impact on the end user. 

Proposal 3: When sessions are pre-empted it should be done according to the ‘Priority Level’. However, UE Counting results and scheduling information available in the MCE may also be taken into consideration.
3
Proposal

RAN3 is kindly asked to discuss if UE Counting Results should be considered at admission control. 

Further, if RAN3 agrees that UE Counting information should be used during admission control we propose:

Proposal 1: A ‘not pre-emptable’ session is not included in the pre-emption process. Once admitted, a ‘not pre-emptable’ session is kept until the MCE receives the MBMS Session Stop message.

Proposal 2: The Pre-emption Vulnerability may be changed using the MBMS Session Update message.

Proposal 3: When sessions are pre-empted, this should be done according to the ‘Priority Level’ but UE Counting results and scheduling information may also be taken into consideration.
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