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1  Introduction

In previous RAN3 meetings, there have been several proposals on how the X2 is setup between neighboring nodes and the RN, and during the discussion several issues were identified ‎[1], in this contribution we focus on the following:

· Which nodes decides the HO type
· Whether any specific ANR handling for RN is needed. 
In this contribution we discuss a concrete way forward regarding these issues. 
Other issues identified in ‎[1] are discussed in ‎[2]. 

2  Discussion
First we revise the neighbor discovery procedure in release 8, and then we extend it to support the relay case.
2.2  Neighbor discovery in release LTE release 8

The automatic neighbor relation (ANR) information procedure is shown in Figure 1. The UE is connected to eNB1 and it provides measurement reports, which indicate the signal strength of the eNBs that it can listen to, towards eNB1. If the eNB1 receives a measurement report that includes a Physical Cell ID (PCI) that it is not aware of (i.e. a new neighbor), it instructs the UE to decode the Global Cell ID (GCI) from the broadcast channel of the concerned eNB. The UE reads the GCI from System Information Block 1 (SIB1) in the broadcast channel and reports that to the eNB. eNB1 constructs an S1AP eNB Configuration Transfer message to the MME, where it includes a Self Organizing Network (SON) Configuration Transfer Information Element (IE). The SON Configuration IE contains information about the source node (eNB1) such as eNB ID and Transport Network Layer (TNL) address as well as indication to where the message is intended (i.e. Target eNB ID, in this case eNB2). When the MME gets the eNB configuration transfer message, it transparently forwards the SON Configuration Transfer IE towards the target eNB (eNB2) by using an MME Configuration Transfer message. The target eNB will become aware of the TNL address of the source at this point, and it responds to the MME with an eNB configuration transfer message of its own where it includes a SON Information Reply IE that contains its own TNL address. The MME simply forwards the SON information reply towards the peer eNB (eNB1), and at this point both eNBs are aware of each other’s TNL address. After establishing an IPsec tunnel and SCTP connection between the two eNBs, X2 connection setup is performed between the two eNBs, finalizing the neighbor discovery process. These steps are shown in Figure 1 below.
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Figure 1. ANR in LTE release 8/9.

2.2  Extending release 8 neighbor discovery to support relays

The ANR procedure discussed in the previous section can be extended in a straightforward manner to support relaying as shown in Figure 2. The steps are similar to that of Figure 1 so we focus only on the differences. The first difference is that the RN will send the S1AP eNB Configuration Transfer message to the DeNB, as the DeNB is the MME from the RN’s point of view. 
Proposal 1: The RN initiates the ANR related activities using S1AP eNB Configuration Transfer message, but the procedure is then captured by the DeNB to establish an X2 interface to the target node.
When the DeNB gets this message, it checks to see if it already has an X2 setup with the target eNB (eNB2) specified in the SON Configuration Transfer IE. If there is no X2 connection between the DeNB and the target, then the DeNB tries to setup an X2 between itself and the target on behalf of the RN, using the procedures highlighted in the dotted box. These procedures are exactly the same procedures as the ones in the dotted box in Figure 1. 

Once the X2 has been properly established between the DeNB and the target (or on the reception of the eNB Configuration Transfer message from the RN, in case of prior existing X2), the DeNB notifies the availability of X2 using an eNB configuration update message. This eNB configuration message contains the details of the neighbor node (as if it is being sent by the neighbor node towards the RN), the formation of this eNB configuration update message is discussed in [2]. 

The DeNB, acting as the MME of the RN, can send an MME configuration transfer message to the RN in response to the eNB configuration transfer message it has originally received from the RN. Since the RN will be sending all X2 messages towards the DeNB (i.e. with DeNB’s TNL address), the information is not needed. However, it might be required in order to conform to release 8 procedures shown in Figure 1. This is discussed in ‎[3].
By this time, the RN is aware of the availability of X2 towards the target, but it can not be sure about the possibility of HO towards the target using X2. The last eNB configuration update is sent with the RN cell indicated in the Served Cells To Add/Modify. If this eNB configuration update sent to the RN from the DeNB contains cell(s) from the target node, the RN will deduce that X2 HO is possible to these cell(s). If no cell of the target is included in the eNB configuration update, the RN will know that X2 HO is not possible.
Proposal 2: The DeNB determines and supervises the X2 HO capability of the interfaces to the target nodes of his RNs.
Proposal 3: The DeNB communicates the status of the X2 HO capability of his RNs targets using X2AP eNB Configuration Update message.
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Figure 2. ANR that supports relaying.

3  Conclusions and Proposals
In this contribution we have discussed a way forward concerning the X2 is setup between neighboring nodes and the RN concluding that the DeNB decides the HO type and that a combination of S1AP eNB Configuration Transfer message and X2AP eNB Configuration Update message can be used to initiate and reuse already existing ANR mechanisms from the previous releases . Our proposals are:
Proposal 1: The RN initiates the ANR related activities using S1AP eNB Configuration Transfer message, but the procedure is then captured by the DeNB to establish an X2 interface to the target node.
Proposal 2: The DeNB determines and supervises the X2 HO capability of the interfaces to the target nodes of his RNs.
Proposal 3: The DeNB communicates the status of the X2 HO capability of his RNs targets using X2AP eNB Configuration Update message.
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