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1   Introduction
LS in R3-102575 from SA2 informs its conclusions on the NIMTC work item for release 10 and describes some potential normative impacts on RAN3. In this contribution, we analyse these impacts and provide the solutions for both UMTS and LTE.
2   Discussion
Current SA2 RAN solution and CN solution for overload control are below:

RAN solution:
An MME/SGSN may request the eNBs/BSCs/RNCs to restrict the load from UEs configured for MTC based on subcategories. These subcategories include UEs that reselect from other PLMNs (PLMN type), all UEs configured for MTC, or UEs using low priority access. 
M2M dedicated CN nodes may exist in a pool area so that all UEs configured for MTC will be routed to those M2M dedicated CN nodes.
The eNB/BSC/RNC can perform Access Class Barring or RRC Connection Rejection when RAN node is overloaded or M2M dedicated CN nodes are overloaded. When a CN node is overloaded, it can notify RAN nodes via Overload Start message.  And RAN node should perform ACB only in case all the M2M dedicated MMEs/SGSNs connected to the eNB/BSC/RNC request the same action. Otherwise the eNB/BSC/RNC should perform RRC connection rejection for the UEs targeting the MMEs/SGSNs which send Overload Start with related action, but allow new MTC entrants to access the MMEs/SGSNs which are not overloaded.
When the overloaded MMEs/SGSNs have recovered and wish to increase their load, the MMEs/SGSNs will send Overload Stop messages to the eNBs/RNCs to resume the normal operation.
CN solution:

MMEs/SGSNs can reject NAS requests based on low priority MTC indicator and/or MTC indicator from MTC Devices. The low priority MTC indicator and/or MTC indicator may be passed over NAS or Radio+S1/Iu interface.
In summary, the potential impacts on RAN3 include the below aspects:

1. The RAN node needs to pass the low priority MTC indicator and/or MTC indicator to CN node.
2. The MTC dedicated CN node needs to inform the RAN node about its MTC device support ability.

3. The RAN node needs to perform ACB or RCR (RRC Connection Rejection) for MTC Devices triggered by CN node.
The following analyses the above impacts and discusses how to implement these at RAN3.
2.1   Pass the low priority MTC indicator and/or MTC indicator from RAN to CN.

When only a subset of M2M supporting CN nodes trigger the MTC overload action, the RAN shall peform RRC connection Rejection, i.e. to reject connection from MTC Devices towards those overloaded CN nodes but allow connection towards other CN nodes. 
This solution requires the RAN node (RNC/eNB) to reject the RRC Connection Requests based on AS indicator which may be low priority MTC indication/MTC indication from the UEs configured for MTC.
SA2 suggests using NAS level ‘low priority MTC device’/’MTC Device’ indication. It would enable the CN deployment independent from RAN MTC functions, and also makes sense to minimize differences among GMM, MM and EMM. Because on Gb interface, there is no RRC connection concept, the NAS level handling to work on Gb and GMM signalling for the MTC indication are needed. 
It will make the signalling of the AS level indicator via S1/Iu redundant if NAS level indicator is used at the same time.
Proposal 1: Keep the NAS level indicator independence of AS level indicator, RAN node does not need to pass the AS level indicator to the CN node.
2.2   Inform dedicated CN node capability for MTC device from CN to RAN
SA2 proposes to consider that all MTC devices might be served by some dedicated CN nodes of a pool. These CN nodes optimised for MTC devices can have a larger subscriber data base. There is also no need to upgrade all CN nodes in a poll to support MTC functionality at the initial phase. In such a deployment, the RAN nodes could direct MTC devices to those dedicated CN nodes.
For LTE,   an ‘M2M indication’ can be added in S1 SETUP RESPONSE and MME CONFIGURATION UPDATE messages to indicate this is an M2M dedicated MME.

The detailed text proposal is provided in CR R3-102662. For UMTS, the RNC can configure such information via the O&M. So there are no normative impacts on UMTS. 

Proposal 2: For LTE, add ‘M2M indication’ in S1 SETUP RESPONSE and MME CONFIGURATION UPDATE messages to inform eNB that it is a dedicated MME node for MTC. No normative impacts on UMTS.
2.3   RAN performs ACB or RCR for MTC Devices triggered by CN node
According to the RAN solution, an M2M dedicated CN node may request the RAN node to restrict the load from MTC Devices of subcategories such as Roaming MTC Devices, all MTC Devices, or low priority MTC Devices. Which action (ACB or RRC Connection Rejection) the RAN node will perform depends on whether all the M2M dedicated CN nodes in the pool are overloaded. 
· When all the M2M dedicated CN nodes send overload control message with the same control (such as to reject all MTC Devices) to the eNB/RNC, the eNB/RNC will perform ACB to bar the devices. 
· When just a subset of the M2M dedicated CN nodes send the control message, the eNB/RNC won’t perform ACB but RCR, i.e. the eNB/RNC will reject the related MTC Devices which are towards the CN nodes which send the control message, but eNB/RNC would allow MTC Devices towards the non-overloaded dedicated CN nodes. 
· When the overloaded M2M dedicated CN node has recovered and wishes to increase its load, it can send Overload Stop messages to the RAN node. 

Emphatically, if a portion of M2M dedicated CN nodes in a pool send one of subcategories ‘MTC Devices that reselect from other PLMNs (PLMN type) ‘within overload control message, since the RAN node cannot judge whether the MTC Device is roaming or not by RRC message, the RAN node won’t do either ACB nor RCR, and just route these MTC Devices to dedicated CN nodes. The CN node may perform NAS level rejection further.
For LTE, the eNB receiving the OVERLOAD START message shall assume the MME from which it receives the message as being in an overloaded state. When the MME recovers from overload situation, the MME will send OVERLOAD STOP message to eNB.

The current Overload Action IE in the OVERLOAD START message is set to 
-
"reject all RRC connection establishments for non-emergency mobile originated data transfer” (i.e. reject traffic corresponding to RRC cause "mo-data "[16]), or

-
"reject all RRC connection establishments for signalling” (i.e. reject traffic corresponding to RRC cause "mo-data" and "mo-signalling"[16]), or
-
"only permit RRC connection establishments for emergency sessions" (i.e. only permit traffic corresponding to RRC cause "emergency"[16]).

The eNB shall ensure that only signalling traffic corresponding to permitted RRC connections is sent to the MME.
We can extend the exiting Overload Action IE within OVERLOAD START message to support overload solutions of MTC Devices. Add the below action to the Overload Action IE:
· " reject all RRC connection establishments for low priority MTC Devices ", or
· "reject all RRC connection establishments for MTC Devices ", or
· “access class barring for all MTC Devices that reselect from other PLMNs “.
The detailed text proposal is provided in CR R3-102663.
For UMTS, the exiting overload mechanism is based on the timer. The CN should indicate to the RNC that it is in a congested state by sending an OVERLOAD message. A specific CN node shall send this message only towards those RNCs from which it can receive the INITIAL UE MESSAGE message.

At the UTRAN side:

-
If TigOR is not running and an OVERLOAD message or "Signalling Point Congested" information is received, the traffic should be reduced by one step. It is also possible, optionally, to indicate the number of steps to reduce the traffic within the Number of Steps IE. At the same time, timers TigOR and TinTR should be started.

-
During TigOR all received OVERLOAD messages or "Signalling Point Congested" information should be ignored.

-
This step-by-step reduction of traffic should be continued until maximum reduction is obtained by arriving at the last step.

-
If TinTR expires, the traffic should be increased by one step and TinTR should be re-started unless the number of steps by which the traffic is reduced is back to zero.

The number of steps and the method for reducing the load are implementation-specific.

To support the overload control functionality of the MTC Device, we need add explicit actions from SGSN to RNC.These actions include  whether performs RRC Connection Reject or Access Class  Barring  for  the following granularity of  the MTC Devices. The granularity may be reselecting from other PLMNs (PLMN type), all MTC Devices, or low priority MTC Devices.
When TinTR expires, the RAN will consider the SGSNs have recovered and wish to increase their load and resume the normal operation.
The detailed text proposal is provided in CR R3-102661.
Proposal 3: For both LTE and UMTS, extending the exiting the overload mechanism to support the CN triggered ACB or RCR for MTC Devices.

3   Conclusion
It is proposed to RAN3 adopt the following proposals as the way forward and agree the corresponding CR.
Proposal 1: Keep the NAS level indicator independence of AS level indicator, RAN node does not need to pass the AS level indicator to the CN node.
Proposal 2: For LTE, add ‘M2M indication’ in S1 SETUP RESPONSE and MME CONFIGURATION UPDATE messages to inform eNB that this is a dedicated MME node for MTC. No normative impacts on UMTS.
Proposal 3: For both LTE and UMTS, extending the exiting the overload mechanism to support the CN triggered ACB or RCR for MTC Devices. 
The related CRs are R3-102661, R3-102662, R3-102663.
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